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[bookmark: _Toc462478989]Abstract of the contribution: This contribution discusses how to proceed regarding the specification of NSSAA procedures and related services and relation between SA2 and SA3 specifications. 
1	Discussion
SA2 has defined a procedure for Network Slice Specific Authentication and Authorization defined in TS 23.502 section 4.2.9. The procedure is of a security nature and involves interactions between the UE and a AAA-S via AMF, AUSF and possible via AAA-P. During the last SA2 meeting, an LS response was sent to SA3 justifying the role of AUSF and requesting SA3 to confirm whether the NSSAA procedure as defined in S2-1910342 is correct and complete from a security point of view.
Indeed, SA3 is also covering the same procedure as part of their Study on Security aspects of Enhancement of Network Slicing, TR 33.813. Furthermore, some of the related input papers for the SA3#97 (collocated with SA2#136) are already proposing normative text to define the NSSAA procedure and related services in TS 33.501.
It is worth to point out that some of these papers input to SA3#97 are proposing to manage all the NSSAA procedures including the AAA-S triggered NSS re-authentication/authorization and revocation procedures using only Nausf services (i.e. no new Namf service required) as shown below.


According to this proposal, in step 4, the AUSF requests the relevant AMF to re-authenticate/re-authorize the S-NSSAI for the UE using an Nausf service, Nausf_NSSAA_Re-authenticationNotification service operation. 
The AMF is implicitly subscribed to receive Nausf_NSSAA_Re-authenticationNotification service operations and that the AUSF can discover the Callback URI for the Nausf_NSSAA_Re-authenticationNotification service operation exposed by the AMF via the NRF. 
This allows that all NSSAA related services are exposed by the AUSF which will be preferred from an specification and implementation point of view. 
 
2	Proposal
Since SA3 is currently working to complete the analysis of the NSSAA procedures and related services and that since the NSSAA procedure is of a security nature fitting in TS 33.501, it is proposed that: 
· [bookmark: _GoBack]The Editor's note related to SA3 feedback is to be maintained in the TS 23.502 until SA3 replies to SA2 or completes the specification of NSSAA procedures and related services in TS 33.501.  
· It is proposed to use Nausf service operations rather than Namf service operations for reauthentication and revocation notifications from AUSF
· The NSSAA procedures and related services are defined in SA2 TS 23.501 and mainly in TS 23.502, avoiding overlapping of specifications with the description of NSSAA procedures and services included in SA3 TS 33.501 is desired. This means that proper references to procedures and services related to NSSAA procedures are made in SA2 TSs rather than repeating the same information in both SA2 and SA3 specifications. Mind that this is the current set up for other security related procedures and services (e.g. procedures and services for primary authentication).   
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