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	Reason for change:
	Clause 6.2.2.2 of TS 23.287 specifies that 

The PCF may update the V2X Policy/parameters to the UE in following conditions:
-	UE Mobility, e.g. UE moves from one PLMN to another PLMN. This is achieved by using the procedure of UE Policy Association Modification initiated by the AMF without AMF relocation, as defined in clause 4.16.12.1.1 of TS 23.502 [7].
-	When there is a subscription change in the list of PLMNs where the UE is authorized to perform V2X communication over PC5 reference point. This is achieved by using UE Policy Association Modification initiated by the PCF procedure as defined in clause 4.16.12.2 of TS 23.502 [7].
-	When there is a change of service specific parameter as described in clause 4.15.6.7 of TS 23.502 [7].
The service specific parameter provisioning procedure enables the V2X AF  to provide V2X Policy/parameters to UDR via NEF, and then UDR notifies PCF of the updated parameters if they are subscribed. PCF provides the parameters to the UE using UE policy delivery procedure. It can also be used by other applications who would provide parameters to the UE via 3GPP network.

However, in the procedure, it is unclear under which data key the service specific parameters are stored in the UDR, there are 2 options:
Option 1: store as “application data” 
Option 2: store as “policy data” (“Policy Set Entry data”)

If storing the service specific parameters as the “Policy Data”, it has to be stored per SUPI, even if the application request is for a group of UE or for all UEs.

If storing them as the “application data” per UE group or per DNN, the same storage content does not have to be duplicated in the UDR and in the PCF.

For most of the cases, especially for V2X service, the AF provides to the NEF the same application specific information per group of UE. NEF can store the information in one transaction even if it is for a group of UE and PCF can generate the V2X policy for each UE based on what it receives from the UDR. For reducing the signalling among NEF, UDR and PCF and reducing the storage at the UDR, it is proposed that NEF stores the applicatoin specific information in the UDR as the “application data” per SUPI/Group ID or DNN/S-NSSAI.

Since no existing Data Subset of “application data” can be reused, a new Data Subset has to be defined.

	
	

	Summary of change:
	It is clarified that the service specific parameter is stored in the UDR with the data key “Application Data” and the new Data Subset “Service specific information”.

	
	

	Consequences if not approved:
	Confusion of service specific parameter data storage and subscription.
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FIRST CHANGE
[bookmark: _Toc11173541]4.15.6.7	Service specific parameter provisioning
This clause describes the procecures for enabling the AF to provide service specific parameters to 5G system via NEF.
The AF may issue requests on behalf of applications not owned by the PLMN serving the UE.
NOTE 1:	In the case of architecture without CAPIF support, the AF is locally configured with the API termination points for the service. In the case of architecture with CAPIF support, the AF obtains the service API information from the CAPIF core function via the Availability of service APIs event notification or Service Discover Response as specified in TS 23.222 [54].
The AF request sent to the NEF contains the information as below:
1)-	Service Description.
	Service Description is the information to identify a service the Service Parameters are applied to. The Service Description in the AF request can be represented by the combination of DNN and S-NSSAI, an AF-Service-Identifier or an application identifier.
2)	Service Parameters.
	Service Parameters are the service specific information which needs to be provisioned in the Network and delivered to the UE in order to support the service identified by the Service Description.
3)	Target UE(s) or a group of UEs.
	Target UE(s) or a group of UEs indicate the UE(s) who the Service Parameters shall be delivered to. Individual UEs can be identified by GPSI, or an IP address/Prefix or a MAC address. Groups of UEs can be identified by an External Group Identifiers as defined in TS 23.682 [23]. If identifiers of target UE(s) or a group of UEs are not provided, then the Service Parameters shall be delived to any UEs using the service identified by the Service Description.
The NEF authorizes the AF request received from the AF and stores the information in the UDR as “Application Data”. The Service Parameters are delivered to the targeted UE by the PCF when the UE is reachable.
Figure 4.15.6.7-1 shows procedure for service specific parameter provisioning. The AF uses Nnef_ServiceParameter service to provide the service specific parameters to the PLMN and the UE.


Figure 4.15.6.7-1: Service specific information provisioning
1.	To create a new request, the AF invokes an Nnef_ServiceParameter_Create service operation.
	To update or remove an existing request, the AF invokes an Nnef_ServiceParameter_Update or Nnef_ServiceParameter_Delete service operation together with the corresponding Transaction Reference ID which was provided to the AF in Nnef_ServiceParameter_Create response message.
	The content of this service operation (AF request) includes the information described in clause 5.2.6.11.
2.	The AF sends its request to the NEF. The NEF authorizes the AF request. The NEF performs the following mappings:
-	Map the AF-Service-Identifier into DNN and S-NSSAI combination, determined by local configuration.
-	Map the GPSI in Target UE Identifier into SUPI, according to information received from UDM.
-	Map the External Group Identifier in Target UE Identifier into Internal Group Identifier, according to information received from UDM.
	(in the case of Nnef_ServiceParameter_Create): The NEF assigns a Transaction Reference ID to the Nnef_ServiceParameter_Create request. 

3.	(in the case of Nnef_ServiceParameter_Create or Update): The NEF stores the AF request information in the UDR as the “Application Data” (Data Subset setting to “Service specific information”) together with the assigned Transaction Reference ID.
	(in the case of Nnef_ServiceParameter_delete): The NEF deletes the AF request information from the UDR.
4.	The NEF responds to the AF. In case of Nnef_ServiceParameter_Create response message, the response message includes the assigned Transaction Reference ID.
If the UE is registered to the network and the PCF performs the subscription to notification to the data modified in the UDR by invoking Nudr_DM_Subscribe (AF service parameter provisioning information, SUPI, Data Set setting to “Application Data”, Data Subset setting to “Service specific information”) at step 0, the following steps are performed:
5.	The PCF(s) receive(s) a Nudr_DM_Notify notification of data change from the UDR.
6.	The PCF initiates UE Policy delivery as specified in clause 4.2.4.3. If the PCF is notified UE Policy delivery failure the PCF may subscribe the "Connectivity state changes (IDLE or CONNECTED)" event as defined in clause 5.2.2.3.
NOTE 2: PCF does not have to subscribe for each UE the application specific information, e.g. if PCF has already received the application specific information for a group of UE or for a DNN by a subscription of other UE. The same application specific information is delivered to every UE in a group or a DNN.
NEXT CHANGE
[bookmark: _Toc20204675]5.2.12.2.1	General
The operations defined for Nudr_DM service use following set of parameters defined in this clause:
-	Data Set Identifier:. uniquely identifies the requested set of data within the UDR (see clause 4.2.5).
-	Data Subset Identifier: it uniquely identifies the data subset within each Data Set Identifier. As specified in the procedures in clause 4. e.g. subscription data can consist of subsets particularised for specific procedures like mobility, session, etc.
-	Data Keys defined in Table 5.2.12.2.1-1
For Nudr_DM_Subscribe and Nudr_DM_Notify operations:
-	The Target of Event Reporting is made up of a Data Key and possibly a Data Sub Key both defined in Table 5.2.12.2.1-1. When a Data Sub Key is defined in the table but not present in the Nudr_DM_Subscribe this means that all values of the Data Sub Key are targeted.
-	The Data Set Identifier plus (if present) the (set of) Data Subset Identifier(s) corresponds to a (set of) Event ID(s) as defined in clause 4.15.1
An NF Service Consumer may include an indicator when it invokes Nudr_DM Query/Create/Update service operation to subscribe the changes of the data, to avoid a separate Nudr_DM_Subscribe service operation.
Depending on the use case, it is possible to use a Data Key and/or one or multiple Data sub keys to further identify the corresponding data, as defined in Table 5.2.12.2.1-1 below.
Table 5.2.12.2.1-1: Data keys
	Data Set
	Data Subset
	Data Key
	Data Sub Key

	
	Access and Mobility Subscription data
	SUPI
	-

	
	SMF Selection Subscription data 
	SUPI
	-

	
	UE context in SMF data
	SUPI
	PDU Session ID or DNN

	Subscription Data (see clause 5.2.3.3.1)
	SMS Management Subscription data 
	SUPI
	-

	
	SMS Subscription data
	SUPI
	

	
	Session Management Subscription data
	SUPI
	S-NSSAI

	
	
	
	DNN

	
	Slice Selection Subscription data
	SUPI
	-

	
	Group Data
	Internal Group Identifier or
External Group Identifier
	-

	Application data
	Packet Flow Descriptions (PFDs)
	Application ID
	-

	
	AF traffic influence request information
	AF transaction internal ID
	

	
	(See clause 5.6.7 and clause 6.3.7.2 in TS 23.501 [2]).
	S-NSSAI and DNN
and/or
Internal Group Identifier or SUPI
	

	
	Background Data Transfer
	Internal Group Identifier or SUPI
	

	
	[bookmark: _Hlk24042352]Service specific information (See clause 4.15.6.7)
	S-NSSAI and DNN
and/or
Internal Group Identifier or SUPI
	

	Policy Data
	UE context policy control data
(See clause 6.2.1.3 in TS 23.503 [20])
	SUPI
	

	
	PDU Session policy control data
	SUPI
	S-NSSAI

	
	(See clause 6.2.1.3 in TS 23.503 [20])
	
	DNN

	
	Policy Set Entry data
(See clause 6.2.1.3 in TS 23.503 [20])
	SUPI (for the UDR in HPLMN)
	

	
	
	PLMN ID (for the UDR in VPLMN)
	

	
	Remaining allowed Usage data
	SUPI
	S-NSSAI

	
	(See clause 6.2.1.3 in TS 23.503 [20])
	
	DNN

	
	Sponsored data connectivity profiles (See clause 6.2.1.6 in TS 23.503 [20])
	Sponsor Identity
	

	
	Background Data Transfer data
(See clause 6.2.1.6 in TS 23.503 [20])
	Background Data Transfer Reference ID. (NOTE 2)
	

	
	
	None. (NOTE 1)
	

	Exposure Data
	Access and Mobility Information
	SUPI or GPSI
	PDU Session ID or 

	(see clause 5.2.12.1)
	Session Management information
	SUPI or GPSI
	UE IP address or DNN

	NOTE 1:	Retrieval of the stored Background Data Transfer References for all ASP identifiers in the UDR requires Data Subset but no Data Key or Data Subkey(s).
NOTE 2:	Update of a Background Data Transfer Reference in the UDR requires a Data key to refer to a Background Data Transfer Reference as input data.




The content of the UDR storage for (Data Set Id= Application Data , Data Subset Id = AF TrafficInfluence request information) is specified in TS 23.501 [2], clause 5.6.7, Table 5.6.7-1. This information is written by the NEF and read by the PCF(s). PCF(s) may also subscribe to changes onto this information.

END OF CHANGES
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