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1. Overall Description:

SA3 has discussed token-based authorization for indirect communication with delegated discovery (Scenario D). The problem formulation is described in Key Issue #22 of TR 33.855, and solutions are proposed in Solution #21 and Solution #23.
The main difference between the proposed solutions is the instance that requests the authorization for the consumer. In Solution #21 the SeCoP (this term is used instead of the term SCP in SA2 terminology) requests the token on behalf of the consumer, while in Solution #23 the consumer requests the token itself, using existing procedures in TS 33.501.

From security point of view, it is preferable that authorization tokens are communicated directly to the entity for which the authorization token is issued. An exception from this principle was made for the Rel-15 roaming scenario, where the token requests and responses are sent via vNRF, vSEPP and hSEPP.
Question to SA2: 
1.  When the consumer is configured to use Scenario D to communicate with the producer, are there deployment models that prevent consumers from requesting authorization tokens directly from the authorization server (NRF)?

2. Regarding external communication from a consumer in Scenario D: Is SeCoP always involved in message routing?
2. Actions:

To SA2 group.

ACTION: 
SA3 respectfully asks SA2 to answer the questions above.
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