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Abstract of the contribution: This pCR proposes a KI#4 update based on work in SA5 on GSMA requirements. 
1 Introduction
TS 28.541, clause 6.3.3 defined a “ServiceProfile” for the network slice requirements adhered to SLA agreed between Network Slice Customer (NSC) and Network Slice Provider (NSP). In this ServiceProfile, some of the attributes are “maxNumberofUEs”, “maxNumberofConns”, “dLThptPerSlice”, “dLThptPerUE” “uLThptPerSlic” and “uLThptPerUE”. These attributes are representation of achievable and maximum limitation of a network slice and the network shall need to enforce these limitations to ensure a slice SLA is guaranteed.
In order to guarantee slice SLA requirements, NWDAF can collect the data from different NFs and provide analytics information to the OAM for further actions. In addition, NWDAF can also provide analytics information to the 5GC NFs for proper implementation and/or guarantee the slice SLA. However, current KI#4 define to monitor the number of UEs registered in the Network Slice and provide Observed Service Experience to the consumer (e.g. OAM). But this does not cover all the SLA attributes defined in the ServiceProfile, clause 6.3.3.2, TS 28.541. Hence, it is proposed to extend the KI to include the monitor and enforcement of the attributes define in the ServiceProfile. 

2 Proposal
Start of changes 
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[4]
3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".
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Next changes (all new text)

5.2.4
Key Issue #4: Remaining aspects on how to ensure that slice SLA is guaranteed

5.2.4.1
Description

There is a need to define a solution to ensure that the SLA on Service Experience provided by the MNO can be guaranteed at any time. For example, this includes ensuring that UEs can register in a Network Slice Instance under the condition that the SLA on Service Experience negotiated between the MNO and the ASP (e.g. Network Slice Customer and Provider) is guaranteed. The SLA includes the following "Percentage of UEs that access an Application that report Service Experience between 4-5 should be at least X", number of UEs and/or number Sessions agreed for a slice and/or a UE (see service requirements attributes defined in clause 6.3.3.2, TS 28.541 [X]).
In order to enable measurements of the above described SLA, TS 23.288 [5] defines Analytics ID on Observed Service Experience, with different granularities, including e.g. per Application or list of Applications or for all the traffic running within a certain slice, identified by a S-NSSAI. This Analytics ID provides the Observed Service Experience at a particular point in time, including a time in the future. The consumer of this Analytics ID is in this context OAM according to the Rel-16 TS. In Rel-17, it will be studied whether other consumers of this Analytics ID are possible.
In addition, SA WG5 WID on Closed loop SLS Assurance (SP-190781), covers in its objectives how to specify a closed loop assurance solution that helps an operator to continuously deliver the expected level of communication service quality.

For this study, it is assumed that NFs are configured with the maximum number of UEs registered per Network Slice according to the OAM SLA assurance.

Solutions to this key issue are expected to address the following aspect:

-
How to leverage NWDAF analytics to monitor the number of UEs registered in the Network Slice and their Observed Service Experience. In addition to OAM performing SLA assurance, whether/which 5GC NFs can take actions based on NWDAF (e.g. slice QoE) analytics to prevent further service experience degradation in the Network Slice.
-
Whether and how to leverage a NWDAF analytics to adhere a network slice SLA of a ServiceProfile attributes (e.g. “maxNumberofUEs”, “maxNumberofConns”) defined in TS 28.541 [X]? Which NFs (e.g. OAM, 5GC NF(s)) leverage the NWDAF output.
NOTE 1:
This work will need to be coordinated with SA WG5 especially closed loop SLS Assurance WI and leveraging analytics for a ServiceProfile attributes.

NOTE 2:
When required, this work will consider the results of the ongoing study of eNS_Phase2.

NOTE 3:
Solutions should take into account RAN3 feedback in S2-1903068: solutions described in Rel-16 to provide additional mechanisms to allow 5GC to influence RRM policies configured at the RAN, will not be in scope of Rel-17.

5.2.4.2
Requirements

Editor's note:
This clause provides the requirements the solutions to this key issue need to address.
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