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1. Introduction
This paper proposes the reuse of existing IP-based mechanisms for the discovery of Edge Application Servers (EAS).
2. Discussion
Discovery of the Edge Application Server (EAS) by the UE as defined in Key Issue #1 of the present document can be performed by using existing procedures. These procedures are IETF defined.

The Application Client resident on a UE (or via the UE browser) makes a request for a network resource, and this request is handled by the UE. The UE initially performs PDU Session establishment with activation of user plane resources. Once the UE has an active user plane, it performs a DNS query to resolve the domain name of the resource into an IP address. In order to serve the request from the closest available EAS, the DNS responds with an IP anycast address which allows the request to be routed to the “closest” available Edge Computing host. “Closest” can be definable based on various parameters such as lowest cost, lowest conjection, fewest hops etc. The UE sends user plane packets to the desitnation IP anycast address which are routed to the “closest” host in the anycast list.
By this mechanism, the UE traffic is directed to the closest Edge host to the UPF used for PDU Session establishment.
3. Proposal

It is proposed to include the following into TR 23.758 as a solution to KI#1.
* * * * First Change * * * *
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* * * * Next Change * * * *
6.X
Solution #X: Usage of existing DNS and IP routing procedures for Edge Computing discovery
6.X.1
Description

Discovery of the Edge Application Server (EAS) by the UE as defined in Key Issue #1 of the present document can be performed by using existing procedures. These procedures are IETF defined.

The Application Client resident on a UE (or via the UE browser) makes a request for a network resource, and this request is handled by the UE. The UE initially performs PDU Session establishment with activation of user plane resources. Once the UE has an active user plane, it performs a DNS query to resolve the domain name of the resource into an IP address. In order to serve the request from the closest available EAS, the DNS responds with an IP anycast address which allows the request to be routed to the “closest” available Edge Computing host. “Closest” can be definable based on various parameters such as lowest cost, lowest conjection, fewest hops etc. The UE sends user plane packets to the desitnation IP anycast address which are routed to the “closest” host in the anycast list.

By this mechanism, the UE traffic is directed to the closest Edge host to the UPF used for PDU Session establishment.

6.X.2
Procedures

A UE can perform discovery by performing the following procedures:

1.
Application Client attempts to access a resource at a certain URI

a.
Resource request is handled by the HLOS
b.
UE extracts the domain name
c.
UE performs PDU Session establishment with activation of user plane resources
d.
UE performs DNS query for the IP address associated with the domain name

2.
The UE performs DNS query for the IP address associated with domain name [X], [Y]:

a.
The DNS query is sent to either:
i.
the DNS resolver configured in the HLOS by the user
ii.
the DNS resolver provided by the serving MNO
b.
The DNS resolver recursively queries root nameservers & authorative nameservers to retrieve the IP address(es) currently associated with that domain name. 


With some existing extensions to DNS, the recursive DNS resolution may be routed to a specific authorative nameserver based on some information in the query. Specifically, the IP address source of the query can be used to query a more local authorative nameserver to retrieve locally suitable results. In this scenario, the DNS will be basing this analysis on an IP address from the pool allocated to the anchor UPF (PSA) for the UE.
c.
This information is recursively returned to the DNS resolver, which responds to the requesting UE with the resolved IP address
NOTE 1: this complete sequence of queries is not necessarily performed every time a request is made. At each step, a DNS server may respond with a cached copy of the information
NOTE 2: In the case of Edge Computing, the returned IP address is likely to be an IP Anycast address, contrary to the way server IP addresses are discovered via application-layer solution (e.g. by HTTPS). This allows a single IP address to be resolved to the most local server to the source UE identified by the IP anycast destination address [Z].

3.
The UE attempts to access a resource at a certain IP address (e.g. HTTP PUT, GET, POST).
a.
The UE creates and sends a packet to the destination IP address as discovered in step (2) of this solution
b.
IP routing takes place to determine the most suitable path for the packet on a hop-by-hop basis

c.
In the case of IP anycast, a single destination address may have multiple routing paths to two or more endpoint destinations
d.
The routing differs between IPv4 (which uses Border Gateway Protocol (BGP)) and IPv6 (which supports Anycast natively) but, in both cases, the system will route the anycast packet to the "nearest" host with the anycast address
NOTE 3: “nearest” is determined in terms of distance metrics which may be based on other parameters than geographic location (e.g. lowest cost, least congested, shortest time)
As a result, the UE accesses the resource from the “closest” server.

6.X.3
Impacts on Existing Nodes and Functionality
This solution requires the support of IP anycast routing at the serving operator’s UPF or N6-LAN.
* * * * End of Change * * * *
