SA WG2 Temporary Document

Page 1

3GPP TSG-WG SA2 Meeting #136AH 
S2-2000760
Inchon, Korea, Dec 13-17, 2020
(revision of S2-190xxxx)
Source:
Lenovo, Motorola Mobile
Title:
update Key Issue#1: control plane signalling exchange between SNPN and 3rd party
Document for:
Approval
Agenda Item:
8.3
Work Item / Release:
FS_eNPN / Rel-17
Abstract: This paper proposes to update the Key Issue#1 in FS_eNPN for the study on the control plane signalling exchange between SNPN and 3rd party
1. Discussion
Key Issue #1: Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN, including network selection enhancement, external authentication, mobility management, etc. In a word, it is expected that SNPN can support some kind of roaming service for the UEs with 3rd party credentials. 

In order to achieve this goal, some necessary control plane signallings between SNPN and 3rd party are needed to support the procedures, such as UE reachability, UE configuration update, subscriber data update notification, external authentication, and so on. 
For example, when UE initiates the registration to the SNPN, it is necessary for SNPN to send the location information to the 3rd party, so that the 3rd party can paging UE when needed. Take another example, when the mobility management and session management are performed in SNPN, it is necessary for SNPN to retrieve the related subscription data from the 3rd party. 
3. Conclusion and proposal(s)
It is proposed to update the Key Issue#1 to study on control plane signalling exchange between the SNPN and 3rd party. 
* * * * First change * * * *

5.1
Key Issue #1: Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN 
5.1.1
Description

One area that needs further study is enhancements to the 5GS in order to enable support for SNPN along with subscriptions or credentials owned by an entity separate from the SNPN.

Studying 5GS enhancements specifically oriented towards support of SNPN with credentials owned by an entity separate from the SNPN is necessary to enable some of the main use cases for Non-Public Networks, such as wireless connectivity for industry, large residential buildings, campuses, malls, and merged SNPNs, which all contain several specialized and stringent requirements. Many of the relevant use cases may in turn potentially have an impact on the architecture.

This key issue aims at addressing the following points for SNPN along with subscription owned by an entity separate from the SNPN:

-
How to identify the separate entity providing the subscription; 

-
Network selection enhancements, including UEs with multiple subscriptions;

-
E.g. how does the UE discover and select an SNPN which provides authentication in an external entity;

-
Architecture enhancements needed to support multiple separate entities, e.g.:

-
What are the interfaces exposed and/or used by SNPN and the separate entity;

-
What is the architecture and solution for a UE accessing a separate entity via SNPN access network;

-
How to exchange authentication signalling between the SNPN and the separate entity, including:

-
Authentication by the PLMN, based on PLMN identities and credentials, for access to the SNPN;

-
Authentication via SNPN to separate entity based on non-3GPP identities (e.g. non-IMSI) and credentials;

-
Mobility scenarios, including service continuity, for:

-
UE moving from SNPN#1 with separate entity#1 to SNPN#2 with separate entity#1 available; and

-
UE moving between SNPN#1 (where separate entity=PLMN) and PLMN.
-
Control Plane signaling exchange between SNPN and the 3rd party to support the necessary procedures for the UE in SNPN, for:

-
What kinds of the Control Plane signaling are needed, or not needed.
-
What kinds of interfaces exposed/used by SNPN and the 3rd party, to support the CP signaling exchange above.
NOTE:
Security aspects should be defined by SA WG3.
* * * * End of change * * * *

[image: image1.png]



3GPP

SA WG2 TD


