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1. Discussion
In SA2-136, during discussion of S2-191713, there were different opinions amongst companies on how the UE handles received URSP rules contained within UE Policies from the PCF.

The present paper provides a summary of the agreements made in 3GPP CT1 within 3GPP TS 24.501 where it is specified that it is mandatory for the UE to handle received UE Policies (i.e. URSP, ANDSP or V2XSP policies) when provided by the PCF.
Section D.2.1.2 in 3GPP TS 24.501 specifies the procedure for the PCF to initiate a UE Policy delivery procedure and the handling of UE Policies by the UE. It is specified in that section that the UE is mandated to handled received UE Policies

An aspect of section D.2.1.2 describing the UE handling of UE policies is appended below for reference:

Upon receipt of the MANAGE UE POLICY COMMAND message with a PTI value currently not used, for each instruction included in the UE policy section management list IE, the UE shall:

a)
store the received UE policy section of the instruction, if the UE has no stored UE policy section associated with the same UPSI as the UPSI associated with the instruction;

b)
replace the stored UE policy section with the received UE policy section of the instruction, if the UE has a stored UE policy section associated with the same UPSI as the UPSI associated with the instruction; or

c)
delete the stored UE policy section, if the UE has a stored UE policy section associated with the same UPSI as the UPSI associated with the instruction and the UE policy section contents of the instruction is empty.

Observation 1: The UE is mandated to handle UE policies containing URSP and/or ANDSP policies when provided by the PCF
During the SA2-136 discussion it was argued by some companies that a UE can reject storing a UE Policy section if the UE does not support one or more of the rules contained within the policy section (e.g. one or more URSP rules). However, such procedure has not been specified in stage 3.
The UE handling of UE Policies that are not accepted by the UE is specified in section D.2.1.4 of 3GPP TS 24.501. Aspect of this section is provided below: 
If the UE could not execute all instructions included in the UE policy section management list IE successfully, the UE shall:

a)
set the PTI IE to the PTI value received within the MANAGE UE POLICY COMMAND message and encode the UPSI associated with the instructions which could not be executed successfully and the associated UE policy delivery service cause indicating the cause of the failure in a UE policy section management result IE as specified in subclause D.5.3 and include it in a MANAGE UE POLICY COMMAND REJECT message, and

b)
transport the MANAGE UE POLICY COMMAND REJECT message using the NAS transport procedure as specified in subclause 5.4.5.
Upon receipt of the MANAGE UE POLICY COMMAND REJECT message, the PCF shall stop timer T3501. Any instruction that was included in the UE policy section management list IE and whose associated UPSI is not included in a UE policy section management result IE of the received MANAGE UE POLICY COMMAND REJECT message is considered as successfully executed.
The underlined sentences in the section above clearly specifies that a UE handles as an error case the case where the UE cannot store a policy section. The UE notifies the PCF the policy sections not installed including the cause of the failure as specified in section D.5.3 of 3GPP TS 24.501. It is also important to note that only one "failure cause" is currently specified in section D.5.3 which is "protocol error". 

Observation 2: The UE handles as an error case the case where the UE cannot store/update a policy section. In such a case the UE sends an error indication to the PCF indicating the policy section(s) that have not been succesfully installed in the UE.
Observation 3: Only one error indication has been specified which is "protocol error"

Observation 4: There is no error indication provided by the UE to the PCF indicating that a URSP and/or ANDSP and/or V2XSP policy is not supported. 
Based on the above observations a CR to 23.503 is proposed indicating that handling of URSP rules is mandatory at the UE.
2. Proposal

A summary of the observations are:
Observation 1: The UE is mandated to handle UE policies containing URSP and/or ANDSP policies when provided by the PCF

Observation 2: The UE handles as an error case the case where the UE cannot store/update a policy section. In such a case the UE sends an error indication to the PCF indicating the policy section(s) that have not been succesfully installed in the UE.

Observation 3: Only one error indication has been specified which is "protocol error"

Observation 4: There is no error indication provided by the UE to the PCF indicating that a URSP and/or ANDSP and/or V2XSP policy is not supported.
Based on the above observations CRs to 23.503 are proposed indicating that handling of URSP rules is mandatory at the UE (please see S2-200739, S2-200744).
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