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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc27894888][bookmark: _Toc20204199]4.15.3.2.3a	I-NEF service operations information flow
The procedure is used by the NF (AMF, SMF) in VPLMN to provision monitoring configurations and to explicitly cancel a previous monitoring configuration at I-NEF. Cancelling is done by sending Ninef_EventExposure_UnSubscribe request identifying the monitoring configuration to cancel. The notification steps 3 to 5 are not applicable in cancellation case.


Figure 4.15.3.2.1-1: Ninef_EventExposure_Subscribe, Unsubscribe and Notify operations
1.	NEF or UDM subscribe or unsubscribe to the notification of monitoring events at SMF or AMF as refered to steps 1 to 2 in clause 4.15.3.2.1, steps 1 to 3 in clause 4.15.3.2.2, and steps 1 to 5 in clause 4.15.3.2.3.
2.	AMF or SMF determines that the UE is in roaming, it requests to provision or delete monitoring configuration on I-NEF in Ninef_EventExposure_Subscribe or Ninef_EventExposure_UnSubscribe request. The monitoring configuration on I-NEF includes the notification endpoint information of the NEF. I-NEF acknowledges the execution of Ninef_EventExposure_Subscribe or Ninef_EventExposure_UnSubscribe request. When AMF provisions the monitoring configuration on I-NEF, the I-NEF updates the monitoring event subscription on AMF with the notification endpoint information of the I-NEF by means of Namf_EventExposure_Subscribe message.
NOTE:	In Stage 3 the Ninef_EventExposure service is implemented by the Nnef_EventExposure service.
3.	[Conditional- depending on the Event] refer to step 6e in clause 4.15.3.2.3.
4.	The AMF detects the related event occurs, it sends the event report by means of Namf_EventExposure_Notify message to the I-NEF.
5.	The I-NEF performs normalization of reports and generation of charging/accounting information as defined in clause 6.2.5a of TS 23.501 [2]. The I-NEF sends the event report by means of Ninef_EventExposure_Notify message to the NEF.
* * * * Second change * * * *
[bookmark: _Toc27895313][bookmark: _Toc20204607]5.2.6A.1	General
The following table shows the I-NEF Services and Service Operations:
Table 5.2.6A.1-1: NF Services provided by the I-NEF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Ninef_EventExposure
	Subscribe
	Subscribe/Notify
	AMF, SMF

	
	Unsubscribe
	
	AMF, SMF

	
	Notify
	
	NEF, UDM



NOTE:	In Stage 3 the Ninef_EventExposure service is implemented by the Nnef_EventExposure service.
* * * * Third change * * * *
[bookmark: _Toc27895316]5.2.6A.2.2	Ninef_EventExposure_Subscribe operation
Service operation name: Ninef_EventExposure_Subscribe
Description: the consumer subscribes to an event with monitoring configuration in I-NEF.
Inputs (required): NF ID, (Set of) Event ID(s) as specified in clause 4.15.3.1, Target of Event Reporting (UE(s) ID (SUPI or Internal Group Identifier or indication that any UE is targeted)GPSI or External Group Identifier), Event Reporting Information defined in Table 4.15.1-1, Notification Target Address (+ Notification Correlation ID), Subscription Correlation ID.
Inputs (optional): Event Filter, Expiry time, Chargeable Party Identifier.
Outputs (required): Expiry time (required if the subscription can be expired based on the operator's policy), cause.
Outputs (optional): None.
* * * * End of changes * * * *
image1.emf
I-NEF NEF SMF

AMF

4. Namf_EventExposure_Notify

5. Ninef_EventExposure_Notify

3. Nsmf_EventExposure_Notify

1. (un)subscribe event 

2a. Ninef_EventExposure_(Un)Subscribe 

Request 

2c. Ninef_EventExposure_(Un)Subscribe 

Request 

2b. Ninef_EventExposure_(Un)Subscribe 

Response 

2e. Ninef_EventExposure_(Un)Subscribe 

Response 

2d. Namf_EventExposure_Subscribe


Microsoft_Visio_2003-2010_Drawing1.vsd

