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	Reason for change:
	This addresses the following open item:
#10	According to SA2, understanding is that emergency services is not supported by SNPN for any UE. However, TS 23.501 states the restriction only in the context of UE(s) in SNPN AM:
-Emergency services are not supported in SNPN access mode.
For UE(s) not in SNPN AM (i.e. regular UE(s) or pre-Rel-16 UE(s)), it is not stated that emergency services is not supported in the SNPN rather it is unclear in the spec whether emergency services must be offered by SNPN or not for UE(s) that are not in SNPN AM (i.e. if UE(s) in limited service state are camping in SNPN, should SNPN be able to offer emergency services?). It would be better to state whether emergency service is supported in SNPN or not from network perspective.	



	
	

	Summary of change:
	Clarify that the SNPN does not support emergency services also from network perspective so it is clear that the SNPN need not offer emergency services support also for UE(s) in limited service state.

Also, clarify roaming and HO between SNPNs are not supported in this release of the specification.

	
	

	Consequences if not approved:
	Unclear specification leads to unclear requirement for RAN2 especially unclear whether UE(s) in limited service can be supported by SNPN or not. 

This can also lead to unclear expectation for implementation/deployments of SNPN network (i.e. features supported / not supported in the SNPN not clear).	 
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5.30	Support for non-public networks
[bookmark: _Toc20150083][bookmark: _Toc27846882]5.30.1	General
A Non-Public Network (NPN) is a 5GS deployed for non-public use, see TS 22.261 [2]. An NPN may be deployed as:
-	a Stand-alone Non-Public Network (SNPN), i.e. operated by an NPN operator and not relying on network functions provided by a PLMN, or
-	a Public network integrated NPN, i.e. a non-public network deployed with the support of a PLMN.
SNPN 5GS deployments are based on the architecture depicted in clause 4.2.3, the architecture for 5GC with untrusted non-3GPP access (Figure 4.2.8.2.1-1) for access to SNPN services via a PLMN (and vice versa) and the additional functionality covered in clause 5.30.2.
Interworking with EPS is not supported for SNPN. Also, emergency service is not supported for SNPN in this release of the specification. Furthermore, roaming between SNPNs and handover between SNPNs (via RAN node) (i.e. Xn/ NG Handover) are not supported in this release of the specification.
Public network integrated NPNs can be enabled using network slicing (see Annex D).
[bookmark: _Toc20150087][bookmark: _Toc27846886]5.30.2.3	UE configuration and subscription aspects
An SNPN-enabled UE is configured with subscriber identifier (SUPI) and credentials for each subscribed SNPN identified by the combination of PLMN ID and NID.
A subscriber of an SNPN is either:
-	identified by a SUPI containing a network-specific identifier that takes the form of a Network Access Identifier (NAI) using the NAI RFC 7542 [20] based user identification as defined in TS 23.003 [19] clause 28.7.2. The realm part of the NAI may include the NID of the SNPN; or
-	identified by a SUPI containing an IMSI.
An SNPN-enabled UE supports the SNPN access mode. When the UE is set to operate in SNPN access mode the UE only selects and registers with SNPNs over Uu as described in clause 5.30.2.4.
Emergency services are not supported for UE(s) in with or without SNPN access mode.
NOTE 1:	Voice support with emergency services in SNPN access mode is not specified in this release.
If a UE is not set to operate in SNPN access mode, even if it is SNPN-enabled, the UE does not select and register with SNPNs. A UE not set to operate in SNPN access mode performs PLMN selection procedures as defined in clause 4.4 of TS 23.122 [17]. For a UE capable of simultaneously connecting to an SNPN and a PLMN, the setting for operation in SNPN access mode is applied only to the Uu interface for connection to the SNPN. Annex D.4 provides more details.
NOTE 2:	Details of activation and deactivation of SNPN access mode are up to UE implementation.
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