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1. Introduction
In SA2#136, the key issue #2 about VIAPA support for NPN is agreed and in SA#86, the related work task e.g. WT#2 is confirmed with TU allocation.  In this paper, we discuss VIAPA support for NPN and propose solution to key issue#2 in TR 23.700-07.
5.2
Key Issue #2: NPN support for Video, Imaging and Audio for Professional Applications (VIAPA) 

5.2.1
Description

The TS 22.263 [3] captures the service requirements for "Video, Imaging and Audio for Professional Applications (VIAPA)".

This key issue aims at addressing the following aspects:

1.
Study whether there are support for service continuity (assuming PSA may reside in either PLMN or in the NPN) between PLMN and NPN (SNPN or PNI-NPN) with overlapping radio coverage areas;

2.
Study means to enable a UE to receive data services from one network (e.g. NPN), and paging as well as data services from another network (e.g. PLMN) simultaneously.

NOTE:
It is assumed that the FS_IIoT will cover aspects to enable low latency data services, and that FS_5MBS will cover aspects to enable low latency multicast downlink services, while the scope of the FS_eNPN is to enable these services while the UE is using two networks e.g. NPN and PLMN.
In SA1 TS 22.263, the following requirements have been agreed for NPN.
5.1
Non-public network requirements

Based on MNO and NPN policy, the 5G system shall support a mechanism to enable MNO to update the subscription of an authorized UE in order to allow the UE to connect to a desired NPN. This on-demand mechanism should enable means for a user to request on-the-spot network connectivity which is authorized by its MNO.

The 5G system shall enable an NPN to be able to request a third-party service provider to perform NPN access network authentication of a UE based on non-3GPP identities and credentials supplied by the third party service provider.
The 5G system shall enable an NPN to support multiple third-party service providers.

The 5G system shall enable an NPN to be able to request a PLMN to perform NPN access network authentication of a UE based on 3GPP identities and credentials supplied by the PLMN.
Based on operator policy, the 5G system shall support a mechanism to provision on-demand connectivity (e.g. IP connectivity for remote provisioning). The 5G system shall support an on-demand mechanism for a user (human or software) to request on-the-spot network connectivity while providing operators with identification and security tools for the provided connectivity.

The 5G system shall support a secure mechanism for a network operator of an NPN to remotely provision the non-3GPP identities and credentials of a uniquely identifiable and verifiably secure IoT device.

In the event of a loss of communication between RAN and core network, the 5G system shall be able to provide capability to securely re-connect an NPN network function within a short period of time (<1s).
2. Discussions
In this section, we discuss the first aspect of key issue#2, i.e. whether there are support for service continuity (assuming PSA may reside in either PLMN or in the NPN) between PLMN and NPN (SNPN or PNI-NPN).
2.1 Service continuity between PNI-NPN and PLMN
In case of PNI-NPN, when there is overlapping or neighboring radio coverage, service continuity can be supported because the PNI-NPN is part of PLMN.  The PSA UPF may reside in PNI-NPN or in PLMN.  If the UE establish one PDU session with a single PSA, no matter the PSA UPF resides in PNI-NPN or PLMN, it is possible to configure the N3 and N9 tunnel to support service continuity via SMF.  Therefore, in our view,  in general, for PNI-NPN case, service continuity between PNI-NPN and PLMN can be supported even there is only one PSA UPF.

2.2 Service continuity between SNPN and PLMN
In case of SNPN, even when there is overlapping or neighboring radio coverage, service continuity support between SNPN and PLMN would be different compared with PNI-NPN.
There are some assumptions that need to be made.

1. UE has separated subscription data to SNPN and PLMN.

2. There are agreement between SNPN and PLMN in order to support service continuity.

3. UE may have different RX/TX capability e.g. 1 RX/1TX, 2 RX/1TX and 2 RX/2TX.
Figure 1 shows an example scenario about service continuity between NPN and PLMN whether the PSA UPF can reside in either PLMN or NPN.  As SNPN and PLMN have separated 5GC NFs, there should be agreement between PLMN and NPN in order to support service continuity.
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Figure 1.  An example scenario about service continuity between NPN and PLMN

As the UE may access the DN via UPF in PLMN or via UPF in SNPN, in which case service continuity can be supported via tunnelling between SNPN and PLMN.  However, if the UE access DN via NPN and SNPN separately as shown in Figure 2, with different subscription data e.g. credentials, service continuity support would be beyond 5GC NF scope i.e. can be supported by V2X
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Figure 2. UE access DN via NPN and SNPN Separately
3. Proposal

It is proposed to include the following in the TR 23.700-07 for the support of VIAPA for NPN.
* * * Start of Change * * * *

6
Solutions

6.X
Solution #<X>: Service Continuity between NPN and PLMN
6.X.1
Introduction

Editor's note:
This clause lists the key issue(s) addressed by this solution, and briefly the main principles of the solution.

This solution address the first aspect of  key issue#2 i.e. “whether there are support for service continuity (assuming PSA may reside in either PLMN or in the NPN) between PLMN and NPN (SNPN or PNI-NPN) with overlapping radio coverage areas.”
6.X.2
Functional Description

Editor's note:
This clause further details the solution principles and any assumptions made.
6.X.2.1 Service continuity between PNI-NPN and PLMN
In case of PNI-NPN, when there is overlapping or neighboring radio coverage, service continuity can be supported because the PNI-NPN is part of PLMN.  The PSA UPF may reside in PNI-NPN or in PLMN.  If the UE establish one PDU session with a single PSA, no matter the PSA UPF resides in PNI-NPN or PLMN, it is possible to configure the N3 and N9 tunnel to support service continuity via SMF.  Therefore, in our view,  in general, for PNI-NPN case, service continuity between PNI-NPN and PLMN can be supported even there is only one PSA UPF.

2.2 Service continuity between SNPN and PLMN
In case of SNPN, even when there is overlapping or neighboring radio coverage, service continuity support between SNPN and PLMN would be different compared with PNI-NPN.

There are some assumptions that need to be made.

1. UE has separated subscription data to SNPN and PLMN.

2. There are agreement between SNPN and PLMN in order to support service continuity.

3. UE may have different RX/TX capability e.g. 1 RX/1TX, 2 RX/1TX and 2 RX/2TX.
Figure 1 shows an example scenario about service continuity between NPN and PLMN whether the PSA UPF can reside in either PLMN or NPN.  As SNPN and PLMN have separated 5GC NFs, there should be agreement between PLMN and NPN in order to support service continuity.
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Figure 1.  An example scenario about service continuity between NPN and PLMN

As the UE may access the DN via UPF in PLMN or via UPF in SNPN, in which case service continuity can be supported via tunnelling between SNPN and PLMN.  However, if the UE access DN via NPN and SNPN separately as shown in Figure 2, with different subscription data e.g. credentials, service continuity support would be beyond 5GC NF scope i.e. can be supported by MPTCP or application layer approach.
6.X.3
Procedures

Editor's note:
This clause describes procedures and information flows for the solution.
6.X.4
Impacts on existing entities and interfaces

Editor's note:
This clause lists impacts to existing entities and interfaces.

* * * End of Change * * * *
