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Abstract of the contribution: This paper discuss the how to use configuration from CNC, e.g. PSFP, Qbv to identify the traffic information.
1. Discussion
In the existing specification, the TSN AF can receive 3 kind of configuration from CNC as defined in 23.501 clause 5.28.2 5GS Bridge configuration.

-
Configuration information of scheduled traffic on ports of DS-TT and NW-TT (i.e. 802.1Qbv): 

-
Egress ports of 5GS Bridge, e.g., ports on DS-TT and NW-TT;

-
Traffic classes and their priorities.

-
Traffic forwarding information as defined in IEEE 802.1Q [98] clause 8.8.1: (i.e. 802.1 forwarding rule)
-
Destination MAC address and VLAN ID of TSN stream;
-
Port number in the Port MAP as defined in IEEE 802.1Q [98] clause 8.8.1.
-
Configuration information per stream according to IEEE 802.1Q [98] clause 8.6.5.1: (i.e. PSFP for ingress port)
-
Ingress port number of 5GS Bridge, i.e., ports on DS-TT/NW-TT;

-
Stream priority.
But how the TSN AF use these information to identify the PDU session, create the TSN Qos information is not clear.
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The Forwarding rule information only indicate the Destination MAC address of stream and associated Egress port for the bridge. 

These stream may come from different Ingress port of bridge. In the fig, the it may from Ingress port-1, Ingress-port-2 and Ingress-port 4.
So only with Forwarding rule can not identify the Ingress and Egress port pair.
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The PSPF information only stream address (source and destination MAC address) and associate Ingress port.

In does not point out which Egress port the stream will be forwarded to in the bridge.

In the Fig, it means the stream arrive the Ingress port-1, but which Port is Egress port is unknown.

Combining the PSFP and forwarding rule, the 5GS/TSN AF can identify the ingress port and egress port for a particular stream (by matching the Destination MAC address of PSFP and Forwarding rule) and derive the PDU session carrying this stream. 
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Proposal 1: The Forwarding rule and PSFP information can be combined to identify the ingress port and egress port for a particular stream and derive the PDU session carrying this stream.
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For the UL traffic, the Egress port is shared by multiple PDU session. So the Qbv scheduling information per class is the aggregation from multiple Qos flow of PDU sessions.
In this fig, the Qbv information in the Egress port is the aggregation of 3 PDU sessions in Ingress Port-1, Ingress port-2 and Ingress port-4 respectively.

It is impossible for the TSN AF to decompose the Qbv information at Egress port per class to the original Qos information in each PDU session.

So only according to the Qbv information, the PCC procedure cannot be triggered correctly for UL traffic.
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For the DL link traffic, there is similar issue. 
There are 3 flow of the same class from Ingress port-1 (NW-TT) to Egress Port (DS-TT).
The flow-1 and flow-2 have same Periodicity and arrival time, so it can be aggregated to one gate control (red word in the fig). And flow-3 has different Periodicity and is in another gate control (blue word in the fig). Even they are the same class.

So the Flow-1 and flow-2 shall be the same Qos flow, and Flow-3 is in the another Qos flow of PDU session. Also it is impossible for the TSN AF to decompose the 2 Qbv information (have same class) at Egress port to Qos information of (Flow-1+Flow-2) and Flow-3 correctly.

So only according to the Qbv information, the PCC procedure cannot be triggered correctly for DL traffic. And Qbv is per class scheduling information, and cannot be extend to per stream granularity
Refer to S2-1908729 LS from IEEE 802.1 : Response to LS on 3GPP 5G System support for integration with IEEE TSN networks
Important details: Scheduled Traffic operations are specified per queue as described in subclause 8.6.8.4. As illustrated in Figure 8-12, the architectural model of an 802.1Q Bridge places queues and frame queuing at the transmission port, i.e., at the egress port to which the MAC relay function forwards a given frame for transmission. As described in subclause 8.6.6, the Bridge forwarding process provides one or more queues for a given Bridge port, each queue corresponding to one of at most eight traffic classes (as limited by the 3-bit Priority Code Point (PCP) field of VLAN tags). A Scheduled Traffic transmission gate applies to a given queue. Therefore, the time-based operation (relative to a known time scale) of such transmission gate cannot go beyond the granularity of traffic classes. …………………………….
PSFP + Forwarding rule can identify the unique (Ingress port, Egress Port) pair and associated PDU session. With Priority and class mapping table, all the PSFPs which have the same priority and are targeted to the same Egress port, can be used to derive the Qbv value which is same with the one from CNC.

In the following fig, the TSN AF can use the traffic information (PSFPAdminBaseTime , PSFPAdminCycleTime, etc) of PSFP-1, PSFP-2, PSFP-3 and related per port pair delay to derive the Qbv value which is same with the one from CNC. It means that the TSN AF can decompose the Qbv information at Egress port per class to the original Qos information in each PDU session with PSFP. And then the PCC procedure can be triggered correctly.
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Proposal 2: The Qbv scheduling information, PSFP traffic information and forwarding rule can be combined to derive the Qos information for each involved PDU sessions and/or Qos flow.
2. Proposal

Proposal 1: The Forwarding rule and PSFP information can be combined to identify the ingress port and egress port for a particular stream and derive the PDU session carrying this stream.
Proposal 2: The Qbv scheduling information, PSFP traffic information and forwarding rule can be combined to derive the Qos information for each involved PDU sessions and/or Qos flow.
It proposes to general describe the principle of above proposal, how to do it depends on the implementation.
The CR S2-2000544 and CR S2-2000545 reflect the proposal to 23.501 and 23.502.
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