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1 Discussion
ETSUN relies on AMF using the user location (TAI) to assess whether an I-SMF is needed and to select an I-SMF or have an I-SMF selected (by SCP).
During mobility events such as Hand-Over or AMF change, if the service area of the SMF does not include the new UE location, then the AMF selects and inserts an I-SMF which can serve the UE location and the S-NSSAI.

There is a proposal (was S2-1912077 at SA2 136) to assign different TAI(s) to different N3IWF/TNGF/W-AGF (instead of an unique TAI for non 3GPP access)  in order to allow different SMF to control different UPF connected to different such N3GPP 5G AN (have N3IWF/TNGF/W-AGF and the UPF serving them deployed in a regional or provincial way like NG RAN). The current paper is orthogonal to that proposal as the issues discussed in the current paper apply regardless of whether there is one single or multiple TAI(s) for N3GPP 5G AN.
First note that the AMF algorithm to decide upon whether to involve an I-SMF (and which one) relies on the TAI where the UE is camping (over 3GPP and over Non 3GPP access). As different TAI(s) serve the UE over 3GPP and over Non 3GPP access, the algorithm may lead to different results depending on the access type serving the UE;

Let’s assume the starting situation with the PDU Session served only by a SMF (no I-SMF) able to control the UPF serving the NG RAN and the UPF serving the N3IWF (or TNGF); 
Considering that a N3IWF may support a Local mobility anchor within untrusted non-3GPP access networks using MOBIKE per IETF RFC 4555, the UE may move, get served by a new NG RAN but remain served by the same N3IWF (similar situation may take place with TNGF when “the EAP Re-authentication Protocol (ERP) is used, as specified in RFC 6696 [59], in order enable the UE move from a source TNAP to a target TNAP within the area of the same TNGF”) ; if the (TAI served by the) new NG RAN requires the involvement of an I-SMF we end up with a PDU Session

-
where for the 3GPP access an I-SMF is involved
-
while for the Non 3GPP access no I-SMF is involved
The opposite may be true where the UE is served by an I-SMF for the NON 3GPP access and no I-SMF for the 3GPP access ; this e.g. corresponds to the case where the SMF of the PDU Session serves the 3GPP area where the UE is connected but where this SMF cannot served non-3GPP 5G AN as non-3GPP 5G AN control is centralized in a single (other) region (e.g. the region of the capital) which is especially likely to happen when the non-3GPP 5G AN (s) correspond to an unique TA throughout the country .

This means that the AMF may have to deal with different cases where

· The 3GPP and the Non 3GPP access of a  MA PDU Session are served by the same SMF entities: they are either only served by the SMF of the PDU Session (no ETSUN case) or they are served by same I-SMF (ETSUN applies over both access types and the same I-SMF can support both Access Types)
· The 3GPP and the Non 3GPP access of a MA PDU Session are served by different I-SMF entities:  either ETSUN applies to only one access type of the PDU Session or ETSUN applies over both access types but the same I-SMF cannot support both Access Types

2 Proposal
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