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Abstract of the contribution: It is proposed to introduce support for Untrusted non-3GPP access to SNPN.
1. Discussion

In Rel-16 it is specified that the UE can access SNPN services via a PLMN as described in TS 23.501 clause 5.30.2.8 and Annex D.3 "Support for UE capable of simultaneously connecting to an SNPN and a PLMN".

SA2#136 agreed to extend the scope of the Rel-17 FS_eNPN study to include support for non-3GPP access to SNPN services, including Untrusted, Trusted and Wireline access (new Key Issue agreed in S2-1912718; revised SID agreed in S2-1912754).

During SA#86 prioritization in Dec 2019 the FS_eNPN scope was trimmed down and support for non-3GPP access to SNPN services was chopped out in the process (see endorsed work task paper in SP-191376).

This contribution proposes for Rel-17 to consider only support for Untristed non-3GPP access to SNPN services because it is a “low-hanging fruit”. Namely, due to the “over the top” nature of the Untrusted access architecture, from the SNPN core network perspective it is irrelevant whether the UE establishes an IPsec tunnel with the N3IWF of the SNPN (i.e. NWu reference point) on top of the 3GPP access of a PLMN (Figure 1a) or on top of a non-3GPP access such as WLAN (Figure 1b).
As already captured in TS 23.502 clause 4.12.2.2 (Registration procedure for untrusted non-3GPP access), the Access Type for the UE regisitration with the 5GC is always set to “Non-3GPP access”, even if the UE actually uses the 3GPP access of a PLMN:

NOTE x:
The Access Type is set to “Non-3GPP access” even when the UE accesses SNPN services via PLMN over 3GPP access.

The reason for this is because the 5GC simply has no means to determine the type of access over which the IPsec tunnel (NWu) is established, and the same observation applies to the N3IWF.

Actually, access to SNPN services via Untrusted non-3GPP access is already possible today with Rel-16 specification, because it does not require any procedural or protocol changes. What is proposed in this contribution is to simply acknowledge the possibility of Untrusted non-3GPP access to SNPN services with one CR to TS 23.501 (provided in a companion paper for this meeting S2-2000475).
Observation 1: Access to SNPN services via Untrusted non-3GPP access does not require any procedural or protocol changes.

Proposal 1: It is proposed to acknowledge support of Untrusted non-3GPP access to SNPN services by endorsing the companion 23.501 CR for implementation as soon as Rel-17 version of TS 23.501 becomes available.
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Figure 1a: Access to SNPN services via PLMN

Figure 1b: Access to SNPN services via Untrusted non-3GPP access


Figure 1: Access to Stand-alone Non-Public Network services via PLMN (1a) or via Untrusted non-3GPP access (1b)
2. Summary and Proposal

Observation 1: Access to SNPN services via Untrusted non-3GPP access does not require any procedural or protocol changes.

Proposal 1: It is proposed to acknowledge support of Untrusted non-3GPP access to SNPN services by endorsing the companion 23.501 CR for implementation as soon as Rel-17 version of TS 23.501 becomes available.

If the proposal is agreed, the required time budget for this activity is estimated to be 0.2 TUs, primarily for the administrative part (formal approval of the endorsed document) and any alignment with the ongoing work on FS_eNPN.
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