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Discussion
In the existing charging mechanism, The SMF shall support interfaces towards CHF and PCF. The SMF interacts with CHF and PCF based on information received from other control plane NFs and user plane related information received from the UPF. Triggered by the PCC rules received from the PCF or preconfigured information available at SMF, as well as from the CHF for online charging via Credit-Control session mechanisms, the SMF shall provide Usage Reporting Rules to the UPF for controlling how usage reporting is performed. The usage information shall be collected in the UPF and reported to the SMF, and the related procedure is specified in 5.8.2.6 of TS 23.501.
For PC5 charging, since there may be no PDU session established or activated for the UE using PC5, and the UE generate the link and QoS flow over PC5, then it is improper for SMF to perform the charging functionality. Therefore, it is proposed to PCF to perform charging functionality for PC5.
In existing mechanism, charging related rule is specified in clause 6.3.1 Table 6.3.1 of TS 23.503 as PCC rule provided to SMF. 
In order to assist the PCF generate the charging configuration, the AF can provide some information to the PCF. The following Table 3 lists the potential information the AF can provide to the PCF. The PCF determines based on the assistance information from the AF and the local policy the charging configuration to the UE for the PC5 charging.

Table 1: Assistance information from AF to PCF for charging

	Attribute
	Description
	Comment

	Service Identifier  subject to charging
	Indicates the service identifiers subject to charging
	This can be list of the service Identifier.

	Group Identifiers subject to charging 
	Indicates the group identifiers subject to charging
	This can be list of the group.

	UE external identifier subject to charging
	Indicates the UE identifier subject to charging
	This can be list of UE identifier, can be presented by GPSI.

This can be used combined with the “Service Identifier subject to charging” and “Group Identifiers subject to charging”, i.e. for a specific group or for a specific service, which UE should be charged.

	Sponsor Identifier
	An identifier, provided from the AF which identifies the Sponsor, used for sponsored flows to correlate measurements from different users for accounting purposes.
	

	Application Service Provider Identifier
	An identifier, provided from the AF which identifies the Application Service Provider, used for sponsored flows to correlate measurements from different users for accounting purposes.
	


The following table 5.8.2.11.5-1 of TS 23.501 is the usage reporting rule configured to UPF from SMF, the existing parameters can be reused for PC5 charging. On top of the table, the service identifier and the group identifier are also needs to be provided to the UE to notify the UE which service and which group needs to be collect the usage.
	Attribute
	Description
	Comment

	N4 Session ID
	Identifies the N4 session associated to this URR
	

	Rule ID
	Unique identifier to identify this information.
	Used by UPF when reporting usage.

	Reporting triggers
	One or multiple of the events can be activated for the generation and reporting of the usage report.
	Applicable events include:

-
Start/stop of traffic detection with/without application instance identifier and deduced SDF filter reporting; Deletion of last PDR for a URR; Periodic measurement threshold reached; Volume/Time/Event measurement threshold reached; Immediate report requested; Measurement of incoming UL traffic; Measurement of discarded DL traffic; MAC address reporting in the UL traffic; unknown destination MAC/IP address.

	Periodic measurement threshold 
	Defines the point in time for sending a periodic report for this URR (e.g. timeofday).
	This allows generation of periodic usage report for e.g. offline charging.

It can also be used for realizing the Monitoring time of the usage monitoring feature.

It can also be used for realizing the Quota-Idle-Timeout, i.e. to enable the CP function to check whether any traffic has passed during this time.

	Volume measurement threshold
	Value in terms of uplink and/or downlink and/or total byte-count when the measurement report is to be generated.
	

	Time measurement threshold
	Value in terms of the time duration (e.g. in seconds) when the measurement report is to be generated.
	

	Event measurement threshold
	Number of events (identified according to a locally configured policy) after which the measurement report is to be generated.
	

	Inactivity detection time


	Defines the period of time after which the time measurement shall stop, if no packets are received.
	Timer corresponding to this duration is restarted at the end of each transmitted packet.

	Event based reporting
	Points to a locally configured policy which is identifies event(s) trigger for generating usage report.
	

	Linked URR ID(s)
	Points to one or more other URR ID.
	This enables the generation of a combined Usage Report for this and other URRs by triggering their reporting. See clause 5.2.2.4, TS 29.244 [65].

	Measurement Method
	Indicates the method for measuring the network resources usage, i.e. the data volume, duration, combined volume/duration, or event.
	

	Measurement information
	Indicates specific conditions to be applied for measurements
	It is used to request:

-
measurement before QoS enforcement, and/or

-
to pause or set to active a measurement as for the Pause of charging described in clause 4.4.4 of TS 23.502 [3], and/or

-
to request reduced reporting for application start/stop events.


For the UPF usage report to the SMF, the following parameters are defined and the parameters can be reused for PC5 usage report.
Table 5.8.2.11.7-1: Attributes within Usage Report
	Attribute
	Description
	Comment

	N4 Session ID
	Uniquely identifies a session.
	Identifies the N4 session associated to this Usage Report

	Rule ID
	Uniquely identifies the Packet Detection Rule or Usage Reporting Rule within a session which triggered the report.
	Packet Detection Rule is only indicated when Reporting trigger is Detection of 1st DL packet for a QoS Flow or Start/stop of traffic detection.

Usage Reporting Rule is indicated for all other Reporting triggers.

	Reporting trigger
	Identifies the trigger for the usage report.
	Applicable values are:

Detection of 1st DL packet for a QoS Flow; Start/stop of traffic detection with/without application instance identifier and deduced SDF filter reporting; Deletion of last PDR for a URR; Periodic measurement threshold reached; Volume/Time/Event measurement threshold reached; Immediate report requested; Measurement of incoming UL traffic; Measurement of discarded DL traffic; MAC address reporting in the UL traffic; reporting of unknown destination MAC/IP address.

	Start time
	Provides the timestamp, in terms of absolute time, when the collection of the information provided within Usage-Information is started.
	Not sent when Reporting trigger is Start/stop of traffic detection.

	End time
	Provides the timestamp, in terms of absolute time, when the information provided within Usage-Information is generated.
	Not sent when Reporting trigger is Start/stop of traffic detection.

	Measurement information
	Defines the measured volume/time/events for this URR.
	Details refer to TS 29.244 [65].

	Access Availability report
	Reports that one or both accesses of the MA-PDU session becomes available or unavailable.
	


Proposal

It is proposed to include the following solution in TR 23.752.
* * * Start of change * * * 
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6.X
Solution for Key Issue #7: Charging Usage Information Collection using 5GC architecture
6.X.1
Description

Editor's Note: This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). Sub-clause(s) may be added to capture details. 

In this solution, the PCF shall support interfaces towards CHF. The PCF interacts with CHF based on information received from other control plane NFs and user plane related information received UE.
The PCF provides usage reporting configuration to the UE for controlling how usage reporting is performed. The PCF also provides reporting trigger events to the UE for when to report usage information over PC5. The reporting trigger events (e.g. triggers, threshold information etc.) shall be supported as determined by the PCF. The PCF may generate the usage reporting configuration based on the charging assistance information from the external AF.

The UE shall support reporting of usage information to the PCF. The UE shall be capable to support reporting based on different triggers, including:
-
Periodic reporting with period defined by the PCF.

-
Usage thresholds provided by the PCF.
-
Report on demand received from the PCF.
In order to assist the PCF generate the charging configuration, the AF can provide some information to the PCF. The following Table 3 lists the potential information the AF can provide to the PCF. The PCF determines based on the assistance information from the AF and the local policy the charging configuration to the UE for the PC5 charging.

Table 1: Assistance information from AF to PCF for charging

	Attribute
	Description
	Comment

	Service Identifier  subject to charging
	Indicates the service identifiers subject to charging
	This can be list of the service Identifier.

	Group Identifiers subject to charging 
	Indicates the group identifiers subject to charging
	This can be list of the group.

	UE external identifier subject to charging
	Indicates the UE identifier subject to charging
	This can be list of UE identifier, can be presented by GPSI.

This can be used combined with the “Service Identifier subject to charging” and “Group Identifiers subject to charging”, i.e. for a specific group or for a specific service, which UE should be charged.

	Sponsor Identifier
	An identifier, provided from the AF which identifies the Sponsor, used for sponsored flows to correlate measurements from different users for accounting purposes.
	

	Application Service Provider Identifier
	An identifier, provided from the AF which identifies the Application Service Provider, used for sponsored flows to correlate measurements from different users for accounting purposes.
	


According to the assistance information from AF and local policy, the charging reporting rule can contain the following parameters, on top of the table 5.8.2.11.5-1 of TS 23.501 from SMF to UPF, the additional parameters added highlight with green. 
Table 2: Charging Reporting Rule configured to UE
	Attribute
	Description

	Rule ID
	Unique identifier to identify this information.

	Service Identifier subject to charging
	Indicates the service identifiers subject to charging

This can be a list of Service Identifier.

	Group Identifiers subject to charging 
	Indicates the group identifiers subject to charging.

This can be a list of group identifier.

	Periodic measurement threshold 
	Defines the point in time for sending a periodic report for this URR (e.g. timeofday).

	Volume measurement threshold
	Value in terms of uplink and/or downlink and/or total byte-count when the measurement report is to be generated.

	Time measurement threshold
	Value in terms of the time duration (e.g. in seconds) when the measurement report is to be generated.

	Event measurement threshold
	Number of events (identified according to a locally configured policy) after which the measurement report is to be generated.

	Inactivity detection time


	Defines the period of time after which the time measurement shall stop, if no packets are received.

	Event based reporting
	Points to a locally configured policy which is identifies event(s) trigger for generating usage report.

	Linked URR ID(s)
	Points to one or more other URR ID.

	Measurement Method
	Indicates the method for measuring the network resources usage, i.e. the data volume, duration, combined volume/duration, or event.

	Measurement information
	Indicates specific conditions to be applied for measurements


The UE sends the usage report to inform the PCF using NAS signalling. Following attributes can be included in the usage report:

	 Attribute
	Description

	Rule ID
	Uniquely identifies the Packet Detection Rule or Usage Reporting Rule within a session which triggered the report.

	Reporting trigger
	Identifies the trigger for the usage report.

	Start time
	Provides the timestamp, in terms of absolute time, when the collection of the information provided within Usage-Information is started.

	End time
	Provides the timestamp, in terms of absolute time, when the information provided within Usage-Information is generated.

	Measurement information
	Defines the measured volume/time/events for this URR.

	Access Availability report
	Reports that one or both accesses of the MA-PDU session becomes available or unavailable.


6.X.2
Procedures

Editor's Note: This clause describes services and related procedures for the solution.
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1. The PCF obtain the charging information from CHF, e.g. online charging or offline charging.

2. The PCF generates the charging usage rule based on the information received from the CHF, AF and local policy. The PCF sends the charging usage rule to the UE using the existing registration or UCU procedure.

3. UE A stores the charging usage rule and if PC5 communication happens, and the usage report is triggered as defined in charging usage rule configured in step2.

4. UE A sends charging usage report to the PCF as container encapsulated in NAS message. 

6.X.3
Impacts on Existing Nodes and Functionality
Editor's Note: This clause captures impacts on existing 3GPP nodes and functional elements.
* * * End of changes * * * 
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