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6.2.12	IBCF
-	Forward emergency session establishment requests.
-	Prioritize the emergency session based on operator policy.
-	For an emeregency session leaving an IBCF, the IBCF, if configured through operator policies, invokes an AS for the signing of attestation of Resource-Priority header information if available in the incoming request. The IBCF includes the signed information in the outgoing request.


*************** Next Change ***************

[bookmark: _Toc19020992][bookmark: _Toc19089879]7.3	Emergency Session Establishment in the Serving IMS network
If the UE is able to detect that the user is requesting an emergency session then it shall include an emergency service indication in the emergency session establishment request. In the case of NG-eCall, the UE shall include the eCall type of emergency service (automatic or manual) in the emergency session establishment request.
The UE shall follow the requirements in TS 22.101 [8] for domain priority and selection when UE attempts to make an emergency call.
For an attempt in the IM CN Subsystem of the PS domain, the attempt should be in the serving (visited if roaming) IM CN Subsystem of the PS domain.
If the initial attempt is in the CS domain and it fails, the serving (visited if roaming) IM CN Subsystem of the PS domain shall be attempted if the UE is capable and if not disallowed by applicable domain selection rules. If the initial attempt is in the IM CN Subsystem of the PS domain and it fails, the UE shall make the attempt in the CS domain (if the UE is capable and if for an appropriate service e.g., voice).
If the UE is aware that it does not have sufficient credentials to authenticate with the IMS network, it shall not initiate an IMS registration but immediately establish an emergency session towards the P‑CSCF, see clause 7.4.
Upon receiving an initial request for an emergency session, the P‑CSCF shall follow the rules and procedures described in TS 23.228 [1] with the following additions and clarifications:
-	When a UE using public network traffic initiates an emergency session, the P‑CSCF is the IMS network entity, which detects an emergency session.
-	For the case that the initial request carries an indication that the request is for emergency services, and the UE is not registered in the IMS network, see clause 7.4 for details.
-	For the case that UE is IMS registered and the initial request does not carry an indication that the request is for emergency services, and the P‑CSCF is able to detect that the request is for emergency services, the P‑CSCF shall perform the "Non UE detectable Emergency Session" described in clause 7.1.2 above.
-	For the case that the initial request carries an indication that the request is for emergency services, and the UE is registered in the IMS network, but not performed emergency registration:
a)	the P‑CSCF shall reject the request indicating that IMS emergency registration required, if the UE is roaming;
b)	the home P‑CSCF may reject the request indicating that IMS emergency registration required, based on operator policy.
-	On receipt of a session establishment request, which is recognized to be for an emergency service, the P‑CSCF shall check whether the UE provided a TEL‑URI as its identity in the request. If a TEL‑URI is present in the request, the P‑CSCF shall check the validity of this TEL‑URI. If no TEL‑URI is present in the request and the P‑CSCF is aware about the TEL‑URI associated with the emergency registration, it shall provide the TEL‑URI to the E‑CSCF in the session establishment request.
-	The P‑CSCF may query the IP-CAN for the location identifier.
-	P‑CSCF shall prioritize emergency sessions over other non-emergency sessions.
-	The P-CSCF may perform attestation of the Resource-Priroity header for an Emergency session if configured through operator policies.
-	Emergency IP flows need to be identified by P‑CSCF in the Rx interface signalling to allow the PCRF to prioritize emergency service data flows over non-emergency service data flows within IP‑CAN. The detailed procedures are specified in TS 23.203 [20].
Handling of emergency sessions detected by an AS is specified in clause 6.2.8.
For the case where the emergency session is provided via the interconnect from a private network (as defined in ETSI TS 182 025 [38]), the following procedures apply:
-	For private network traffic where operator policy allows so, do not apply emergency session detection and forward the session according to normal procedures.
-	Otherwise emergency sessions within the IMS are routed to the PSAP via the E-CSCF.
Upon receiving an initial request for an emergency session, the E‑CSCF shall perform the following:
-	if location information is not included in the emergency service request or if additional location information is required, the E‑CSCF, if required, retrieves the UE's location information as described in clause 7.6 Retrieving Location information for Emergency Session.
-	If location information is included by the UE, the E‑CSCF, if required requests the LRF to validate the location information.
-	May determine or may request the LRF to determine the appropriate routing information which could be based on the type of emergency service requested, the UE's location and any indication of an eCall.
-	determine the default PSAP destination if routing based on UE's location is required but the location is unknown.
-	If the PSAP/emergency centre contains a point of presence within the IMS connectivity network, the E‑CSCF shall forward the emergency session initiation request directly to the PSAP/emergency centre, including any additional subscriber related identifier(s) received from P-CSCF.
-	If the PSAP/emergency centre has its point of presence in the PSTN/ISDN network or the CS domain, the E‑CSCF uses the TEL‑URI obtained from the LRF and forwards the request to an appropriate BGCF/MGCF for routing in the GSTN. This number shall have the same format as used for CS emergency calls. The MGCF may insert any available location information in the PSTN/CS signalling.
NOTE:	In case an ESRN is received from the LRF, the E‑CSCF maps the received ESRN from the LRF to a TEL-URI before forwarding the request to MGCF.

*************** Next Change ***************


[bookmark: _Toc19020993]7.4	IMS Emergency Session Establishment without Registration
When the UE initiates an emergency session establishment without prior IMS registration, it shall include both the "anonymous user" and "emergency service" indications in the emergency session establishment request to the P‑CSCF.
Based on local regulation, the P‑CSCF may reject "anonymous user" emergency session establishment with appropriate error code. UE shall not reattempt the "anonymous user" emergency session again via the same network.
When P‑CSCF accepts the "anonymous user" emergency session establishment, it forwards this request to an appropriate E‑CSCF although no security association between UE and P‑CSCF is established. Based on local regulation, P‑CSCF may retrieve additional subscriber related identifier(s) from IP-CAN and forward those identifiers to E-CSCF. Prior to forwarding the request to an appropriate E-CSCF, the P-CSCF may perform attestation of the Resource-Priroity header for an Emergency session if configured through operator policies.

The E‑CSCF shall follow the same rules and procedure as defined for the Emergency Session Establishment in the Serving IMS network in clause 7.3 to route the anonymous emergency session.
Where required by local regulation, the E-CSCF shall derive a non-dialable callback number to include as the UE's identity in the session establishment request and the location/routeing request (e.g. see Annex C of J‑STD‑036 [23]).




*************** Next Change ***************

K.2.2	P-CSCF
In addition to the functionality described in clause 6.2.1, the P-CSCF supports the functionality listed below:
-	P-CSCF shall be able to retrieve the UE/user's IMSI, IMEI and MSISDN (if available) from the PCRF.
-	P-CSCF may support the GIBA procedure over Gm as defined in TS 24.229 [19].
-	P-CSCF may verify the IMSI/IMEI provided in the SIP REGISTER message against the IMSI/IMEI provided by the PCRF.
-	Attestation of the Resource-Prioity header for an Emergency session if configured through operator policies. 




*************** End of changes ***************

