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[bookmark: _Toc532891518]*** FIRST CHANGES ***
[bookmark: _Toc19105778][bookmark: _Toc27821194][bookmark: _Toc27821192]5.4.2.3	Location Privacy Indication (LPI)
The Location Privacy Indication is not defined in TS 23.271 [4]. The Location Privacy Indication defines whether LCS requests for UE from any LCS clients are allowed or disallowed.
The LPI includes at least includes one of the following global settings (for all LCS clients and AFs):
-	Location for UE is disallowed (location for UE not allowed to any LCS client except where POI applies).
-	Location for UE are is allowed (default setting, and LCS requests for UE from LCS clients are authorized based on their associated privacy classes as defined in clause 5.4.2.2).
NOTE:	Additional LPI values may be supported for additional differentiation of location request types.
The LPI also allows the following optional settings:
-	Valid time period for LPI, including start time and end time.
The LPI takes precedence on the subscribed privacy classes as defined in clause 5.4.2.2. The LPI allows a UE to override the location preference of the subscribed privacy classes. The usage of LPI is described in clause 6.1.2.
[bookmark: _Toc19105779][bookmark: _Toc27821195]5.4.3	Provision of UE LCS privacy profile
A generation or change to the LPI in UE LCS privacy profile for the LPI is determined by the UE and provided to the network using N1 NAS message. It may be updated by UE any time.
An authorized AF is allowed to provision the LPI in UE LCS privacy profile for the LPI for specific UE(s) via NEF.
NOTE:	The AF allowed to provision the UE LCS privacy profile is different from the AF sending location requests.
The LPI in UE LCS privacy profile for the LPI may be provided or updated by the target UE during the 5GC-MT-LR and Deferred 5GC-MT-LR Procedure for Periodic, Triggered and UE Available Location Events. The updated profile for LPI is stored into the UDR by the UDM after the interaction with the AMF. The LPI in UE LCS privacy profile for the LPI shall include an indication if location is allowed or disallowed and may include a valid time period for LPI as described in clause 5.4.2.3.
In addition, a notification is sent by the UDM in order to notify the subscribed consumer i.e. GMLC and NEF about the change of UE's LCS privacy profile setting:
-	Target UE identity, (one or both of GPSI and SUPI);
-	Updated UE LCS privacy profile for LPI.
*** SECOND CHANGES ***
[bookmark: _Toc19105780][bookmark: _Toc27821196]5.4.4	Privacy Override Indicator (POI)
The POI is used to determine whether the UE LCS privacy profile of the subscriber to be positioned shall be overridden by the request for location services. The POI is applicable only to regulatory services. The assignment of a POI value with an "override" or "not override" value in the LCS client profile (c.f. clause 7.2.1) is done during the LCS client provisioning (out of scope of this specification). The type of LCS client requesting location information (i.e. emergency, law-enforcement etc.) shall determine the value of the POI assigned to the LCS client profile.
*** END OF CHANGES ***
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