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***** BEGIN 1st CHANGE *****
[bookmark: _Toc20204214][bookmark: _Hlk20472472]4.15.6.4	Set a chargeable party at AF session setup


Figure 4.15.6.4-1: Set the chargeable party at AF session set-up
1.	When setting up the connection between the AFan ASP sponsoring a session and the UE, the ASP may communicate wuth the AF to may request to become the chargeable party for the session to be set up by sending a Nnef_ChargeableParty_Create request message (AF Identifier, UE address, Description of the application flows,Flow description(s), Sponsor Information, Sponsoring Status, Background Data Transfer Reference ID) to the NEF, The Sponsoring Status indicates whether sponsoring is started or stopped, i.e. whether the 3rd party service provider is the chargeable party or not. The Background Data Transfer Reference ID parameter identifies a previously negotiated transfer policy for background data transfer as defined in clause 4.16.7. The NEF asssigns a Transaction Reference ID to the Nnef_ChargeableParty_Create request.
2.	The NEF authorizes the AF request to sponsor the application traffic and stores the sponsor information together with the AF Identifier and the Transaction Reference ID. If the authorisation is not granted, step 2 is skipped and the NEF replies to the AF with a Result value indicating that the authorisation failed.
NOTE:	Based on operator configuration, the NEF may skip this step. In this case the authorization is performed by the PCF in step 3.
3.	The NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Create request message and provides IP filter information or Ethernet filter information, sponsored data connectivity information (as defined in TS 23.203 [24]), Background Data Transfer Reference ID (if received from the AF) and Sponsoring Status (if received from the AF) to the PCF.
4.	The PCF determines whether the request is allowed and notifies the NEF if the request is not authorized. If the request is not authorized, NEF responds to the AF in step 5 with a Result value indicating that the authorization failed.
5.	The NEF sends a Nnef_ChargeableParty_Create response message (Transaction Reference ID, Result) to the AF. Result indicates whether the request is granted or not.
***** Next change *****
[bookmark: _Toc20204216]4.15.6.6	Setting up an AF session with required QoS procedure


Figure 4.15.6.6-1: Setting up an AF session with required QoS procedure
1.	When setting up the connection between AF and the UE with required QoS for the service theThe AF sends a request to reserve resources for an AF session using an Nnef_AFsessionWithQoS_Create request message (UE address, AF Identifier, Flow description(s)Description of the application flows, QoS reference, Alternative Service Requirement(s) (optional)) to the NEF. Optionally, a period of time or a traffic volume for the requested QoS can be included in the AF request. The NEF assigns a Transaction Reference ID to the Nnef_AFsessionWithQoS_Create request.
[bookmark: _GoBack]2.	The NEF authorizes the AF request and may apply policies to control the overall amount of pre-defined QoS authorized for the AF. If the authorisation is not granted, steps 3 and 4 are skipped and the NEF replies to the AF with a Result value indicating that the authorisation failed.
3.	The NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Create request and provides UE address, AF Identifier, Description of the application flowsFlow description(s) and the QoS reference including the optionally received period of time or traffic volume which is mapped to sponsored data connectivity information (as defined in TS 23.203 [24]).
	The PCF derives the required QoS parameters based on the information provided by the NEF and determines whether this QoS is allowed (according to the PCF configuration for this AF), and notifies the result to the NEF. In addition, if the Alternative Service Requirement(s) are provided, the PCF derives the Alternative QoS parameter set(s) (as defined in TS 23.503 [20]).
	The PCF notifies the NEF whether the transmission resources corresponding to the QoS request are established or not.
4.	The PCF determines whether the request is allowed and notifies the NEF if the request is not authorized. If the request is not authorized, NEF responds to the AF in step 5 with a Result value indicating that the authorization failed.
5.	The NEF sends a Nnef_AFsessionWithQoS_Create response message (Transaction Reference ID, Result) to the AF. Result indicates whether the request is granted or not.
6.	The NEF shall send a Npcf_PolicyAuthorization_Subscribe message to the PCF to subscribe to notifications of Resource allocation status and may subscribe to other events described in clause 6.1.3.18 of TS 23.503 [20].
7.	When the event condition is met, the PCF sends Npcf_PolicyAuthorization_Notify message to the NEF notifying about the event.
8.	The NEF sends Nnef_AFsessionWithQoS_Notify message with the event reported by the PCF to the AF.
***** Next change *****
[bookmark: _Toc20204482]5.2.5.3.2	Npcf_PolicyAuthorization_Create service operation
Service operation name: Npcf_PolicyAuthorization_Create
Description: Authorize the request, and optionally determines and installs SM Policy Control Data according to the information provided by the NF Consumer or provides Ethernet Port Management Information Container for Ethernet ports on DS-TT or NW-TT.
Inputs, Required: UE (IP or MAC) address, identification of the application session context.
Inputs, Optional: UE identity if available, DNN if available, S-NSSAI if available, Media type, Media format, bandwidth requirements, sponsored data connectivity if applicable, flow description, Application identifier or traffic filtering information , AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, emergency indicator, Application service provider, resource allocation outcome, AF Application Event Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition and spatial validity condition as described in clause 5.6.7 in 23.501 [2], Background Data Transfer Reference ID, priority sharing indicator as described in clause 6.1.3.15 in TS 23.503 [20], pre-emption control information as described in clause 6.1.3.15 in TS 23.503 [20], Port Management Information Container and related port number, TSN parameters provided by the TSN AF to the PCF as described in clause 6.2.1.2 of TS 23.503 [20].
Outputs, Required: Success or Failure (reason for failure, e.g. as defined in TS 23.503 [20] clause 6.1.3.16, clause 6.1.3.10).
Outputs, Optional: The service information that can be accepted by the PCF.
***** Next change *****
[bookmark: _Toc20204483]5.2.5.3.3	Npcf_PolicyAuthorization_Update service operation
Service operation name: Npcf_PolicyAuthorization_Update
Description: Provides updated information to the PCF.
Inputs, Required: Identification of the application session context.
Inputs, Optional: Media type, Media format, bandwidth requirements, sponsored data connectivity if applicable, flow description, Application identifier or traffic filtering information, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, Application service provider, resource allocation outcome, AF Application Event Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition and spatial validity condition as described in clause 5.6.7 in 23.501 [2], Background Data Transfer Reference ID, priority sharing indicator as described in clause 6.1.3.15 in TS 23.503 [20], pre-emption control information as described in clause 6.1.3.15 in TS 23.503 [20], Port Management Information Container and related port number, TSN parameters provided by the TSN AF to the PCF as described in clause 6.2.1.2 of TS 23.503 [20].
Outputs, Required: Success or Failure (reason for failure, e.g. as defined in TS 23.503 [20] clause 6.1.3.16).
Outputs, Optional: The service information that can be accepted by the PCF.
Provides updated application level information and communicates with Npcf_SMPolicyControl service to determine and install the policy according to the information provided by the NF Consumer. Updates an application context in the PCF.
[bookmark: _Toc20204551]***** Next changes *****
5.2.6.8.2	Nnef_ChargeableParty_Create service operation
Service operation name: Nnef_ChargeableParty Create
Description: The consumer requests to become the chargeable party for a data session for a UE.
Inputs (required): AF Identifier, UE address (i.e. IP address or MAC address), Description of the application flowsFlow description(s), Sponsor Information, Sponsoring Status.
Inputs (optional): Time period, traffic volume, Background Data Transfer Reference ID.
Outputs (required): Transaction Reference ID, result.
Output (optional): None.
***** Next change *****
[bookmark: _Toc20204556]5.2.6.9.2	Nnef_AFsessionWithQoS_Create service operation
Service operation name: Nnef_AFsessionWithQoS Create
Description: The consumer requests the network to provide a specific QoS for an AS session.
Inputs (required): AF Identifier, UE address (i.e. IP address or MAC address), Description of the application flowsFlow description(s), QoS Reference.
Inputs (optional): time period, traffic volume.
Outputs (required): Transaction Reference ID, result.
Output (optional): None.

***** End of changes *****
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