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Abstract of the contribution: This contribution proposes a new Key Issue on how to support multiple NWDAF instances as part of studies in FS_eNA_Ph2, Rel-17.
1. Background 
In Release 16, 3GPP SA2 has agreed as part of TS 23.288 that:

“A single instance or multiple instances of NWDAF may be deployed in a PLMN. In case multiple NWDAF instances are deployed, the architecture supports deploying the NWDAF as a central NF, as a collection of distributed NFs, or as a combination of both.”

Furthermore,

“When multiple NWDAFs exist, not all of them need to be able to provide the same type of analytics results, i.e., some of them can be specialized in providing certain types of analytics. An Analytics ID information element is used to identify the type of supported analytics that NWDAF can generate.” 

Also,

“NWDAF instance(s) can be collocated with a 5GS NF.”

In Release 17, 3GPP SA2 has agreed (as part of FS_eNA_Ph2 SID) to study whether there is a need for architectural and functional changes to support multiple NWDAF Instances in one PLMN (as outlined above in Release 16), including hierarchies, roles and inter-NWDAF instance cooperation. Furthermore, to study whether changes to existing interfaces or new interfaces between NWDAF instances or components are needed to be specified accordingly.
2. Text Proposal

It is proposed to adopt the following text within the TR.   
*** Start of the change (all new text) ***

5.2.X
Key Issue #X: Multiple NWDAF instances
5.2.X.1
Description
A single instance or multiple instances of NWDAF may be deployed in a Public land mobile network (PLMN). In case multiple NWDAF instances are deployed, the architecture supports deploying the NWDAF as a central NF, as a collection of distributed NFs, or as a combination of both.
When multiple NWDAFs exist, not all of them need to be able to provide the same type of analytics results. In other words, some of them can be specialized so to provide certain types of analytics only. An Analytics ID information element is used to identify the type of supported analytics that a particular NWDAF can generate. The capabilities of a NWDAF instance are described in the NWDAF profile stored in the Network Repository Function (NRF).
In order to support multiple NWDAF Instances (in one PLMN), this key issue studies whether there is a need for architectural and functional changes within 5GC SBA including hierarchies, roles and inter-NWDAF instance cooperation. Furthermore, this key issue studies whether any changes to existing interfaces or new interfaces between NWDAF instances or components are needed to be specified accordingly. 

When studying the above aspect, the following needs to be considered:

· What are enhancements required for NWDAF instance discovery and selection?
· How to route a (specialised) analytics request to corresponding NWDAF instance?

· What are the impacts of multiple NWDAF instances on Contents of Analytics Exposure? 

· Do the current analytics types, input/output data analytics and / or procedures covered by eNA (Rel.16) require any enhancements/extensions?
· What types of inter-NWDAF instance cooperation/ communication are required in multi-instance deployments?
5.2.X.2.
Requirements

The network shall be able to deploy NWDAF as single or multiple instances.
The network architecture shall support deploying NWDAF as a central NF, as a collection of distributed NFs or as combination of both.

Each NWDAF instance (as part of a distributed collection) can be specialised in certain types of analytics, identified by analytics ID.

The NRF stores NWDAF profile per NWDAF instance.

Other NFs may query the NRF (to discover a specialised NWDAF instance) via including the analytics ID(s) as specified above.
*** End of the change ***
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