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Abstract of the contribution: Based on the discussion in the conference call this contribution discusses the different scenarios to enable support for NPN with the subscription/credentials is owned by a separate entity from the NPN. Also described is the scenario for oboarding that we believe should be supported.
1. Background
The following are the objectives agreed to be in scope for Rel 17 eNPN study: 
1.
Study enhancements to enable support for SNPN along with subscription / credentials owned by an entity separate from the SNPN.

NOTE:
The entity separate from the SNPN might provide applications using the services of the SNPN for its communication.

2.
Study how to support UE onboarding and provisioning for non-public networks. 

3.
Study enhancements to the 5GS for NPN to support service requirements for production of audio-visual content and services e.g. for service continuity.

NOTE:
The above objective covers NPN specific SA1 requirements as part of AVPROD that are not covered by the other objectives.

4.
Study the possibility for customizations or optimizations of 5GS when used for NPN considering different deployment scenarios, e.g. when the NPN is deployed and managed with the support of PLMN, when the NPN is deployed for different coverage and device density.

5.
Study the need for additional exposure capabilities due to support for NPN. 

6.
Study support for SNPN and PLMN sharing the same NG-RAN, if anything missing from Rel-16.

7.
Study support for voice/IMS emergency services for SNPN.

NOTE:
The above objectives are expected to be further aligned based on Stage 1 requirements."
This paper aims to provide the following: 

· Describe scenarios applicable to objective 1 of the study in order to address the stage 1 requirements for NPN as described in TS 22.263.
· Define the entities required to support UE onboarding for non-public networks. 
2. Scenarios for NPN support of service providers 
2.1 Scenario 1 - SNPN + PLMN as service provider
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Figure 2.1-1: SNPN + PLMN as service provider
· User (UE1) has subscription/credentials with PLMN and can access either the services provided by the PLMN or the local services provided by the SNPN.

· The standalone non-public network (SNPN) has service agreement with the PLMN.

· The agreement between SNPN and PLMN may allow the RAN node in SNPN to optionally broadcast the PLMN identifier in addition to the NPN identifier.
NOTE: The broadcast of PLMN identifier should not be a pre-requisite to support this scenario (cf. roaming).
2.2 Scenario 2 - SNPN + non-PLMN as service provider

[image: image2.emf]SNPN

Third party service provider 

UE 1

UE 2

UE 1 with third party service 

provider subscription and 

credentials

UE 2 with SNPN subscription 

and credentials

Service agreement 

between SNPN and 

third party service 

provider


Figure 2.2-1: SNPN+non-PLMN as service provider
· User (UE1) has subscription/credentials with third party service provider and can access the services provided by the third party service provider 
· The standalone non-public network (SNPN) has service agreement with the third-party service provider.

· The agreement between SNPN and third-party service provider may allow the RAN node in SNPN to optionaly broadcast the service provider identifier in addition to the NPN identifier.

NOTE: The broadcast of the service provider identifier should not be a pre-requisite to support this scenario (cf. roaming).
3. Support UE onboarding for non-public networks
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Figure 3-1: UE onboarding for non-public network
To support UE onboarding for non-public network, the following entities are considered : 

· A device/UE with only the credentials provided by the device manufacturer. The device is not provisioned with credentials required to access either the SNPN or  the future home network of the UE.

· Non-public network (SNPN) that supports connectivity from the device/UE to an onboarding server (OS) so that it can be provisioned with credentials of a Home Network (HN).
· An onboarding server (OS) that is maintained by the device manufacturer (or an entity affiliated with the manufacturer) for provisioning the device with credentials required to access the NPN. In addition, the onboarding server configures the device and the home network of the UE with credentials that will allow the UE to register with an NPN while being authenticated by the home network (HN).
4. Proposal
Proposal 1: It is proposed to consider both Scenario 1 and Scenario 2 for NPN support of service providers.

Proposal 2: It is proposed to define the entities required for UE onboarding as described in clause 3. 
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