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Abstract of the contribution: This pCR proposes a new Key Issue on discovery of application server deployed in local Data Network. 
1 Introduction
The FS_enh_EC SID in SP-190185 defines the following objective:
Investigate the key issues and corresponding solutions to support forwarding some UE application traffic to the applications/contents deployed in edge computing environment, including:

o
Discovery of IP address of application server deployed in edge computing environment in case application layer solutions are not applicable;

This paper is to propose a Key Issue based on the above objective.
2 Proposal

It is proposed to approve the below key issue. All the proposed texts are new.
* * * * Begin of Changes * * * *

5.X Key Issue #X: Discovery of application server deployed in local data network
5.X.1 Description
For a delay-sensitive application, its Application Server usually resides within a Data Network (DN) subset that is accessible via a locally deployed UPF,. The 5GC Network selects a UPF close to the UE to enable the application traffic to travel through an as short as possible path, thus the end-to-end delay contributed by the N3 and N6 transmission can be reduced. The same mechanism can apply for other needs than reducing the end-to-end delay, e.g. reducing the cost of bulk data transfer.
Multiple Application Servers may be deployed, each serving a particular local access to the Data Network. In R15 and R16, discovery of the Application Server resides in the local Data Network can be achieved in the following 2 approaches:

· The AF influence mechanism as defined in 5.6.7 of TS 23.501[x]: AF, i.e. the Application Server, provides in its request the list of DNAI, representing Potential Locations of Applications and the routing profile ID. As a result of the corresponding PCC rule(s) the SMF selects a local UPF based on the DNAI, UE location information and other criteria defined in of 23.501[x] and provides to the UPF the traffic steering policy, which is used by the UPF to route the application traffic to the Application Server deployed in the local access to the Data Network. 
· DNS address resolution as defined in 5.3 of TS 23.287 [y]: The Application Server address information may be configured on the UE or provisioned using UE policy delivery mechanism. When the configuration contains the FQDN(s), the UE shall perform DNS to resolve the address(es) of the Application Server. The UE may use the configured Application Server information only in the designated geographical area. If UE is configured with multiple Application Server addresses, each associated with a geographic area or a PLMN, when the UE changes serving PLMN or crosses configured geographic areas, it should perform address resolution again.

For AF influence mechanism, it is assumed that SMF is preconfigured with the mapping of UE location and the DNAI; for the DNS address resolution, it is assumed that DNS is preconfigured with the mapping of the FQDN and the Application Server address. Those mapping pre-configurations may be performed by the O&M based on the static input from the Application server. However, since the end-to-end delay may also be due to the performance, e.g., storage capacity and CPU load, of the Application Server, the Data Network can be selected that offers the best performance for the application, instead of the one that is simply the closest in terms of proximity, and the performance of the Application Server may be dynamically changed. The existing solutions are expected to be improved by considering Application Server performance for the benefit of end-to-end delay reduction.
For the DNS address resolution, anycast may be used to conceal the server change from the UE. In this case, a FQDN is configured for a large region, e.g. the entire PLMN, and the UE only needs to resolve it once to an Anycast address. The UPF is responsible for routing the traffic to the appropriate local Application Servers based on Anycast address.
The following aspects will be studied in this key issue:
· Whether and how existing R16 mechanisms need to be changed to improve the Discovery of application server
· Identify what are the criteria other than UE proximity that can impact end to end performance of a delay sensitive application;

· How the UPF is selected and an Application Server is discovered based on UE proximity and possibly other newly identified criteria 
* * * * End of Changes * * * *
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