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Abstract of the contribution: This contribution proposes Architectural Assumptions and requirements for the enhancements for support of Edge Computing study.
1
Background
Some details for the architectural assumptions and requirements for the study are discussed in this section. The figure below provides an overview of the 3GPP system and related control domains that together provide the E2E connectivity service between UE and Application.
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The figure shows that multiple control points/domains play a part in the management, control and delivery of end-to-end application between UE and an AS in the case of Edge Computing. The part under consideration in this study is the 3GPP system – i.e., the 3GPP control plane manages its user plane connections and resources (UPF, gNB). DNS provides a stable, global name translation but is relatively slow to react while IP route injection and anycast can provide fine grained translation of a virtual IP address to an actual application server IP address on a local basis. Capabilities built on top of this has allowed very large application scale out, low latency (relatively), balancing of server load and management of DDoS attacks, coping with network or server failure and applying policies like choosing transit or peering based on cost and other factors.
The figure and description can be used to provide some context for the architectural assumptions and how to enhance the 3GPP system to better support the requirements in this study.

2. Proposal

It is proposed to include the following key issue in TR 23.xxx.
* * * * Start of Change * * * *
X
Architectural Requirements and Assumptions

Editor's note:
This clause will list general architectural assumptions and principles for this study.
X.1
Architectural Requirements

Editor's note:
This clause will define the architectural requirements.
· The 3GPP system shall support the discovery of IP address of application server deployed in edge hosting environment.

· The 3GPP system should allow for seamless change of application server serving the UE.

· The 3GPP system should allow for PSA change when the application server in edge hosting environment does not support notifications of UE IP address change.

· The 3GPP system should provide application servers in edge hosting environment with information on e.g., the expected QoS of the data path.

X.2
Architectural Assumptions

Editor's note:
This clause will define the underlying architectural assumptions.
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Figure X.2-1: High Level Architecture View for Edge Computing
The following architectural assumptions apply:

Assumptions related to control domains:

· Multiple control domains (3GPP, Edge/Application hosting, IP network) interact to deliver E2E connectivity and related services for edge computing. This study considers extensions to 3GPP domain capabilities. 

· Multiple control domains are roles that may be provided by an entity. For example, a mobile operator may provide 3GPP access connectivity, IP core routing and Edge/Application hosting.
· Resources and capabilities in each domain are managed by the respective controller/domain. 

· 3GPP system may provide information and measurements to external domains to make better control decisions to deliver an E2E application service with low latency or other characteristics. Similarly, 3GPP may use information from external controllers.

Assumptions on DNS resolution:

· An authoritative DNS server resolves names to IP addresses of Application in Edge/Application hosting environment. 

· The 3GPP system may host DNS resolution capability.

· The DNS backend may use measurements and network feedback to periodically adjust the appropriate server address.

· Options such as IP route injection and anycast maybe used on top of DNS to implement fine grained server selection and L4 load balancing.

· Options such as DNS ECS (EDNS Client Subnet) allow more localized server selection to the IP subnet granularity. However, Edge Computing may have multiple locations within a subnet to choose from.

· Adoption of same provider DNS, DoH (DNS over HTTPS) and DoT (DNS over TLS) in deployments use encryption and as such limit caching or inspection of entries on path.

· An application may be composed of multiple services which may involve multiple DNS resolutions. An application may use more than one API gateway to deliver component services.

Assumptions on Edge/Application Hosting Environment

· The application /application hosting provider may redirect to new AS during L7 load balancing using various criteria (server load, failure assessment, proximity, DDoS mitigation, or other policy)
This may result in selection of AS located in another data center.

· The application/application hosting provider may re-assign to new server independent of UE mobility.

It would be beneficial for the application/hosting provider to use UE mobility in the decision.
* * * * End of Change * * * *
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