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>>>Start Changes<<<
4.3.5
UE

A target UE may support positioning according to four different modes:

-
UE assisted mode (the UE obtains location measurements and sends the measurements to another entity (e.g. an LMF) to compute a location);
-
UE based mode (the UE obtains location measurements and computes a location estimate making use of assistance data provided by serving PLMN);

-
standalone mode (the UE obtains location measurements and computes a location estimate without making use of assistance data provided by serving PLMN);

-
network based mode (a serving PLMN obtains location measurements of signals transmitted by a target UE and computes a location estimate).

NOTE:
The transmission of UE signals for network based mode may or may not be transparent to the UE.

Positioning procedures used by a UE for NG-RAN access are described in TS 38.305 [9].

A limited set of UE positioning capabilities can be transferred to the 5GCN during registration of the UE as described in TS 24.501 [11]. Some of these positioning capabilities may be transferred subsequently to an LMF as described in TS 29.572 [12]. UE positioning capabilities may also be transferred directly to a location server (e.g. LMF).

Additional functions which may be supported by a UE to support location services include the following.

-
Support location requests received from a network for 5GC-MT-LR, 5GC-NI-LR or a deferred 5GC-MT-LR for periodic or triggered location.
-
Support location requests to a network for a 5GC-MO-LR.

-
Support privacy notification and verification for a 5GC-MT-LR or deferred 5GC-MT-LR for periodic or triggered location.

-
Send updated privacy requirements to a serving AMF (for transfer to a UDR via UDM).

-
Support periodic or triggered location reporting to an LMF.

-
Support change of a serving LMF for periodic or triggered location reporting.

-
Support cancelation of periodic or triggered location reporting.

-
Support multiple simultaneous location sessions.
-
Support the reception of unciphered and/or ciphered assistance data broadcast by NG-RAN.

>>>Next Change<<<
4.3.7
Access and Mobility Management Function, AMF

The AMF contains functionality responsible for managing positioning for a target UE for all types of location request. The AMF is accessible to the GMLC and NEF via the Namf interface, to the RAN via the N2 reference point and to the UE via the N1 reference point.

Functions which may be performed by an AMF to support location services include the following.

-
Initiate an NI-LR location request for a UE with an IMS emergency call.
-
Receive and manage location requests from a GMLC for a 5GC-MT-LR and deferred 5GC-MT-LR for periodic, triggered and UE available location events.

-
Receive and manage location requests from a UE for a 5GC-MO-LR.

-
Receive and manage Event Exposure request for location information from an NEF.

-
Select an LMF, optionally taking into account UE access type(s), serving AN node, network slicing, QoS, LCS Client type, RAN configuration information, LMF capabilities, LMF load. LMF location, indication of either a single event report or multiple event reports, duration of event reporting.

-
Receive updated privacy requirements from a UE and transfer to a UDR via UDM.

-
Support cancelation of periodic or triggered location reporting for a target UE.

-
Support change of a serving LMF for periodic or triggered location reporting for a target UE.
-
When assistance data is broadcast by 5GS in ciphered form, the AMF receives ciphering keys from the LMF and forwards to suitably subscribed UEs using mobility management procedures.
>>>Next Change<<<
4.3.8
Location Management Function, LMF

The LMF manages the overall co-ordination and scheduling of resources required for the location of a UE that is registered with or accessing 5GCN. It also calculates or verifies a final location and any velocity estimate and may estimate the achieved accuracy. The LMF receives location requests for a target UE from the serving AMF using the Nlmf interface. The LMF interacts with the UE in order to exchange location information applicable to UE assisted and UE based position methods and interacts with the NG-RAN, N3IWF or TNAN in order to obtain location information.

Additional functions which may be performed by an LMF to support location services include the following.

-
Support a request for a single location received from a serving AMF for a target UE.

-
Support a request for periodic or triggered location received from a serving AMF for a target UE.

-
Determine position methods based on UE and PLMN capabilities, QoS and LCS Client type.

-
Report UE location estimates directly to a GMLC for periodic or triggered location of a target UE.

-
Support cancelation of periodic or triggered location for a target UE.

-
Support the provision of broadcast assistance data to UEs via NG-RAN in ciphered or unciphered form and forward any ciphering keys to subscribed UEs via the AMF.
>>>Next Change<<<
4.4.3
N1 Reference Point

The N1 reference point supports transfer of supplementary services messages between a serving AMF and target UE to support privacy notification and verification and change of UE privacy preference. The N1 reference point also supports transfer of positioning protocol messages and location event reports between a target UE and an LMF via a serving AMF. The N1 reference point supports the transfer of ciphering keys from an AMF to a suitably subscribed UE to enable the UE to receive ciphered broadcast assistance data. All messages sent over the N1 reference point for support of location services are encapsulated in NAS Transport messages as defined in TS 24.501 [11]. 
4.4.4
N2 Reference Point
The N2 reference point supports transfer of positioning messages, via an AMF, between an LMF and a RAN node, or N3IWF in the case of untrusted non-3GPP access. The N2 reference point also supports transfer of messages, via an AMF, from an LMF to an NG-RAN node, which carry assistance data to be broadcast by the NG-RAN node. Positioning messages relevant to the N2 interface are defined in TS 38.455 [15].
>>>Next Change<<<
4.4.10
NL1 Reference Point

The NL1 reference point supports location requests for a target UE sent from a serving AMF for the target UE to an LMF. Location requests are supported for immediate location and for deferred location for periodic or triggered location events.
The NL1 reference point also supports the transfer from an LMF to an AMF of ciphering keys and associated data that enable deciphering by suitably subscribed UEs of ciphered broadcast assistance data.
Messages for the NLs reference point are defined in in TS 29.518 [16] and TS 29.572 [12].

>>>Next Change<<<
6.x
Procedures for  Broadcast of Assistance Data
6.x.1
Broadcast of Assistance Data by an LMF
The following procedure is used by the LMF to support broadcasting of network assistance data to target UEs. This procedure is not associated with a UE location session. It is used in an AMF LCS stateless manner to send network assistance data to an NG-RAN node for broadcasting by the NG-RAN node to target UEs. NG-RAN positioning procedures related to LMF and NG-RAN node communication are specified in TS 38.455 [15].
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Figure 6.x.1-1: Broadcasting Network Assistance Data

1.
The LMF invokes the Namf_Communication_N1N2MessageTransfer service operation towards the AMF to request the transfer of a Network Assistance Data message to an NG-RAN node (gNB or ng-eNB) in the NG-RAN. The service operation includes the Network Assistance Data message and the target NG-RAN node identity. The Network Assistance Data message includes assistance data which may be optionally ciphered. 
2.
The AMF forwards the Network Assistance Data message to the target NG-RAN node indicated in step 1 in an N2 Transport message. The AMF includes a Routing identifier, in the N2 Transport message, identifying the LMF.
3.
The NG-RAN node broadcasts the assistance data contained in the Network Assistance Data message.
6.x.2
Delivery of Ciphering Keys to UEs for Broadcast Assistance Data 
The following procedure is used by the LMF and the AMF to distribute ciphering keys to UEs to enable UEs to decipher broadcast assistance data that was ciphered by the LMF. This procedure is not associated with a UE location session. The procedure makes use of the Registration procedure defined in TS 23.502 [19].
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Figure 6.x.2-1: Delivery of Ciphering Keys to UEs for Broadcast Assistance Data

1.
The LMF invokes the Nlmf_Broadcast_CipheringKeyData Notify service operation towards the AMF carrying one or more ciphering keys used to cipher network assistance data that is broadcast to UEs according to the procedure in clause 6.x.1. For each ciphering key, the LMF includes a ciphering key value, a ciphering key identifier, a validity period, a set of applicable tracking areas and a set of applicable types of broadcast assistance data.
NOTE 1:
The LMF may send a new ciphering key to the AMF at a time T1 if this will start to be used to cipher network assistance data at a later time T2 (e.g. will replace a previous ciphering key which expires at time T2). The value of (T2 – T1) should exceed the longest periodic registration timer of any UE subscribed to receive ciphering keys to ensure that periodic registration can be used to request new ciphering keys as described in NOTE 2.
2.
The AMF stores the ciphering keys including the validity periods, applicable tracking areas and the types of applicable broadcast assistance data.

3.
A UE sends a Registration Request to a RAN node. The Registration Request may be sent as part of normal mobility management, A Registration Request may also be sent specifically to request and obtain ciphering keys. The UE includes in the Registration Request an indication that ciphering keys are requested. Other details of the Registration Request are as defined in TS 23.502 [19].

NOTE 2:
A UE should request new ciphering keys using a Registration Request caused by periodic registration if the remaining validity period for one or more ciphering keys received earlier by the UE is less than the periodic registration timer value. This can help avoid all UEs initiating a Registration procedure at the same time to obtain new ciphering keys when a validity period for a ciphering key is about to expire. A UE should also request new ciphering keys for a Registration Request caused by entering a new tracking area if previous ciphering keys are not applicable to the new tracking area.

4.
The RAN node selects the AMF if the UE is in CM IDLE state or determines the AMF for CM CONNECTED state.

5.
The RAN node forwards the Registration Request to the AMF.

6.
The AMF returns a Registration Accept to the RAN node as defined in TS 23.502 [19]. If the UE is subscribed to receive ciphered broadcast data, the AMF includes in the Registration Accept one or more ciphering keys applicable to the current tracking area for the UE. The AMF also includes for each ciphering key the ciphering key value, the ciphering key identifier, the validity period, the set of applicable tracking areas and the set of applicable types of broadcast assistance data.

NOTE 3:
The AMF does not need to keep a record of ciphering keys delivered to a UE and may instead send all ciphering keys stored at step 2 that are applicable to the current tracking area, for which the UE has a subscription and whose validity period has not yet expired.

7.
The RAN node forwards the Registration Accept to the UE. The UE may start to use each ciphering key to decipher network assistance data that is broadcast according to the procedure in clause 6.x.1 once the validity period for the ciphering key has started and if the UE is currently in an applicable tracking area. The UE shall cease using a ciphering key when entering a tracking area not applicable to the ciphering key. The UE shall cease using and shall delete a ciphering key when the validity period for the ciphering key has expired.

NOTE 4:
A UE that receives no ciphering keys in response to a request for ciphering keys may assume that the UE does not have a subscription to receive ciphering keys in the serving PLMN.

8.
The AMF deletes all information for a ciphering key when the validity period has expired.
>>>Next Change<<<
7.1
UDM

For each UE subscriber the UDM stores LCS related data as part of the Subscriber Data Management (SDM) service as defined in clause 5.2.3.3.1 of TS 23.502 [19].

The privacy profile data is defined in table 7.1-1 containing data for the privacy classes for which location of the target UE is permitted. For the meaning of each LCS privacy profile data type and included data, refer to clause 5.4.2.

Table 7.1-1: LCS privacy profile data stored in the UDM for a UE Subscriber

	Privacy Profile Data Type
	Presence
	UDM data 

	
	
	

	Location Privacy Indication
	M

O
	Indication of one of the following mutually exclusive global settings:

-
Location is disallowed
-
Location is allowed (default)

Time period when the Location Privacy Indication is valid

	Call/session Unrelated Class
	M

O

O

O

O

O

O



O

O

O

O


O

O

O
	For any LCS client or AF not in the external LCS client list or otherwise identified for the Call/session Unrelated Class, the following data may be present:

-
One of the following mutually exclusive options:

-
Location not allowed (default case)

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response

-
Time period when positioning is allowed

-
Geographical area where positioning is allowed

-
Indication that codeword shall be checked in UE or one or more codeword values to be checked in GMLC

External LCS client list: a list of zero or more LCS clients, AFs and LCS Client groups with the following data for each entry:

-
One of the following mutually exclusive options:

-
Location allowed without notification (default case)

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response

-
Time period when positioning is allowed

-
Geographical area where positioning is allowed

Service types list: a list of one or more service types for which the LCS client is allowed to locate the particular UE. The possible service types are defined in TS 22.071 [2]. The following data may be present for each service type in the list:

-
One of the following mutually exclusive options:

-
Location allowed without notification (default case)

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response

-
Time period when positioning is allowed

-
Geographical area where positioning is allowed

-
Indication that codeword shall be checked in UE or one or more codeword values to be checked in GMLC

	PLMN Operator Class
	O
	LCS client list: a list of one or more generic classes of LCS client that are allowed to locate the particular UE. The following classes are distinguished:

-
LCS client broadcasting location related information

-
O&M LCS client in the HPLMN

-
O&M LCS client in the VPLMN

-
LCS client recording anonymous location information

-
LCS Client supporting a bearer service, teleservice or supplementary service to the target UE


The Mobile Originating data is defined in table 7.1-1 containing the LCS MO-LR services that a UE can receive.

Table 7.1-2: LCS Mobile Originated data for a UE Subscriber

	MO-LR Data
	Presence
	UDM data 

	Mobile Originated data
	M


	List of MO-LR services allowed for a UE subscriber:

-
Basic Self Location (UE can receive its own location)

-
Autonomous Self Location (UE can receive location assistance data)

-
Transfer to Third Party 


Table 7.1-3: LCS broadcasting data for a UE subscriber
	Broadcasting Data 
	Presence
	Description

	List of Assistance Data Types
	O
	A list of one or more types of location assistance data for which ciphering keys should be provided to the UE if requested by the UE when the assistance data is broadcast using ciphering.


>>>Next Change<<<
8.3
LMF Services

8.3.1
General

The following table shows the LMF Services and LMF Service Operations.

Table 8.3.1-1: List of LMF Services

	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer(s)

	Nlmf_ Location
	DetermineLocation
	Request/Response
	AMF

	
	EventNotify
	Notify
	GMLC

	
	CancelLocation
	Request/Response
	AMF

	
	LocationContextTransfer
	Request/Response
	LMF

	Nlmf_Broadcast
	CipheringKeyData
	Notify
	AMF


>>>Next Change<<<
8.3.y
Nlmf_Broadcast service

8.3.y.1
General

Service description: This service enables an NF to receive information related to broadcast of location assistance by an LMF. The following are the key functionalities of this NF service.

-
Allow the consumer NF to be notified about ciphering keys used to cipher broadcast assistance data. 
The events to trigger ciphering key notification are defined in clause 6.x.2.
8.3.y.2
Nlmf_Broadcast_CipheringKeyData service operation

Service operation name: Nlmf_Broadcast_CipheringKeyData
Description: Provides ciphering key data to the consumer NF.

Input, Required: For each ciphering key: ciphering key value, ciphering key identifier, validity period, set of applicable types of broadcast assistance data. 
Input, Optional: For each ciphering key: set of applicable tracking areas.

Output, Required: For each ciphering key: ciphering key identifier, success/failure indication.
Output, Optional: none.

See clause 6.x.2 for an example of usage of this service operation.
>>>End Changes<<<
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