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FIRST CHANGE

[bookmark: _Toc11154936]7.7.1	IPTV
[bookmark: _Toc11154937]7.7.1.1	FWA scenarioOverview
In this Release, in order to support IPTV services, The 5G-RG is a L3 device and support IP PDU Session Type in this Releasefollowing principles apply.:
-	the 5G-RG supports IP PDU Session Type 
-	IP multicast traffic received from N6 interface is replicated by UPF and sent over PDU Sessions
-	IGMP messages from the STB or from the 5G-RG are terminated and managed by the UPF acting as PSA
NOTE: whether  IGMP terminates in the 5G RG or in another entity (e.g. STB) is out of the scope of 3GPP.
· The SMF controls the support of IPTV by the UPF acting as PSA using PDR, FAR, QER, URR. This includes control of which IGMP requests the UPF is to accept.
·     
marco’s comments: please add the others  principles that we agreed

This clause describes the procedures that support IPTV in 5G system over 3GPP access including the procedures below:
Registration and PDU Session Establishment procedure for IPTV is shown in clause 7.7.1.1.1. The Registration Procedure is used to register to 5GS and the PDU Session Establishment Procedure is used to establish the PDU Session used for IPTV Service.
-	IPTV Access procedure shown in clause 7.7.1.1.2. The IPTV Access Procedure is may, depending on the deployment, be used to access the IPTV network, e.g. completing the IPTV Authentication and IP allocation function.
-	Unicast/Multicast Packets transmission procedure shown in clause 7.7.1.1.3. The procedure specifiesy how to transmit unicast/multicast packets related with IPTV service over 5GCS.
In this release of the specification, the 5GC does not assume any traffic replication capability in the 5G AN (NG-RAN or W-5GAN).
[bookmark: _Toc11154938]7.7.1.1.1	Registration and PDU Session Establishment procedure for IPTV
5G-RG perform Registration procedure described in clause 4.2.2.2.2 of TS 23.502 [3] with the following differences:
-	UE is replaced by 5G-RG.
5G-RG perform PDU Session establishment procedure described in clause 4.3.2.2.1 of TS 23.502 [3] applies with the following differences and clarifications:
-	UE is replaced by 5G-RG.
-	In step 1 of TS 23.502 [3] clause 4.3.2.2.1, 5G-RG may indicate within the Protocol Configuration Options element that the UE requests to obtain the IPv4 address with DHCPv4.
-	5G-RG shall establish the an IP-based PDU Session with a specific (DNN, S-NSSAI) for IPTV networkservice.
-	In step 7b and 9 of clause 4.3.2.2.1 of TS 23.502 [3], the PCF provides PCC Rules including QoS Profile(s)information related to IPTV Service. This is specified in clause 9.3.1. 
-	The SMF sends to the UPF acting as PSA N4 rules such as PDR, FAR related to IP Multicast traffic allowed for the PDU Session. This may take place at steps steps 10a and 16a of TS 23.502 [3] clause 4.3.2.2.1-1. Such N4 rules are further described in clause 4.6.3, 4.6.4 and 4.6.5. IP Multicast traffic allowed for the PDU Session corresponds to IPTV services allowed for the user.

NOTE:	The interactions between STB and 5G-RG is are going to be specified in TR-124 [5] in BBF and not shown in this clause.
[bookmark: _Toc11154939]7.7.1.1.2	IPTV Access procedure
In case of IPTV network access control based on the DHCP procedure, 5G-RG is may be configured to retrieve via DHCP the IP address that it will use to accessfor IPTV services via DHCP. The DHCP procedure described in TS 23.501 [2] clause 5.8.2.2 is carried out with the difference shown below:
-	When the SMF receives the Uplink DHCP message, the SMF may be configured to insert the IPTV access control information as received in subscription data from UDM to the uplink DHCP message, e.g.  subscriber ID.
NOTE 1:	The IPTV access control information The subscriber ID can be represented byinclude a line ID defined in RFC 3046 [20] or any other identity which can be used to identify the IPTV subscriber. This is based on IPTV deployment and 3GPP doesn't define the the IPTV access control information subscriber ID .that the SMF copies from subscription data to DHCP signalling.
NOTE 2:	The interactions between STB and 5G-RG is going to be specified in BBF TR-124 [5] in BBF and not described in this procedure.
NOTE 3:	The description of interactions among the elements part of the IPTV network is out of 3GPP scope and not described in this procedure.
[bookmark: _Toc11154940]7.7.1.1.3	Unicast/Multicast Packets transmission procedure
5GS can support Unicast Service from IPTV network directly.
In order to obtain the multicast service from IPTV network, the Multicast Packets transmission procedure should be performed. The procedure in figure 7.7.1.1-3 describes how the 5G-RG joins an IP multicast group.



Figure 7.7.1.1-3: 5G-RG join IP Multicast Packets transmission procedure
0. 
1.	The 5G-RG send the an IGMP Join via the IP PDU Sesssion user plane.
2.	When UPF detects the IGMP Join, the UPF may identify the IGMP Join packets based on PDR received over N4 as described in clause 4.6.3 and handle the IGMP Join accordingly based on FAR as described in clause 4.6.4. An example is given as below:
-	If the IPTV service corresponding to IP Multicast Addressing information address included in the IGMP Join message is allowed to be achieved accessed via the PDU Session , the UPF shall add the IP address for PDU Session to the requested multicast group. If requested by an URR, the UPF notifies the SMF that the UE is joining to a multicast group, providing the associated IP Multicast Addressing information.	Comment by Huawei3: I disagree that the PDR/FAR can see the payload and manage the addition/and leave. BTW how does  it work the IGMP leave a groupit i snot clear and can not be managed by  PDR/FAR. So it  is   better to leave to internal magic for the time being, for later we will see.	Comment by LTHBM: UPF have no clue of “what IPTV service” means	Comment by Huawei3: disagree the PDR can not see the IGMP payload.
-	If the IPTV service corresponding to IP Multicast Addressing information address included in the IGMP Join message is not allowed to be accessed achieved via the PDU Session , the UPF shall drop the IGMP Join message.
	In the case of usage IGMPv3 specified in RFC 4604 [21] is configured on the UPF, both Multicast address and Source IP address shall be used to identify the Rights to the Channel by UPF.
[bookmark: _Hlk12476366]	The UPF acts as a Multicast Router as defined in IETF RFC 2236: "Internet Group Management Protocol, Version 2 [xx] and IETF RFC 3376 [28]: "Internet Group Management Protocol, Version 3". This may include following actions:	Comment by Huawei3: remove thsi for time being, it is probably equal for all solution, but we can fix it next time.
-	if the IGMP Join message is the first IGMP request the UPF has received about the target IP multicast traffic (IP Multicast Addressing information): the UPF exchanges N6 signalling such as PIM (Protocol-Independent Multicast) in order to connect to the N6 multicast distribution tree related with this IP multicast traffic; This ensures that the UPF receives the DL multicast traffic.
-	The IP multicast related signalling protocol used on N6 (e.g. Sparse Mode PIM-SM) to be supported over N6 is defined by local policies on the UPF.
2b.	if the SMF had set the corresponding URR Reporting trigger with a value “IGMP notify” (as defined in clause 4.6.X), the UPF issues an UPF report to the SMF and the corresponding IP Multicast addressing information
2c.	if the PCF had set the corresponding Policy Control Request Trigger set to “UE join to a multicast group” trigger” (as defined in clause 9.X), the SMF issuesa SMF initiated SM Policy Association Modification (as defined in 3GPP TS 23.502 [3] clause 4.16.5) reporting to the PCF the corresponding IP Multicast addressing information.
3-4.	When the UPF receives IP multicast packets from multicast server in IPTV network, the UPF select the PDU Session(s) where to transmit the multicast packets based on the multicast group, constructed in step 2 and fulfilling the FAR and QER rules described in clause 7.7.1.1.1.
NOTE:	The interactions between STB and 5G-RG is are specified in TR-124 [5] in BBF and are not shown in figure 7.7.1.1-3.
[bookmark: _Toc11154941]7.7.1.1.4	AF request to provision Multicast Access Control List information into UDR

 
Figure 7.7.1.1.4: AF request to provision Multicast Access Control List information into UDR
NOTE 1:	The 5GC NFs used in this scenario are assumed to all belong to the same PLMN (HPLMN in non-roaming case). 
1.	To create a new request, the AF invokes an Nnef_IPTV_configuration service operation. The request contains the Multicast Access Control List,  and a GPSI, or an External Group Id, DNN, S-NNSAI, AF Transaction Id and may contain a DNN and/or a S-NNSAI. To update or remove an existing request, the AF invokes Nnef_IPTV_configuration_Update or Nnef_IPTV_configuration_Delete service operation providing the corresponding AF Transaction Id.
2.	The AF sends its request to the NEF. The NEF ensures the necessary authorization control, including throttling of AF requests and, as described in clause 4.3.6.1, mapping from the information provided by the AF into information needed by the 5GC.
3.	(in the case of Nnef_IPTV_configuration_Create or Update): The NEF stores the AF request information in the UDR (Data Set = Application Data; Data Subset = IPTV_configuration, Data Key = AF Transaction Internal ID, S-NSSAI and DNN and/or SUPI/Internal-Group-Id).
	(in the case of Nnef_IPTV_configuration_Delete): The NEF deletes the AF requirements in the UDR (Data Set = Application Data; Data Subset = IPTV_configuration, Data Key = AF Transaction Internal ID).
	The NEF responds to the AF.
4.	The PCF(s) that have subscribed to modifications of AF requests (Data Set = Application Data; Data Subset = IPTV_configuration, Data Key = SUPI/Internal-Group-Id) receive, a Nudr_DM_Notify notification of data change from the UDR.
5.	The PCF determines if existing PDU Sessions are potentially impacted by the AF request. For each of these PDU Sessions, the PCF updates the SMF with corresponding new PCC rule(s) by invoking Npcf_SMPolicyControl_UpdateNotify service operation as described in steps 5 and 6 in TS 23.502 [3] clause 4.16.5.
Table 7.7.1.1.4-1 shows an example of a Multicast Access Control list provided by the AF in the IPTV domain to the NEF. The Multicast Access Control List defines the access right status (i.e. fully allowed, preview allowed, not allowed) of each of the Multicast channels per subscriber identified by a GPSI.
Table 7.7.1.1.4-1: Example of a Multicast Access Control list provided by the AF in the IPTV domain
	
	IP Multicast Addressing addressing information 1 (related to Multicast address 1 (Channel 1)
	IP Multicast Addressing addressing information 2 (related to Multicast address 2 (Channel 2)
	IP Multicast Addressing addressing information 3 (related to Multicast address 3 (Channel 3)

	GPSI 1
	Fully allowed
	Not allowed
	Preview allowed

	GPSI 2
	Fully allowed
	Fully allowed
	Not allowed

	GPSI 3
	Fully allowed
	Preview allowed
	Preview allowed



The NEF maps the GPSI into the SUPI, assigned to a 5G-RG, as described in step 2 in Figure 7.7.1.1.4-1. and stores the Multicast Access Control List in the UDR as shown in Table 7.7.1.1.4-2.
Table 7.7.1.1.4-2: Example of a Multicast Access Control list stored in UDR within the Application Data Set
	DataKey
	IP Multicast Addressing addressing information 1 (related to Multicast address 1 (TV Channel 1)
	IP Multicast Addressing addressing information 2 (related to Multicast address 2 (TV Channel 2)
	IP Multicast Addressing addressing information 3 (related to Multicast address 3 (TV Channel 3)

	SUPI for 5G-RG 1
	Fully allowed
	Not allowed
	Preview allowed

	SUPI for 5G-RG 2
	Fully allowed
	Fully allowed
	Not allowed

	SUPI for 5G-RG 3
	Fully allowed
	Preview allowed
	Preview allowed



In the case source Specific Multicast is to be used for a TV Channel, IP Multicast Addressing information corresponds to IP Multicast address and Source IP address.
The PCF is assumed to have subscribed to relevant modifications of that UDR data defined in the Table 7.7.1.1.4-2.

NEXT CHANGE

[bookmark: _Toc11154965]9.3	Policy and charging control rule
Policy and charging control rule for 5G-RG PDU Session is described in TS 23.503 [4] clause 6.3 with the clarification and difference shown as belowin this clause.
9.3.1:	PCC rule information to support IPTV service
-	PCF shall take Multicast Access Control list described in clause 7.7.1.1.49.8 as input to policy decision in case of PDU Session used for IPTV service. PCC rules sent to SMF may indicate allowed IP Multicast Addressing information IP Multicast traffic as defined in Table 9.3.1-1.
-	The "Gate status" is not applicable to IGMP message transmitted over PDU Session used for IPTV service.
Comparing to Table 6.3.1 in TS 23.503 [4], additional PCC rule information for PDU Session used for IPTV service is described in Table 9.3.1-1.
Table 9.3.1-1: The additional PCC rule information for PDU Session used for IPTV service
	Information name
	Description
	Category
	PCF permitted to modify for a dynamic PCC rule in the SMF
	Differences compared with table 6.3. in TS 23.203 [31]

	IPTV
	This part defines the additional PCC rule information for PDU Session used for IPTV service.
	
	
	

	IP Multicast traffic control information
	indicates whether the service data flow, corresponding to the service data flow template, may be allowed or not allowed. (NOTE 1)
	Optional
	Yes
	Added

	NOTE 1: The corresponding IP Multicast Addressing information in provided in the SDF template. The SDF template may refer to “any” IP Multicast address (for example allowing the user to access to receive any IPTV channel)



Editor's note:	PCC Rule for PDU Session for IPTV Service may be reviewed and revised.

NEXT CHANGE


9.X	new PCRT (Policy Control Request Trigger)
[bookmark: _Hlk11412724]The Policy Control Request Triggers relevant for SMF are described in TS 23.503 [4] clause 6.1.3.5 with the clarification and difference shown in this clause.
	Policy Control Request Trigger
	Description
	Difference compared with table 6.2 and table A.4.3-2 in TS 23.203 [4]
	Conditions for reporting
	Motivation

	5G-RG join to a multicast group
	The 5G-RG has joined to an IP Multicast Group. (Note 1)
	new
	PCF
	To support IPTV as defined in clause 7.7.1

	5G-RG Leave to a multicast group
	The 5G-RG has left an IP Multicast Group. (Note 1)
	new
	PCF
	To support IPTV as defined in clause 7.7.1

	NOTE 1: When the SMF reports this condition it indicates the corresponding IP multicast Addressing information





NEXT CHANGE

[bookmark: _Toc11154861]4.6.3	Packet Detection Rule
PDR used to support for 5G-RG PDU Sessions for RG follow the specifications is described in TS 23.501 [2] clause 5.8.2.11.3 with the clarifications and additions shown as below:.
About For PDU Sessions used for IPTV service, 
[bookmark: _Hlk12475906]-	Packets Filter Set support Packet Filters for IGMP message, including both IGMPv2 specified in RFC 2236 [x] and IGMPv3 specified in RFC 4604 [21] message. 	Comment by Huawei3: removed the delete. the message not teh content
NOTE: 	the PDI does not match on the destination/source address of the IGMP message itself, but on the (group, source) inside IGMP report message

NOTE 1: “IGMP Join” refers to the IGMP signalling issued by a host to indicate its willingness to receive traffic from an IP multicast group e.g. a Membership Report as defined in IETF RFC 2236: "Internet Group Management Protocol, Version 2 [xx] or IETF RFC 3376 [28]: "Internet Group Management Protocol, Version 3".	Comment by Huawei3: this is note since explanation of RFC. an dit is not in thsi doc, but it is in spec.
NOTE 2: “IGMP leave” refers to the IGMP signalling issued by a host to indicate its willingness to no more receive traffic from an IP multicast group e.g. a Leave Group as defined in IETF RFC 2236: "Internet Group Management Protocol, Version 2 [xx] or to the decision of the UPF to remove the PDU Session from the multicast replication due to the absence of renewal of the join by the RG. 	Comment by Huawei3: as above


Editor's note:	PDR changes for IPTV Service may be reviewed and revised,.
[bookmark: _Toc11154862][bookmark: _Hlk11411466]4.6.4	Forwarding Action Rule
FAR used to support for 5G-RG PDU Sessions for RG follow the specifications is described in TS 23.501 [2] clause 5.8.2.11.6 with the clarifications and additions shown as below:.
For PDU Sessions used for IPTV service, 
-	Corresponding to the Policy and charging control rule described in clause 9.3, about PDU Session used for IPTV service, Following additional "Action" values is are addedused to support IPTV service:	Comment by Huawei3: I need to check teh change in wording whic implies a technical different behaviour.
-	When UPF detect the IGMP join message via the PDU Session, “IP Multicast Router Accept” indicate whether in case of IGMP Join add to accept the multicast join and add the IP address for PDU Session to the requested multicast group distribution. This may also imply acting as a IP Multicast Router as described in clause 7.7.1.1 In that case, Wwhen UPF detect the IGMP leave message via the PDU Session, indicate the UPF needs also to whether to ensure that remove the IP address for PDU Session is removed from the requested multicast group distribution or drop the IGMP leave message.
-	“IP Multicast Router Reject” or drop indicates the IP Multicast Router shall not accept  the IGMP join message.
-	
Editor's note:	FAR changes for IPTV Service may be reviewed and revised.


4.6.X	Usage Reporting Rule
[bookmark: _Hlk11412000]URR used to support PDU Sessions for RG follow the specifications in TS 23.501 [2] clause 5.8.2.11.5 with the clarifications and additions shown below:
For PDU Sessions used for IPTV service, an URR may indicate a Reporting trigger (defined in TS 23.501 [2] clause 5.8.2.11.5) with a value “IGMP notify” where the UPF is to report to the SMF when
· it adds a PDU session to the DL replication tree associated with an IP Multicast flow.
· it removes a PDU session from the DL replication tree associated with an IP Multicast flow.
The corresponding notification shall contain the (Source IP address of the DL multicast flow, Destination IP address of the DL multicast flow)

4.6.Y	Usage of N4 to support IPTV

Marco comment’s … MOVE the paragraph below under the clauses describing the PDR and FAR respectively and keep here. The text is revised  where needed.LTH : this clause is likely to be deleted
[bookmark: _GoBack]	NOTE: The PDR and FAR described in this clause can  be implemented by a local IP multicatst Router functionality
The PDR refer to IP Multicast Addressing information related with IPTV services. In the case Source Specific Multicast is configured to be used on the PDU Session, both IP Multicast address and Source IP address shall be used to identify the TV services allowed on the PDU Session
The SMF sends sets of N4 rules for IP Multicast traffic related to IPTV service  correspond to:
· For UL in order to handle IGMP messages from 5G-RG that correspond to :
-	a PDR identifying IGMP Join messages ,	Comment by Huawei3: th ePDR can not see the content of the PAYLOAD, so the PDR and FAR sha simply detect that is IGMP and send to the "internal magic module"
-	a FAR with an “forward to IP Multicast Router ” action in order to accept the UE requests to join an allowed multicast group. This FAR refers to forwarding the IGMP to local IP Multicast Router capabilities.	Comment by Huawei3: HIw can you do a FAR that accept something? the UL FAR forward the traffic nd does not managed the "authorisation". Csn you explain how it work or better to remove for this meeting
-	possibly a URR with a Reporting Trigger set to “IGMP reporting”	Comment by Huawei3: yes, but it is not clear how it work and whether is send only in case of accet or also in case of reject , in cas eof leave,...need to be clarified. what do you mean here? it may stay with teh udnerstadin gthat we will fix it.

· For DL IP Multicast traffic:
-	a PDR identifying the IP Multicast Addressing information
-	a FAR asking to add outer header = GTP-u tunnel related with the PDU Session
-	a QER indicating the QoS to use towards the RG
Marco’s comments: we need to say that all set if send at PDU session establishment or leave open to clarify to next meeting. Prefer to leave open. 

NEXT CHANGE



[bookmark: _Toc11154824]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G system, Stage 2".
[4]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System".
[5]	BBF TR-124 issue 5: "Functional Requirements for Broadband Residential Gateway Devices".
[6]	BBF TR-101 issue 2: "Migration to Ethernet-Based Broadband Aggregation".
[7]	BBF TR-178 issue 1: "Multi-service Broadband Network Architecture and Nodal Requirements".
[8]	CableLabs DOCSIS MULPI: "Data-Over-Cable Service Interface Specifications DOCSIS 3.1, MAC and Upper Layer Protocols Interface Specification".
[9]	BBF WT-456: "AGF Functional Requirements".
[10]	BBF WT-457: "FMIF Functional Requirements".
Editor's note:	The references to BBF WT-456 and WT-457 will be revised when finalized by BBF.
[11]	3GPP TS 33.501: "Security architecture and procedures for 5G System".
[12]	BBF TR-177 Issue 1 Corrigendum 1: "IPv6 in the context of TR-101".
[13]	IETF RFC 6788: "The Line-Identification Option".
[14]	3GPP TS 23.003: "Numbering, Addressing and Identification".
[15]	IETF RFC 3315: "Dynamic Host Configuration Protocol for IPv6 (DHCPv6)".
[16]	IETF RFC 6603: "Prefix Exclude Option for DHCPv6-based Prefix Delegation".
[17]	IETF RFC 3633: "IPv6 Prefix Options for Dynamic Host Configuration Protocol (DHCP) version 6".
[18]	BBF TR-069: "CPE WAN Management Protocol".
[19]	BBF TR-369: "User Services Platform (USP)".
[20]	IETF RFC 3046: "DHCP Relay Agent Information Option".
[21]	IETF RFC 4604: "Using Internet Group Management Protocol Version 3 (IGMPv3) and Multicast Listener Discovery Protocol Version 2 (MLDv2) for Source-Specific Multicast".
[22]	3GPP TR 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[23]	3GPP TS 38.413: "NG RAN; NG Application Protocol (NGAP)".
[24]	3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
[25]	3GPP TS 22.011: "Service accessibility".
[26]	3GPP TS 23.122: "Non-Access-Stratum (NAS) functions related to Mobile Station (MS) in idle mode".
[bookmark: _Hlk8920865][27]	CableLabs WR-TR-5WWC-ARCH: "5G Wireless Wireline Converged Core Architecture".
[28]	IETF RFC 3376: "Internet Group Management Protocol, Version 3".
[29]	3GPP TS 23.273: "5G System (5GS) Location Services (LCS)".
[30]	BBF TR-198: "DQS:DQM systems functional architecture and requirements".
[31]	3GPP TS 23.203: "Policy and charging control architecture".
[xx]	IETF RFC 2236: "Internet Group Management Protocol, Version 2".

END OF CHANGES

image1.emf
  

AMF

 

PCF

 

UDM

 

(R)AN

 

5G-RG

 

UPF

 

SMF

 

3. Multicast packets transmission

4. Multicast packets transmission over PDU Session

1. user plane data: IGMP join message

IPTV 

Multicast 

Server

 

2. CAC check


Microsoft_Visio_Drawing.vsdx


AMF

P
C
F

UDM

(R)AN

5G-RG

UPF

SMF

3. Multicast packets transmission
4. Multicast packets transmission over PDU Session
1. user plane data: IGMP join message
IPTV Multicast Server

2. CAC check



image2.emf
  

AMF

 

PCF

 

UDM

 

(R)AN

 

5G-RG

 

UPF

 

SMF

 

3. Multicast packets transmission

4. Multicast packets transmission over PDU Session

1. user plane data: IGMP join message

IPTV 

Multicast 

Server

 

2. Apply N4 rules

2b; UPF 

Usage Report 

2c; PCRT

 Report 


Microsoft_Visio_Drawing1.vsdx


AMF

P
C
F

UDM

(R)AN

5G-RG

UPF

SMF

3. Multicast packets transmission
4. Multicast packets transmission over PDU Session
1. user plane data: IGMP join message
IPTV Multicast Server

2. Apply N4 rules
2b; UPF Usage Report
2c; PCRT Report



image3.emf
NEF

AF

3b. Nnef_IPTV configuration 

information Create/Remove/Update 

Response

2 Nnef_IPTV configuration 

information Create

PCF(s)

UDR

3a. Create/Update/

Remove the Multicast AC 

list per UE or group of 

UEs in UDR 

4. 

Nudr_DM_Notify

1. Creation of the 

AF request


Microsoft_Visio_2003-2010_Drawing.vsd


 


 


SA WG2 Meeting #134 


 


S2


-


190


7


853


 


June 24


-


28


th


, 2019


 


; Sapporro, Japan


 


 


                                    


(revision of S2


-


190


7379


)


 


CR


-


Form


-


v


1


1


.


4


 


CHANGE REQUEST


 


 


 


23.


316


 


CR


 


0


030


 


rev


 


1


 


Current version:


 


1


6


.


0


.0


 


 


 


For 


HELP


 


on using this form


: c


omprehensive instructions can be found at 


 


http://www.3gpp.org/Change


-


Requests


.


 


 


 


Proposed change


 


affects:


 


UICC apps


 


 


ME


 


 


Radio Access Network


 


 


Core Network


 


X


 


 


 


Title:


 


 


Support of IPTV 


 


 


 


Source to WG:


 


Nokia, Nokia Shanghai Bell


 


Source to TSG:


 


SA


2


 


 


 


Work item code


:


 


 


5WWC


 


 


 


Date:


 


201


9


-


0


6


-


1


4


 


 


 


 


 


 


Category:


 


F


 


 


Release:


 


 


Rel


-


1


6


 


 


 


Use 


one


 


of the following categories:


 


F


  


(correction)


 


A


  


(


mirror 


correspond


ing 


to a 


change 


in an earlier 


release)


 


B


  


(addition of feature), 


 


C


  


(functional modification of feature)


 


D


  


(editorial modification)


 


Detailed explanations of the above categories can


 


be found in 3GPP 


TR 21.900


.


 


Use 


one


 


of the following releases:


 


Rel


-


8


 


(Release 8)


 


Rel


-


9


 


(Release 9)


 


Rel


-


10


 


(Release 10)


 


Rel


-


11


 


(Release 11)


 


Rel


-


12


 


(Release 12)


 


Rel


-


13


 


(Release 13)


 


Rel


-


14


 


(Release 14)


 


Rel


-


15


 


(Re


lease 15)


 


Rel


-


16


 


(Release 16)


 


 


 


Reason for change:


 


The description of IPTV


 


support in 23.316


 


required improvements such as 


listed in the 5WWC exception sheet


 


SP


-


190437


.


 


Furthermore IPTV is to be supported also over Wireline access


 


 


 


Summary of change


:


 


Complete the specification of N7 (Npcf


-


sm …) and N4 about the impacts of 


IPTV 


 


Adding clarifications


 


 


 


Consequences if not 


approved:


 


IPTV cannot be supported


 


 


 


Clauses affected:


 


7.7.1 ; 9.3


 


; 4.6.3 ; 4.6.4 ; 


4.6.X ; 


9.X ; 


2


 


 


 


 


Y


 


N


 


 


 


Other specs


 


 


X


 


 


Other core specifications


 


 


TS/TR ... CR ... 


 


affected:


 


 


X


 


 


Test specifications


 


TS/TR ... CR ... 


 


(show 


related 


CR


s


)


 


 


X


 


 


O&M Specifications


 


TS


/TR ... CR ... 


 


 


 


Other comments:


 


Tagged in 


yellow


: Marco


 


Tagged in 


grey


: further added by LTH


 


Tagged in 


blue


 


: indication of further modifications to be done


 


P


review 


is 


controlled by the PCF


 


 




    SA WG2 Meeting #134    S2 - 190 7 853   June 24 - 28 th , 2019   ; Sapporro, Japan                                          (revision of S2 - 190 7379 )  

CR - Form - v 1 1 . 4  

CHANGE REQUEST  

 

 23. 316  CR  0 030  rev  1  Current version:  1 6 . 0 .0   

 

For  HELP   on using this form : c omprehensive instructions can be found at    http://www.3gpp.org/Change - Requests .  

 

 

Proposed change   affects:  UICC apps   ME   Radio Access Network   Core Network  X  

 

 

Title:    Support of IPTV   

  

Source to WG:  Nokia, Nokia Shanghai Bell  

Source to TSG:  SA 2  

  

Work item code :    5WWC     Date:  201 9 - 0 6 - 1 4  

     

Category:  F   Release:    Rel - 1 6    

 Use  one   of the following categories:   F    (correction)   A    ( mirror  correspond ing  to a  change  in an earlier  release)   B    (addition of feature),    C    (functional modification of feature)   D    (editorial modification)   Detailed explanations of the above categories can   be found in 3GPP  TR 21.900 .  Use  one   of the following releases:   Rel - 8   (Release 8)   Rel - 9   (Release 9)   Rel - 10   (Release 10)   Rel - 11   (Release 11)   Rel - 12   (Release 12)   Rel - 13   (Release 13)   Rel - 14   (Release 14)   Rel - 15   (Re lease 15)   Rel - 16   (Release 16)  

  

Reason for change:  The description of IPTV   support in 23.316   required improvements such as  listed in the 5WWC exception sheet   SP - 190437 .   Furthermore IPTV is to be supported also over Wireline access  

  

Summary of change :  Complete the specification of N7 (Npcf - sm …) and N4 about the impacts of  IPTV    Adding clarifications  

  

Consequences if not  approved:  IPTV cannot be supported  

  

Clauses affected:  7.7.1 ; 9.3   ; 4.6.3 ; 4.6.4 ;  4.6.X ;  9.X ;  2  

  

 Y  N    

Other specs   X    Other core specifications    TS/TR ... CR ...   

affected:   X    Test specifications  TS/TR ... CR ...   

(show  related  CR s )   X    O&M Specifications  TS /TR ... CR ...   

  

Other comments:  Tagged in  yellow : Marco   Tagged in  grey : further added by LTH   Tagged in  blue   : indication of further modifications to be done   P review  is  controlled by the PCF  

 

