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* * * * Start of 1st Change * * * * 
6.2.1
AMF

The Access and Mobility Management function (AMF) includes the following functionality. Some or all of the AMF functionalities may be supported in a single instance of an AMF:

-
Termination of RAN CP interface (N2).

-
Termination of NAS (N1), NAS ciphering and integrity protection.

-
Registration management.

-
Connection management.

-
Reachability management.

-
Mobility Management.

-
Lawful intercept (for AMF events and interface to LI System).

-
Provide transport for SM messages between UE and SMF.

-
Transparent proxy for routing SM messages.

-
Access Authentication.

-
Access Authorization.

-
Provide transport for SMS messages between UE and SMSF.
-
Security Anchor Functionality (SEAF) as specified in TS 33.501 [29].

-
Location Services management for regulatory services.

-
Provide transport for Location Services messages between UE and LMF as well as between RAN and LMF.

-
EPS Bearer ID allocation for interworking with EPS.

-
UE mobility event notification.

-
Support for Control Plane CIoT 5GS Optimisation.
-
Support for User Plane CIoT 5GS Optimisation.
-
Provisioning of external parameters (Expected UE Behaviour parameters or Network Configuration parameters).

NOTE 1:
Regardless of the number of Network functions, there is only one NAS interface instance per access network between the UE and the CN, terminated at one of the Network functions that implements at least NAS security and Mobility Management.

In addition to the functionalities of the AMF described above, the AMF may include the following functionality to support non-3GPP access networks:

-
Support of N2 interface with N3IWF. Over this interface, some information (e.g. 3GPP Cell Identification) and procedures (e.g. Handover related) defined over 3GPP access may not apply, and non-3GPP access specific information may be applied that do not apply to 3GPP accesses.

-
Support of NAS signalling with a UE over N3IWF. Some procedures supported by NAS signalling over 3GPP access may be not applicable to untrusted non-3GPP (e.g. Paging) access.
-
Support of authentication of UEs connected over N3IWF.
-
Management of mobility, authentication, and separate security context state(s) of a UE connected via non-3GPP access or connected via 3GPP and non-3GPP accesses simultaneously.

-
Support as described in clause 5.3.2.3 a co-ordinated RM management context valid over 3GPP and Non 3GPP accesses.

-
Support as described in clause 5.3.3.4 dedicated CM management contexts for the UE for connectivity over non-3GPP access.
NOTE 2:
Not all of the functionalities are required to be supported in an instance of a Network Slice.

In addition to the functionalities of the AMF described above, the AMF may include policy related functionalities as described in clause 6.2.8 in TS 23.503 [45].
6.2.2
SMF

The Session Management function (SMF) includes the following functionality. Some or all of the SMF functionalities may be supported in a single instance of a SMF:

-
Session Management e.g. Session Establishment, modify and release, including tunnel maintain between UPF and AN node.

-
UE IP address allocation & management (including optional Authorization). The UE IP address may be received from a UPF or from an external data network.

-
DHCPv4 (server and client) and DHCPv6 (server and client) functions.

-
Functionality to respond to Address Resolution Protocol (ARP) requests and / or IPv6 Neighbour Solicitation requests based on local cache information for the Ethernet PDUs. The SMF responds to the ARP and / or the IPv6 Neighbour Solicitation Request by providing the MAC address corresponding to the IP address sent in the request.
-
Selection and control of UP function, including controlling the UPF to proxy ARP or IPv6 Neighbour Discovery, or to forward all ARP/IPv6 Neighbour Solicitation traffic to the SMF, for Ethernet PDU Sessions.

-
Configures traffic steering at UPF to route traffic to proper destination.
-
5G VN group management, e.g. maintain the topology of the involved PSA UPFs, establish and release the N19 tunnels between PSA UPFs, configure traffic forwarding at UPF to apply local switching, N6-based forwarding or N19-based forwarding.

-
Termination of interfaces towards Policy control functions.

-
Lawful intercept (for SM events and interface to LI System).

-
Charging data collection and support of charging interfaces.

-
Control and coordination of charging data collection at UPF.

-
Termination of SM parts of NAS messages.

-
Downlink Data Notification.

-
Initiator of AN specific SM information, sent via AMF over N2 to AN.

-
Determine SSC mode of a session.
-
Support for Control Plane CIoT 5GS Optimisation.
-
Support for User Plane CIoT 5GS Optimisation.
-
Support of header compression.

-
Act as I-SMF in deployments where I-SMF can be inserted, removed and relocated.

-
Provisioning of external parameters (Expected UE Behaviour parameters or Network Configuration parameters).

-
Support P-CSCF discovery for IMS services.

-
Roaming functionality:

-
Handle local enforcement to apply QoS SLAs (VPLMN).

-
Charging data collection and charging interface (VPLMN).

-
Lawful intercept (in VPLMN for SM events and interface to LI System).

-
Support for interaction with external DN for transport of signalling for PDU Session authentication/authorization by external DN.

-
Instructs UPF and NG-RAN to perform redundant transmission on N3/N9 interfaces.

NOTE:
Not all of the functionalities are required to be supported in an instance of a Network Slice.

In addition to the functionalities of the SMF described above, the SMF may include policy related functionalities as described in clause 6.2.2 in TS 23.503 [45].
* * * * Start of 2nd Change * * * * 
6.3.2
SMF discovery and selection

The SMF selection functionality is supported by the AMF and SCP and is used to allocate an SMF that shall manage the PDU Session. The SMF selection procedures are described in clause 4.3.2.2.3 of TS 23.502 [3].

The SMF discovery and selection functionality follows the principles stated in clause 6.3.1.

If the AMF does discovery, the AMF shall utilize the NRF to discover SMF instance(s) unless SMF information is available by other means, e.g. locally configured on AMF. The AMF provides UE location information to the NRF when trying to discover SMF instance(s). The NRF provides NF profile(s) of SMF instance(s) to the AMF. In addition, the NRF also provides the SMF service area of SMF instance(s) to the AMF. The SMF selection functionality in the AMF selects an SMF instance and an SMF service instance based on the available SMF instances obtained from NRF or on the configured SMF information in the AMF.

NOTE 1:
Protocol aspects of the access to NRF are specified in TS 29.510 [58].

The SMF selection functionality is applicable to both 3GPP access and non-3GPP access.

The SMF selection for Emergency services is described in clause 5.16.4.5.

The following factors may be considered during the SMF selection:

a)
Selected Data Network Name (DNN).

b)
S-NSSAI.

c)
NSI-ID.

NOTE 2:
The use of NSI -ID in the network is optional and depends on the deployment choices of the operator. If used, the NSI ID is associated with S-NSSAI.

d)
Access technology being used by the UE.

e)
Support for Control Plane CIoT 5GS Optimisation.
f)
Subscription information from UDM, e.g.

-
per DNN: whether LBO roaming is allowed.

-
per S-NSSAI: the subscribed DNN(s).

-
per (S-NSSAI, subscribed DNN): whether LBO roaming is allowed.

-
per (S-NSSAI, subscribed DNN): whether EPC interworking is supported.

g)
Void.

h)
Local operator policies.

NOTE 3:
These policies can take into account whether the SMF to be selected is an I-SMF or a V-SMF or a SMF.

i)
Load conditions of the candidate SMFs.

j)
Analytics (i.e. statistics or predictions) for candidate SMFs' load as received from NWDAF (see TS 23.288 [86]), if NWDAF is deployed.

k)
UE location (i.e. TA).

l)
Service Area of the candidate SMFs.

m)
Capability of the SMF to support a MA PDU Session.

n) 
Support for User Plane CIoT 5GS Optimisation.
In the case of delegated discovery, the AMF, shall send all the available factors a)-d) to the SCP and shall also indicate if interworking with EPS is required and if the PDU session shall be home routed.

In addition, the AMF may indicate to the SCP which NRF to use (in case of NRF dedicated to the target slice).

Editor's note:
It is FFS how to capture that required discovery and selection information should be conveyed to the SCP with as minimal impact on the end-to-end signalling performance latency between AMF and SMF.

If there is an existing PDU Session and the UE requests to establish another PDU Session to the same DNN and S-NSSAI and the UE subscription data indicates the support for interworking with EPS for this DNN and S-NSSAI, the same SMF shall be selected. In any such a case where the AMF can determine which SMF should be selected, if delegated discovery is used, the AMF shall indicate a desired NF Instance ID so that the SCP is able to route the message to the relevant SMF. Otherwise, if UE subscription data does not indicate the support for interworking with EPS for this DNN and S-NSSAI, a different SMF may be selected. For example, to support a SMF load balancing or to support a graceful SMF shutdown (e.g., a SMF starts to no more take new PDU Sessions).

In the home-routed roaming case, the SMF selection functionality selects an SMF in VPLMN as well as an SMF in HPLMN. In the context of Network Slicing this is specified in clause 4.3.2.2.3.3 of TS 23.502 [3].
When the UE requests to establish a PDU Session to a DNN and an S-NSSAI, if the UE MM Core Network Capability indicates the UE supports EPC NAS and optionally, if the UE subscription indicates the support for interworking with EPS for this DNN and S-NSSAI, the selection functionality (in AMF or SCP) selects a combined SMF+PGW-C. Otherwise, a standalone SMF may be selected.

If the UDM provides a subscription context that allows for handling the PDU Session in the visited PLMN (i.e. using LBO) for this DNN and S-NSSAI and, optionally, the AMF is configured to know that the visited VPLMN has a suitable roaming agreement with the HPLMN of the UE, the following applies:

-
If the AMF does discovery, the SMF selection functionality in AMF selects an SMF from the visited PLMN.
-
If delegated discovery is used, the AMF indicate to the SCP that home routing is not needed, the delegated discovery and selection functionality in SCP shall discover and select an SMF from the visited PLMN.

If an SMF in VPLMN cannot be derived for the DNN and S-NSSAI, or if the subscription does not allow for handling the PDU Session in visited PLMN using LBO, then the following applies:

-
If the AMF does discovery, both an SMF in VPLMN and an SMF in HPLMN are selected, and the DNN and S-NSSAI is used to derive an SMF identifier from the HPLMN.

Editor's note:
It is FFS how the SCP handles the selection of the vSMF and hSMF in the HR roaming case and it is also FFS how the vSMF is informed of the selected hSMF in the case of delegated discovery and HR case.

If the initially selected SMF in VPLMN (for roaming with LBO) detects it does not understand information in the UE request, it may reject the N11 message (related with a PDU Session Establishment Request message) with a proper N11 cause triggering the AMF to select both a new SMF in the VPLMN and a SMF in the HPLMN (for home routed roaming).

The AMF selects SMF(s) considering support for CIoT 5GS optimisations (e.g. Control Plane CIoT 5GS Optimisation or User Plane CIoT 5GS Optimisation).

Additional details of AMF selection of an I-SMF are described in the clause 5.34.

In the case of home routed scenario, the AMF selects a new V-SMF if it determines that the current V-SMF cannot serve the UE location. The selection/relocation is same as an I-SMF selection/relocation as described in the clause 5.34.
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