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Abstract of the contribution: This contribution discuss the SMF/PCF selection for the HR roaming and ETSUN case. 
1 Introduction
In S2#133 meeting one working agreement (S2-1906569, CR1403 TS23.501) is proposed that in HR roaming and ETSUN network configuration case delegated discovery is not used for the SMF/PCF selection. However in the following SA#84 meeting this working agreement is not confirmed. In this paper we give some analysis on this issue. 
2 Discussion
2.1 Working assumption
When the delegated discovery is introduced, it is expected that NF Service consumer sends all the related discovery parameters to SCP and SCP optionally interact with the NRF to discover and select the NF Service producer. It is not expected that SCP need understand the received 3GPP specific parameter and know how to use those parameters in service operation, e.g. which parameter can be skipped if the full match cannot be found. No 3GPP specific service logic is expected to be defined at the SCP. That is till now we have not defined any specific function executed at the SCP, except the use of NRF services. 
Observation 1: SCP is not expected to understand the semantics of 3GPP specific parameters, nor perform 3GPP specific functionality (e.g. perform 3GPP specific logic such as reject with a certain cause code, etc) 

For the home routed case the requirement of the SMF selection can be referred in clause 6.3.2 TS23.501: 
“In the home-routed roaming case, the SMF selection functionality selects an SMF in VPLMN as well as an SMF in HPLMN. In the context of Network Slicing this is specified in clause 4.3.2.2.3.3 of TS 23.502 [3].”
So both V-SMF/H-SMF need to be discovered and selected. Also for the V-SMF/H-SMF selection the parameter is not required to be same, e.g. DNN is not required for V-SMF selection.  
For the ETSUN network configuration case, it is clear not all parameter is required for the I-SMF selection (refer to 5.34.3). Also the AMF determines whether one or two SMFs are needed for the PDU Session establishment. However if the delegated discovery is used, the AMF is not aware whether one or two SMF is needed. 
Observation 2: for SMF selection the below requirements need to be supported: 
· AMF determines if H-SMF and V-SMF/I-SMF or only an SMF is needed. 
· The selection parameter for V/I-SMF and H-SMF can be different. 
· To support the V/I-SMF change, an AMF needs to be aware of the SMF service area for the selected I/V-SMF.  
Observation 3: for ETSUN network configuration case, if the discovery is not executed by the AMF, the AMF cannot indicate to the SCP on whether the I-SMF is needed or not.
2.2 Existing solution Analysis
If the delegated discovery is used for the HR roaming and ETSUN case, the requirement mentioned above should be followed. 
2.2.1 V/I-SMF changed approach
This approach(refer to S2-1904988/5337) is that the V/I-SMF and H-SMF discovery/selection are separated into two steps, i.e. when the SCP receives the service request from AMF, the SCP does the V/I-SMF discovery/selection and route the message to the V/I-SMF first. When the V/I-SMF send the Service request to the H-SMF, the SCP does the H-SMF discovery/selection. If this option is to be considered, the below issue need be clarified how to resolve:  
1) How the SCP does the full or partial match query?
[A1]: In the ETSUN case the AMF cannot indicate to the SCP on whether the I-SMF or SMF is to be selected at the PDU Session establishment procedure, the SCP needs to determine by itself on whether the selected SMF is enough or additional I-SMF need be selected. For example if the selected SMF does not support the UE location, the SCP need remove the UE location for the SMF selection. 
Similar also exist for the HR roaming case as the DNN in the HPLMN may be not supported at the VPLMN. So when the SCP do the V-SMF discovery and selection it should be able to query NRF without the DNN parameter.  
How does the SCP know in this case if the full match cannot be found from NRF, partial match is also acceptable but in other case if full match cannot be found, the error need be returned? So the SCP is required to understand which NF is to be discovered, and the semantics of 3GPP specific Header and parameter used for V/I-SMF selection respectively? 
In our view if we introduce 3GPP specific functional logic at the SCP, it indeed a NF service consumer and needs be defined in 3GPP specification. This breaks the principle that SCP should be agnostic to the semantics of the 3GPP specific parameters. Then if we open the gate, it means we also open the possibilities that at each release different intelligence can be added to SCP. So later like the normal 3GPP issue, backward compatibility need take SCP into account. 
2) Change of the V/I-SMF role? 
[A2]: In this model, the V/I-SMF function needs to be changed, i.e. the V/I-SMF function defined in Rel-15 needs to be upgraded. So parameters for this specific V/I-SMF selection would be required. When the V/I-SMF registered to NRF, it needs to include this new information. 
However all the discovery parameter are from the AMF, V-SMF does not add any new discovery parameters but move the error handling task from AMF to V/I-SMF. So what is the benefit to change this model? One drawback we need to consider how to do if the DNN provided by the UE is not supported by the network, i.e. obsolete or per location. DNN replacement has been added in Rel-16. So, if the SMF cannot be found, should the I/V-SMF trigger the DNN replacement? If yes, a new interface between the V/I-SMF and PCF is required, which is not required till now.
2.2.2 V/I-SMF not changed approach
This approaches follow the existing call flow and not change the role of the V/I-SMF. Two approaches (S2-1905057, 1905505) from last meeting follow this model, i.e. the selected H-SMF is indicated to the V/I-SMF and no discover/selection after the V/I-SMF handling. There are some difference between these two approaches on how much involvement of the SCP in the flow, e.g. whether the SCP is allowed to update the information in the JSON body. That may be related to security issue. 
2.2.3 V/I-SMF insertion based approach 
Another approach from the offline conf-call is based on the V/I-SMF insertion approach, i.e. the SCP discover/select H-SMF first, after that based on the returned service area of the H-SMF the V/I-SMF is inserted if necessary. This approach change the existing call flow. It has big impact to the existing system, 
1) How to interact with the UE and RAN: the 1st step interaction with the H-SMF is the normal SM procedure, the 2nd step to insert the V/I-SMF is the MM procedure. If we do like that, it is unclear which NF populate the N1/N2 SM message, the AMF or the V/I-SMF later? If it is later, it is not supported per existing procedure. So does this need define a new H/V/I-SMF?     
2) Mixed with the SM/MM procedure: Can the SMF and AMF processing in parallel, i.e. the SMF do the normal SM handling(PCF/UPF selection…) and AMF do the MM handling(V/I-SMF handling)? How to handle if the V/I-SMF insertion failure? 
3) Coexistence issue: several different PDU establishment procedure are defined at the system. Different call flow coexistence leads to interworking complexity. 
So at this stage we should avoid to have a big change to the existing SM establishment procedure. 

For the PCF selection, similar issue (UE policy association establishment) can be considered. Normally the AM policy association is established first. So for the UE policy association established procedure it like the HR roaming SMF selection procedure. Same issue can be considered  
2.3 Way forward suggestion
Delegated discovery should be supported in scenarios when it is beneficial and not introducing additional burden to the system.​There is even a major risk that the solution discussed are detrimental to adoption of 5GC by increasing the signalling excessively and/or complicating the system procedure.​
Delegated discovery is a new mechanism defined in Rel-16, it needs to be carefully reviewed. We should leverage the existing mature Service Mesh platform defined in the IT world, e.g. Istio, linkerd and not define a specific 3GPP variant platform.
Considering all above issue to be resolved, we do not see it is possible to resolve all issue in the remaining exception 0.5 TU. So our 1st priority proposal is same as last meeting, i.e. defer the usage of delegated discovery for the HR roaming and ETSUN case at Rel-16. We can study how to use the delegated discovery on other simple case first. After that we can recheck this issue. The related CR is S2-1907215.  
Proposal 1: Keep the same working agreement as last time, i.e. defer the usage of delegated discovery for the HR roaming and ETSUN case.

If the above proposal is not agreeable, we see that there one principle issue need be answered first: 
1) How much 3GPP specific logic can be defined at the SCP? Whether the SCP is allowed to add/remove the Service Request message header/ body?
And the following principles are proposed to be discussed first, 
1) The solution shall not rely on upgrade of V-SMF or V-PCF, i.e. the NF which not involve the SMF/PCF discovery before, shall not be impacted.
2) The solution shall keep the involvement of 3GPP specific service logic into SCP as less as possible, considering also the complexity of the solution.
3) It is preferable that same solution can resolve the delegated SMF discovery as well as delegated PCF discovery for home routed roaming scenario.
4) It is preferable that the solution also support the delegated SMF discovery for ETSUN case if possible.
One approach per above principle consideration are also proposed in the Annex and the related CR (S2-1907707). 
Proposal 2: if the working agreement cannot be confirmed, we propose to discuss the basic principle first. A list of principle and the related proposal are given. 
3 Summary and Proposal
In summary, solutions to support delegated discovery for SMF/PCF in case of HR roaming and ETSUN network configuration have one or more of the following issues:​
· Modified system procedure; 
· Modified payload (requiring different behaviour in the NFs).​
· 3GPP specific behaviour in the SCP​
· Homogenous support of Model D support​
· Increased signalling​
It is proposed to keep the original working agreement as described in S2-1907215, i.e. not adopt the delegated discovery for the SMF/PCF selection in case of HR roaming and ETSUN network configuration. 
[bookmark: _GoBack]If the above proposal is not agreeable, we propose to agree some basic principle first and from that see how far we can reach. 



Annex SMF selection in two steps


Figure 1 SMF selection via SCP in two steps
1. The AMF provides related parameters for H-SMF selection to SCP. The AMF also provide an indication, which is used to indicate the SCP not to send the request to the selected H-SMF. Instead the SCP shall reject the request with the H-SMF list that is selected by SCP.
2. The SCP does the H-SMF discovery, optionally via NRF based on the selection parameters provided by AMF. 
3. If the indication is included, the SCP rejects the service request. In the rejection, the selected H-SMF(s) is included.
4. The AMF generate a new service request message include that selected H-SMF(s). 
5. The AMF resend the new service request message, together with selection parameters for V-SMF selection. So that SCP can select the V-SMF. 
6. This time, the SCP can select one V-SMF based on selection parameters for V-SMF selection.
7. The SCP forwards the service request to the selected V-SMF instance. 
8-10. In the response message the SCP includes the V-SMF profile. 
This solution can also support ETSUN:
In step 1, the selection parameters is for SMF selection with the UE location information as preferred parameter, i.e. location information is not mandatory.
In step 3, the AMF determines whether the selected SMF can serve the UE location based on the received SMF profile. If yes, the AMF choose the SMF, and sends the request message to the selected SMF via SCP. If no SMF can support UE location, the AMF request the SCP to select I-SMF in step 5 providing the selection parameters for I-SMF selection.
SMF Service Area: the AMF needs the service area of the selected I-SMF and V-SMF. In step 2, the SMF profile from NRF includes the service area, the AMF knows the SMF services area based on the SMF profile returned in step 2. For I-SMF, one way to get I-SMF service area is in step 10, the SCP returns the I-SMF profile to AMF. Alternatively, the AMF can discover the SMF service area via NRF, i.e. the V/I-SMF instance ID is always included the response message. The AMF query the NRF using the V/I-SMF Instance ID. 

For PCF selection in case both H-PCF and V-PCF need to be selected, the same solution can be used.
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