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Abstract of the contribution: this paper re-introduces the endorsed solution from last sa2 S2-1904375 and also removes one EN related SUPI. 
Introduction

In case there is good progress made on SA1/SA3 on this topic, this solution needs to be placed in the TS 23.316. Also, changes toward the last version is highlighted in yellow.

To resolve the EN related to:

Editor’s Note: If and how to handle the same SUPI connecting from multiple devices simultaneously to 5GC is FFS
It is proposed to keep the existing principle in which one SUPI per device is maintained. It is considered as error case otherwise.

Proposal

It is proposed to update TS 23.316 as follows:
4.10a
Non 5GC NAS capable device behind 5G-CRG and FN-CRG.

For Stand-alone Non-Public Network, non 5GC NAS capable devices (e.g., N5CW devices) connecting via W-5GAN can be authenticated by the 5GC using EAP based authentication method(s) as defined in TS 33.501 [11]. The following call flow describes the overall authentication procedure with FN-CRG.
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Figure 4.10a-1: Non-5GC device authenticated by 5GC procedure
1.
W-AGF registers FN-RG to 5GC based on subclause 7.2.1.3.

2.
FN-CRG is configured as L2 bridge mode and forwards any L2 frame forward to W-AGF. 802.1x authentication is triggered. This can be done either by non 5GC NAS capable device sending a EAPOL-start frame to W-AGF or W-AGF receives a frame from an unknown MAC address. 
3.
W-AGF, on behalf of the non 5GC capable device, formulate a N1: Registration Request message to AMF with Registration type indicating “non 5GC NAS capable device” initial registration.

4. 
AMF selects a suitable AUSF based on registration type. 

5.
EAP based authentication defined in TS 33.501 [11] is performed between the AUSF and non 5GC NAS capable device.
Once the non 5GC NAS capable device has been authenticated, the AUSF provides relevant security related information to the AMF. AUSF shall return the SUPI (e.g., username of the non 5GC NAS capable device) to AMF only after the authentication is successful. 


NOTE: Each device is registered to 5GC with its own unique SUPI.
AMF performs other registration procedures as required (see TS 23.502 subclause 4.2.2.2.2).

6.
AMF sends Registration Accept message to W-AGF. 

Only one PDU session per non 5GC NAS capable device is supported.
Roaming is not supported.
For 5G-CRG, it behaves as FN-CRG (i.e., L2 bridge mode) when handling non 5GC NAS capable device.
**** End of Change ****
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