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Abstract of the contribution: This paper discusses another alternative regarding ATSSS Performance Measurement protocol. 
Discussion
It was discussed whether UDP or TCP should be used for the transport of Performance Measurement protocol (PMP). This paper proposes an alternative transport protocol (DCCP) that is specified in IETF as RFC and inherently supports the measurements that would be provided by ATSSS Performance Management protocol, i.e. no such on top protocol needs to be specified, at least RTT. DCCP is already supported by the Linux kernel.

[bookmark: __DdeLink__1403_541201571]The principal difference of DCCP, when compared to UDP, is the presence of a congestion control and the fact that DCCP is connection oriented. When compared against TCP, the flexible congestion control and the unreliable data delivery of DCCP stand out.

· DCCP has a modular congestion control, meaning the probing is modular as well;
· As with TCP, when traffic is flowing probing is carried out automatically;
· When there is no traffic, a separate probing socket or keep alive mechanisms may be used;
· A non-blocking congestion control may be developed (easily) to handle probes;
· Current congestion controls in DCCP have adjustable ACK-ratios, enabling echo-response behavior;

Pros and cons of UDP and TCP as transport of the Performance Measurement protocol have been discussed in [1] and [2].
It was proposed to use TCP over UDP for main following reasons:
· RTT measurements can be supported by existing methods (e.g. RFC 7323). TCP statistics can be used to decide when RTT should be measured. 
· TCP provides the handshake, keepalives and disconnect processes;
· Transmission errors are solved by in-built TCP retransmission mechanism;
· UDP payload w/o IP fragmentation is limited to about 1300 bytes;
· Security against malicious applications in the UE is easier to solve than with UDP. 
Main drawback of TCP as transport for PMP: 
· TCP is subject to reliable transmission, which stops continuous and meaningful measurements in case of packet loss.
Main drawbacks of UDP as transport for PMP:
- UDP as underlying PMF protocol requires further definition and standardization of a measurement protocol on top of UDP. However, a DCCP as PMF protocol is already well standardized and does not need any further extension.
- Using DCCP simplifies the model, as a DCCP connection is first established from the UE to UPF, and then either the UE or the UPF can exchange measurement messages (e.g. “echo request”, “echo response”) via this DCCP connection. On the other hand, if we use UDP, the UPF will not be able to send any measurement messages to UE until the UE first sends a measurement message to UPF, which includes its source UDP port. In some cases also, the source UDP port assigned in the UE may be ephemeral (i.e. transient), thus, it would use a different source UDP port than other UEs. Reserving a fixed source UDP port on the UE is not feasible as the port may be used by an application or service running on the UE.  
How does DCCP supports RTT measurements for each access:
Sending test packages through a DCCP flow gives a direct impression over the RTT, since DCCP’s acknowledgment mechanism in combination with DCCP’s congestion control calculates the RTT. DCCP’s RTT measurements can be retrieved via existing APIs from the PMF. No RTT calculation inside PMF is required. A possible, DCCP based, procedure is shown in Fig. 1. 
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Fig. 1: RTT measurements between UE and UPF using the existing DCCP mechanisms

How does DCCP supports access availability for each access:
The monitoring of DCCP’s RTT or CWND (congestion window) can be used to derive an access availability. This requires sending probing packets through the DCCP connection between UE and UPF, like Fig. 1

How to setup DCCP based RTT and access availability measurements:
1. After the MA PDU Session is established and the UE receives Measurement Assistance Information and ATSSS rules, the PMF in the UE initiates two DCCP connections to the PMF in the UPF:
1. One DCCP connection to the <IP address> and <Port> contained in the Measurement Assistance Information; and
1. One DCCP connection to the <IP address> and <Port+1> contained in the Measurement Assistance Information.
1. Routing rules in the UE are used to route the traffic of the first DCCP connection over 3GPP access and the traffic of the second DCCP connection over non-3GPP access, based on the destination DCCP ports
After both DCCP connections are established:
1. The DCCP layer in the UE has estimated the RTT values over both accesses and the PMF in the UE may retrieve these RTT values from the DCCP layer via existing APIs. 

DCCP has following advantages compared to TCP and UDP:

· DCCP supports congestion control;
· DCCP does not enforce retransmissions;
· The protocol has a modular congestion control to gain RTT at any time granularity and access availability; 
· DCCP is standardized;
· DCCP is connection oriented.

Observation1: DCCP supports the transport of Performance Measurement protocol without the drawbacks of UDP and TCP.
Conclusion1: DCCP should be considered as transport protocol for the Performance Measurement protocol.
B. PMF transport protocol requirements:
Based on above observations any protocol used to exchange PMF messages should support the following requirements:

· The protocol must be able to deploy some kind of congestion control , without imposing a specific transport characteristic;
· In particular, the protocol should not impose additional latency e.g. by enforcing reliable delivery;
· It should be standardized;
· It should be connection oriented.

Conclusion2: Any protocol used to exchange PMF messages should support requirements listed above.
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Proposal
It is proposed to :
- consider DCCP as transport protocol for PMF messages. 
- the protocol requirements for the transport of PMF messages should be adopted by the requirements as listed in section B.
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