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Abstract of the contribution: This contribution discusses the 5GS bridge management including bridge ID management, port ID management and information reporting, and TSN stream establishment including forwarding rules and scheduling rules configuration.
1. Introduction

For the architecture of supporting 5GS integration with TSN, this paper provides analysis for 5GS Bridge management, TSN stream establishment. 
2. Discussion
This paper aims to discuss the following editor’s notes on 5GS integration with TSN. For 5GS logical TSN bridge management, including:

-
It is FFS whether and how the topology of 5GS Bridge as deined in 802.1AB[y] is needed and if addition information is needed.

-
How and when to collect/generate the user plane information of 5GS Bridge within 5GS is FFS.
For QoS parameters mapping for 5GS Bridge configuration, including:

-
Thedetails on the binding information in the UE is FFS.

-
How 5GS receives the AdminControlList and AdminBaseTime from CNC and how 5GS provides it to DS-TT and NW-TT is FFS.
2.1. Logical bridge information reporting

As different UPFs may support different traffic classes, VLANs to TSN network, the SMF should select a UPF for UE based on subscribed traffic classes and subscribed VLANs. 

For bridge information reporting, it includes port based information and bridge based information. Port based information is information of a single bridge port, like propagation delay, topology information, traffic class mapping table and port capabilities (bandwidth and supported VLAN). Bridge based information is information of the bridge, like bridge delay which corresponds to a port pair per traffic class. 
Since ports of the 5GS Bridge on NW-TT and DS-TT could manage their information themselves, and the 5GC does not use the port based information, they could report their port based information to the AF via 5GC using a transparent transport. The port based information is packaged as TSN standard defined.
· For port on UPF side, the bridge ID and port ID are pre-configured on the UPF. Message container is used to transparently transport port information by UPF/NW-TT between the UPF and the SMF, and between the SMF and the AF.
· For port on the UE side, the port ID is allocated by the UPF to avoid the ID conflicts. If port ID on the UE side is allocated by other NFs, it may have conflicts with the port ID on UPF/NW-TT. The 5GS Bridge ID and allocated port ID are provided to the UE to support topology discovery and port information generation. NAS container or a UP message is used to transfer port information to the SMF. 
Annex 4.1 illustrates the 5GS Bridge information reporting procedure.

Proposal 1.1: Propose to approve the solution for the 5GS Bridge ID and port ID management.
Proposal 1.2: Propose that SMF selects a UPF for the PDU Session based on UE’s subscribed traffic classes and subscribed VLANs.
Proposal 1.3: Propose to approve the 5GC transparently transports the bridge port information.
2.2 Logical bridge configuration
Annex U.2 of 802.1Qcc gives a workflow example for Fully-centralized model. While establishing a TSN flow, the CNC would uses destination MAC address and VLAN ID as tools to configure TSN feature within the TSN domain, as illustrated at step 7 of the workflow. If the TSN network supports TSN feature of 802.1Qbv, the CNC would provide the scheduling rule to TSN bridges and provides interface configuration of talker to the CUC as illustrated at step 8 of the workflow.

In step 7 of 802.1Qcc Annex U.2, the Static Filtering Entries (Defined in 802.1Q 12.7) is provided to a bridge by the CNC for traffic forwarding, if the TSN network not support 802.1CB (IEEE Standard for Frame Replication and Elimination for Reliability). The Static Filtering Entries configures the destination MAC address and VLAN ID of a TSN stream, and ingress port ID and egress port ID on the bridge for forwarding the TSN stream. For the 5GS Bridge, since R16 does not support 802.1CB, a forwarding rule should be created on the UPF for a TSN stream based on the Static Filtering Entries. The ingress port ID for DL stream and egress port ID for UL stream should be provided to the UPF/NW-TT.
In step 8 of 802.1Qcc Annex U.2 while the TSN network supports enhancements for scheduled traffic (802.1Qbv), the gate control list for a traffic class on bridge port is provide to a bridge. The gate control list configuration is per port per traffic class. For the 5GS Bridge, a UE/DS-TT port corresponds to a PDU Session, the port configuration for UE/DS-TT port could be provided on the corresponding PDU Session. But for the port configuration for UPF/NW-TT port, it does not corresponds to a given PDU Session, the AF should decide a PDU Session with which to send the port configuration.
In order to avoid the PCF understanding the 802.1Qbv configuration and the 5GS Bridge user plane composition, the AF should indicate the PCF if a configuration is for the PDU Session or not. The indication would lead the SMF to transparently transport the configuration to the UE or UPF. An alternative solution is the AF indicates the configured port ID to the PCF, then the SMF receives the port ID from the PCF and decides if the port ID belongs to the UE or the UPF.
Annex 4.2 illustrates the 5GS Bridge QoS flow generation procedure.
Proposal 1.4: Propose the 5GC to generate flow forwarding rule on the UPF for TSN stream forwarding. According to the Static Entity Filter received from the TSN CP, the forwarding rule includes the stream destination MAC address, ingress port ID for DL stream or egress port ID for UL stream.
Proposal 1.5: Propose the 5GC transparently transports the configuration for 5GS port received from the TSN CP to the UPF/NW-TT and UE/DS-TT for traffic scheduling.
3. Proposals
It is proposed that SA2 discussed above issue and made a decision. Based on the decision the related conclusion can be moved to CR. 
4. Annex
4.1 5GS Bridge information reporting procedure
Following figure illustrated the port information reporting procedure.
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3.UPF Selection

1.PDU Session Establishment Request 

2. 23.502 Figure 4.3.2.2.1-1 step 2-7b

4. N4 Session Establishment Request 

5. N4 Session Establishment Response (5GS Bridge ID, UE port ID)

6. Namf_Communication_N1N2MessageTransfer(NAS: 5GS Bridge ID, UE port ID)

7. 23.502 Figure 4.3.2.2.1-1 step 14-20

11. Register or update 5GS Bridge 

9.1 UE/TT topology and port capabilities

8. Establish/Modify 5GS Bridge (5GS Bridge ID, UE port ID, UE ID)

10. UPF/TT N6 topology and port capabilities

9.2 UE/TT topology and port capabilities


Identities of 5GS Bridge and UPF/NW-TT ports are pre-configured on the UPF based on deployment.

Step1-2. PDU Session establishment as defined in 23.502 clause 4.3.2.2.1-1 step 1-7b.

Step 3. The SMF selects a UPF in the requested DN according to UE subscribed traffic classes and optionally subscribed VLANs.

Step 4. The SMF sends N4 Session Establishment Request to the UPF for allocating UE port ID.

Step 5. The UPF allocates a port ID for the PDU Session and sends the SMF an N4 Session Establishment/Modification Response with 5GS Bridge ID and UE port ID.

Step 6. The SMF sends the 5GS Bridge ID and UE port ID to the UE within N1 SM container via the AMF.

Step 7. Complete the PDU Session establishment procedure as 23.502 4.3.2.2.1-1 step 14-20 defined.

Step 8. The SMF sends a late notification to the AF as defined in 23.502 clause 4.3.6.3 to establish/modify the 5GS Bridge with the binding relation of the 5GS Bridge ID, the UE port ID and the UE MAC address.  

Step 9.1-9.2. The UE/DS-TT sends its topology information and port capabilities to the SMF transparently via NAS container as step 9.1. Alternatively the UE/DS-TT sends those information to the UPF via user plane, then it is transparently transported to the SMF via N4 container as step 9.2. The SMF then transparently transport the information to the AF via a late notification.

Step 10. Topology information and port capabilities on the UPF/NW-TT side is reported to the SMF transparently via N4 container and then transparently transferred to the AF via a late notification.

Step 11. The AF receives and maintains the 5GS Bridge ID, port IDs, UE ID and port capabilities. 5GS Bridge information and topology information are sent from the AF to the TSN CP to create a TSN Bridge or update the bridge.

4.2 5GS Bridge QoS flow generation procedure
Following figure illustrated the QoS flow generation procedure, including forwarding rule and port based configuration.
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1. Static Entity Filter configuration

2. AF requests to influence traffic routing

3. Npcf_SMPolicyControl_UpdateNotify

4. N4 PDU Session modification

5. Port based configuration

6. Decide a PDU 

session for 

configuration

7. AF requests to influence traffic routing for port configuration

8. Npcf_SMPolicyControl_UpdateNotify for port configuration

9. N4 PDU Session Modification for UPF/TT port configuration

10. N1 SM container for UE/TT port configuration


Step1-4 are procedures for forwarding rule generation. Step 5-10 are procedures for port based configuration generation.

Step 1. The AF receives Static Entity Filter configuration from the TSN CP. Received configuration includes the destination MAC address and VLAN ID of a TSN stream, ingress port ID and egress port ID on 5GS Bridge for forwarding the stream.

Step 2. The AF determines the traffic class of the TSN stream, and determines the UE PDU Session according to the ingress port ID or egress port ID that corresponds to the binding relation of the 5GS Bridge ID, port ID of UE/DS-TT and PDU Session. And the AF requests to influence traffic routing as defined in 23.501 clause 5.6.7 with the UE MAC address of the PDU Session, traffic class, stream destination MAC address, ingress port ID or egress port ID on the UPF/NW-TT side and VLAN ID.

Step 3. The PCF maps the traffic to 5QI and notifies the traffic routing rule with destination MAC, ingress port ID or egress port ID on UPF/NW-TT and the VLAN ID to the SMF via Npcf_SMPolicyConrol_UpdateNotify message.

Step 4. The SMF provides the traffic routing rule for the PDU Session via PDU Session modification. The traffic routing rule contains the stream destination MAC address for packet detecting, and ingress port ID on UPF/NW-TT for DL packet detecting or egress port ID on UPF/NW-TT for packet forwarding. 

Step 5. The AF receives port based configuration (e.g. the gate control list of 802.1Qbv) with port ID from the TSN CP.

Step 6. The AF decides a PDU Session for configuration. The decided PDU Session is the one corresponds to the configured port if which is on the UE/DS-TT side. Or if the configured port is on the UPF/NW-TT side, the AF selects a PDU Session that corresponds to a port on the 5GS Bridge.

Step 7. The AF requests to influence traffic routing as defined in 23.501 clause 5.6.7. The configuration is transparently transported to the PCF with the UE Mac address of the PDU Session and a port indication that if the configuration is for the port on UE/DS-TT or not.

Step 8. The PCF transparently transports the port configuration for the PDU Session with the port indication to the SMF via Npcf_SMPolicyConrol_UpdateNotify.

Step 9-10. If the port indication indicates the configuration is not for the UE/DS-TT, the SMF transparently transports the port configuration to the UPF/NW-TT via N4 PDU Session modification procedure. Or if the configuration is for the UE/DS-TT, the SMF transparently transport the configuration to the UE/DS-TT via N1 SM container.
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