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Abstract of the contribution: This contribution proposes some update of network performance analytics to remove an edit note.
1.
 Rationale
In clause 6.6 of TS 23.288, there is an editor’s note as following:
· It is FFS based on which information the NWDAF knows which NF to ask NRF.

Network is comprised of access network and core network. Based on the Area of Interest, NWDAF can decide the gNBs which performance data should be collected from OAM. However, NWDAF can’t decide all the involved NFs (such as UPF and SMF) in core network by querying NRF with Area of Interest. Several S-NSSAIs and DNNs may be subscribed for UEs which is identified by the Internal Group Identifier. Different UPF or SMF may serve different DN or network slice for the Area of Interest. So that NWDAF needs to provide Area of Interest, as well as DNN and/or S-NSSAI, to query NRF the involved NFs and get NF load information. NWDAF may get the DNNs and S-NSSAIs from the request from consumer or from UDR based on Internal Group Identifier of UEs. So, the editor’s note can be removed. 
2. Proposals
It is proposed to adopt the following proposed update to TS 23.288.   
***** The 1st Change *****
6.6
Network Performance Analytics
6.6.1
General

Network Performance Analytics provides either statistics or predictions on the load in an Area of Interest; in addition it may provide statistics or predictions on the number of UEs that are located in that Area of Interest.

The consumer of these analytics may indicate in the request:

-
Analytics ID set to "Network Performance".

-
The Area of Interest where the load at the time indicated in the Observation period is requested.

-
An Internal Group Identifier that refers to the group for which the analytics on the number of UEs that are located in the Area of Interest at the time indicated in the Observation period is requested.

-
DNN(s) and/or S-NSSAI(s) to query NRF about the involved NF(s) to get NF load information.
-
An Observation period indicates the time when the statistics or prediction are requested.

-
In a subscription, the Notification Correlation Id and the Notification Target Address are included.

The NWDAF notifies the result of the analytics to the consumer as indicated in clause 6.6.3.

***** The 2nd Change *****
6.6.4
Procedures
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Figure 6.6.4-1: Procedure for subscription to network performance analytics
1.
The NF sends Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request (Analytics ID="Network Performance", AnalyticsFilter="Area of interest" and optionally with  "Internal Group Identifier", "DNN(s)" and/or "S-NSSAI(s)", Observation Period(s)) to the NWDAF. 
2.
The NWDAF discovers from NRF the AMF(s) belonging to the AMF Region(s) that include(s) the Area of Interest and subscribes to NF load information from NRF about these AMF(s), and SMF(s) and UPF(s) based on DNN(s) and/or S-NSSAI(s) information. 
If there is no DNN(s) and/or S-NSSAI(s) in the request described in step 1, NWDAF may get subscribed DNN(s) and/or S-NSSAI(s) for the Internal Group Identifier from UDR (not shown in Figure 6.6.4-1). NWDAF discovers from NRF the SMF(s) and UPF(s) serving the DNN(s) and/or S-NSSAI(s).

3.
The NWDAF subscribes to OAM to get the load information on the Area of Interest, following the procedure captured in Clause 6.2.3.2.

Editor's note:
The exact SA WG5 service, granularity (NF, eNB) and measurement or KPI that are used for load information are FFS (e.g. UL/DL Total PRB Usage, distribution of UL/DL Total PRB Usage as per TS 28.552, VRU as per TS 28.554 [10] clause 6.4.2).

4.
The NWDAF collects the number of UEs located in the Area of Interest from AMF using Namf_EventExposure_Subscribe service, including the Target Event Reporting provided as an input parameter (i.e. any UE or Internal Group Identifier).
Editor's note: An Event ID such as "Number of UEs present in a geographical area" needs to be added to TS 23.502 [3] clause 5.2.2.3.1, as currently this Event ID is only specified for NEF.
5.
The NWDAF derives the requested analytics.

6.
The NWDAF sends Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_Request response (one or more instances of the n-tuple (Load in Area of Interest and number of UEs, timestamp) SubscriptionCorrelationId, Probability of assertion).

7-8.
A change of network performance information, i.e. change in the load in the area of interest at the observed period, is detected by OAM, or a change in the NF load information is reported by NRF, and is notified to NWDAF.

9.
The NWDAF derives new analytics based on the most recent data collected.

10.
The NWDAF provides a notification using Nnwdaf_AnalyticsSubscription_Notify (one or more instances of the n-tuple (Load in Area of Interest and number of UEs, timestamp) SubscriptionCorrelationId, Probability of assertion.

***** End of Changes *****
3GPP
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