
3GPP TSG-SA WG2 Meeting #133
S2-1905536
May 13 – 17, 2019, Reno, Nevada, US 
(Revision of S2-1903814)
Source:
Huawei, HiSilicon, 
Title:
Adding Information for enabling proper triggering of NWDAF Data Collection
Document for:
Approval

Agenda Item:
6.11

Work Item / Release:
eNA / Rel-16
Abstract of the contribution: This contribution proposes the definition of the information associated with the network map for data collection, configured at NWDAF and how it is used to trigger the data collection from different NF sources.
1. Discussion

Observation 1: TS 23.288 defines in Clause 6.2.2.4 the following:

“The information provided by the NRF to the NWDAF with the Nnrf_NFDiscovery_Request and the Nnrf_NFManagement_NFStatusNotify operations are the NFProfile and the NFService. Such information can be used to set-up and maintain a consistent network map for data collection and also, depending on use cases, in order to perform estimations:”

Problem: It is not defined in TS 23.288 which information qualifies the network map for data collection and how this network map for data collection is used by NWDAF. 

Proposed Solution:
· Definition of the information associated with the network map for data collection, configured at NWDAF and how it is used to trigger the data collection from different NF sources.

Observation 2: TS 23.288 defines in Clause 6.6.4 the following FFS:

Editor's note:
It is FFS based on which information the NWDAF knows which NF to ask NRF.
Proposed Changes in TS 23.288:
1. Update Clause 6.2.1 with the information related to the network map for data collection and how NWDAF uses such information for triggering data collection.
2. Update Clause 6.6.4 with NWDAF discovering AMF based on the principles of the updates in Clause 6.2.1. 

2. Proposal
**** First Change ****
6.2.1
General
The Data Collection feature permits NWDAF to retrieve data from various sources (e.g. NF such as AMF, SMF, PCF), as a basis of the computation of network analytics.

All available data encompass:

-
OAM global NF data,

-
behaviour data related to individual UEs or UE groups (e.g. UE reachability), and pre-computed metrics covering UE populations (e.g. number of UEs present in a geographical area), per spatial and temporal dimensions (e.g. per region for a period of time),

-
other NF data available in the 5GC (e.g. NRF)

The NWDAF shall use at least one of the following services:
-
the Generic management services as defined in TS 28.532 [6] offered by OAM in order to collect OAM global NF data.
-
the Exposure services offered by NFs/AFs in order to retrieve behaviour data and other non-OAM pre-computed metrics.

-
Other NF services in order to collect NF data (e.g. NRF)

The NWDAF shall obtain the proper information to perform data collection:

· For an analytics ID, NWDAF is configured with the corresponding NF Type(s) and/or event ID(s) and/or OAM measurement types.
· The NWDAF queries the NRF to discover NF instance(s) with the related,   NF type(s) and optionally S-NSSAI(s) and area of interest, provided by consumer in Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request.
· NWDAF invokes Nnf_EventSubscribe services including the corresponding event ID(s) to collect data from the NF instance(s) provided NRF, and/or triggers the procedure in Clause 6.2.3.3 to subscribe to OAM services to retrieve the OAM measurement types associated with the analytics ID.
The NWDAF shall be able to discover the metrics supported by a NF/AF.

Data collection procedures enables the NWDAF to efficiently obtain the appropriate data with the appropriate granularity.
When a request or subscription for statistics or predictions is received, the NWDAF may not possess the necessary data to perform the service. 

· Data on the monitoring period in the past matching the observation period is necessary for the provision of statistics and predictions. 

· Data on longer monitoring periods in the past is necessary for model training.

Therefore, in order to optimize the service quality, the NWDAF may undertake the following actions:

· The NWDAF may return a probability assertion as stated in 6.1.3 expressing the confidence in the analytics produced. With zero confidence, no analytics shall be returned. This confidence is likely to grow in the case of subscriptions.

· The value of the confidence depends on the level or urgency expressed by the time deadline as stated in 6.1.3, the level of accuracy, the availability of data. If no sufficient data is collected to provide an estimation for the requested level of accuracy before the time deadline, the service shall return a zero confidence. Otherwise, the NWDAF may wait until enough data is collected before providing a response or a first notification.

· In order to be prepared for future requests on statistics from NFs/AFs/OAM, the NWDAF, upon operator configuration, may collect data on its own initiative, e.g. on samples of UEs (e.g. mobility), and retain the data collected in the data storage.

The volume and maximum duration of data storage is also subject of operator configuration.

The NWDAF may decide to reduce the amount of data collection in case of high signalling load, by either prioritizing requests, reducing the duration of data collection, or the sampling ratios.
*************** Next change ***************
6.6.4
Procedures
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Figure 6.6.4-1: Procedure for subscription to network performance analytics
1.
The NF sends Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request (Analytics ID="Network Performance", AnalyticsFilter="Area of interest" or "Area of interest" and "Internal Group Identifier", Observation Period(s)) to the NWDAF.

2.
Based on the Analytics ID="Network Performance", the NWDAF identifies the related NF type is AMF type. The NWDAF discovers from NRF the AMF instance(s) by invoking Nnrf_NFDiscovery_Request including AMF type and  the Area of Interest and subscribes to NF load information from NRF about these AMF instance(s).
Editor's note:
It is FFS based on which information the NWDAF knows which NF to ask NRF.
3.
The NWDAF subscribes to OAM to get the load information on the Area of Interest, following the procedure captured in Clause 6.2.3.3.

Editor's note:
The exact SA5 service, granularity (NF, eNB) and measurement or KPI that are used for load information are FFS (e.g. UL/DL Total PRB Usage, distribution of UL/DL Total PRB Usage as per TS 28.552, VRU as per TS 28.554 clause 6.4.2).
4.
The NWDAF collects the number of UEs located in the Area of Interest from AMF using Namf_EventExposure_Subscribe service, including the Target Event Reporting provided as an input parameter (i.e. any UE or Internal Group Identifier)..
Editor's note: An Event ID such as "Number of UEs present in a geographical area" needs to be added to TS 23.502 clause 5.2.2.3.1, as currently this Event ID is only specified for NEF.
5.
The NWDAF derives the requested analytics.

6. 
The NWDAF sends Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_Request response (one or more instances of the n-tuple (Load in Area of Interest and number of UEs, timestamp) SubscriptionCorrelationId, Probability of assertion).

7-8.
A change of network performance information, i.e. change in the load in the area of interest at the observed period, is detected by OAM, or a change in the NF load information is reported by NRF, and is notified to NWDAF.

9.
The NWDAF derives new analytics based on the most recent data collected.

10.
The NWDAF provides a notification using Nnwdaf_AnalyticsSubscription_Notify (one or more instances of the n-tuple (Load in Area of Interest and number of UEs, timestamp) SubscriptionCorrelationId, Probability of assertion.

*************** End of changes ***************
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