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*** First Change ***

Y.X	HSS Discovery

In IMS networks where multiple HSS instances are deployed the CSCF or AS will need to determine which instance to invoke for the HSS service.  For service-based HSS instances the following apply:
-	Unless local configuration is used, when a HSS instance is initialized it shall perform NF function registration indicating the supported SUPI values (ranges, domains etc), as described in TS 23.501[93].
-	If the network uses proxy routing or indirect routing then the routing network may be configured to resolve the HSS instance, in this case the CSCF or AS may send the HSS service request using either the IMPU or SUPI (derived from IMPI) as the target address.  The routing network shall then perform the necessary actions to determine the correct instance to route the request to.
Otherwise:
-	If the CSCF or AS knows the IMPI it shall derive the SUPI and use the NF discovery procedure (using SUPI) to determine the HSS instance as described in TS 23.501 [93].
-	If the CSCF or AS only knows the IMPU then it shall use the NF discovery procedure (using IMPU) to determine the HSS instance as described in TS 23.501 [93].  Based on implementation the CSCF or AS may invoke the SLF directly to obtain SUPI (or instance ID) or the NRF may invoke the SLF on behalf of the CSCF or AS.

NOTE:	For a subscriber that only has 4G subscription information, a suitable SUPI based on their IMSI can be derived if they are supported by a service-based HSS and returned to ensure appropriate routing occurs.
In networks with mixed support for HSS supporting Diameter and service-based interfaces the CSCF/AS shall invoke the service-based discovery first, if the response does not include an instance ID or SUPI the CSCF/AS may try to use Diameter interfaces instead (based on local configuration) toward the HSS.

*** End of Changes ***

