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1 Introduction
It was identified that a solution is needed to address usage monitoring for the multiple PDU Sessions for the same S-NSSAI and DNN, see details in S2-1810498.
At the last several SA2 meetings, different solutions have been discussed, including selection of same or different PCF. Finally according to the show of hands result during the meeting, the consensus to go with selection of the same PCF, i.e. option 3 in the document S2-1813330, as supported by majority of the companies:

· Ensure only one PCF is selected per [DNN, S-NSSAI] by operator configuration (e.g. using NRF configuration) in R15.

· Develop a solution in R16.
This paper evaluates the alternative solutions which have been discussed in the last several meetings and proposes a new solution to resolve this usage monitoring problem for Rel-16.
2 Discussion
Below are several Alternative solutions to resolve the problem, which is introduced in the introduction part of this paper.
2.1 Alternative solution #1: UDM/UDR based PCF selection 
As shown in figure 1 below the UDM/UDR can be utilized for storage of the PCF(s) currently serving PDU Session(s) of the UE. 
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Figure 1: UDM/UDR based PCF selection 
Key aspects of this solution:

· The first SMF serving the S-NSSAI/DNN stores the PCF ID after PCF selection to the UDM/UDR.
· The UDM/UDR sends the PCF ID if stored for the requested S-NSSAI/DNN to the subsequent SMF along with the subscription data.
Pros:

· The UDM/UDR has the ability to store and expose dynamic information, including information related to PDU Sessions. This information is shown in 23.502 Table 5.2.12.1-2. The UDM/UDR is accessed anyways by the SMF during PDU Session establishment. This makes this solution feasible.
Cons: 

· The first SMF needs to store the PCF ID selected to the UDM/UDR.
· As described in TS 23.503 6.1.1.2.2, the BSF stores information about the selected PCF for all PDU Sessions in the PLMN. This by definition includes all combinations of UE/S-NSSAI/DNN. Storing the same information in another repository in the network may unnecessary lead to a duplication of data storage, which may lead to errors. 

· Utilizing the BSF only for session binding (with AF/NEF as a consumer) defeats the generic 5GC design concept of having NFs, which can expose their information via the SBI to any consumer. The BSF should be able to expose its binding information using the SBI to any consumer including SMF.
Alternative solution #2: BSF based PCF redirection 
As shown in figure 2 below, the BSF can be utilized to resolve the issue described above.
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Figure 2: BSF based PCF redirection 
Key aspects of this solution:
· PCF registers itself to the BSF once UE IP address is allocated (or modified) for the PDU session. If the BSF discovered that for the same S-NSSAI and DNN, another PCF has already been selected for the UE, it returns a previous selected PCF ID to the PCF. 
· If usage monitoring is required for the SUPI, the PCF provides the previous selected PCF ID to the SMF.
· SMF terminates the SM policy association with the PCF and establishes SM policy association with the previous selected PCF. 
Pros:

· BSF information/functionality is leveraged. Discovery of Binding Information in the BSF can be performed by PCF, ie in addition to AF/NEF. This conforms to a proper 5GC/SBI design of having NFs, which can expose their information via the SBI to any consumer.
Cons: 

· PCF redirection is required if the subsequent SMF selects a PCF different from the one selected by the first SMF serving the same S-NSSAI/DNN in case usage monitoring needs to be supported for the UE and the S-NSSAI/DNN. This would result in having the SMF terminate the current SM policy association and establishes a new SM policy association with the previous selected PCF. A blind selection of a PCF expected to be “fixed” by the wrong selected PCF, and early termination of a PDU session is not a good design.
Alternative solution #3: BSF based PCF selection
As shown in figure 3 below, the BSF can be utilized to resolve the issue described above.
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Figure 3: BSF based PCF selection 
Key aspects of this solution:
· First SMF (First PDU Session) - PCF registers itself to the BSF once UE IP address is allocated (or modified) for the PDU session (As a safety measure, the PCF can verify beforehand that no other PCF has already registers itself with the BSF for the same combination of UE/S-NSSAI/DNN). 

· Subsequent SMF (Subsequent PDU Session) - If no PCF found, then the SMF selects a PCF serving the DNN/S-NSSAI, which supports usage monitoring (UMC supported feature). Else If PCF found, the BSF returns a PCF id, and the SMF uses that PCF id for the new session.

Pros:

· BSF information/functionality is leveraged. Discovery of Binding Information in the BSF can be performed by SMF, ie in addition to AF/NEF. This conforms to a proper 5GC/SBI design of having NFs, which can expose their information via the SBI to any consumer.
· Clean design - The concept behind this solution is do the right thing to begin with (ie make sure the proper PCF is found rather than blindly find a possibly wrong PCF and then try to fix it).
· Good performance - PCF redirection is not required
Cons: 

· Similar to the two other alternative solutions, a repository has to be accessed to discover an existing PCF, which may be handling the combination of UE/S-NSSAI/DNN 

NOTE: The above only applies if usage monitoring at the PCF is enabled for the UE and DNN/S-NSSAI combination and multiple PDU connections for that DNN/S-NSSAI are allowed. This information could be either configuration at the SMF or retrieved from the UDM. This automatically reduces the likelihood of this procedure taking place, i.e. SMF having to query the BSF before doing the normal discovery and selection via the NRF. Also it should be based on operator policies and configuration, as it’s possible that this isn’t required, as for the given slice for example, the operator is using the same PCF vendor that can handle usage monitoring across multiple PDU Sessions and multiple PCFs based on state sharing between PCF instance in the slice (or NF Set).

3 Proposal
Based on the Pros and Cons of the three alternative solutions, it is clear that alternative solution #3 (BSF based PCF selection) uses the cleanest design, leveraging existing BSF functionality and leverages proper exposure of BSF information via the BSF SBI, ie using 5GC SBI principles. In addition, it has the least performance impact of the three alternative solutions (eg it doesn’t require pcf redirection).
It is recommended therefore to go with alternative solution #3 (BSF based PCF selection).
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