8

SA WG2 Meeting #132 
S2-193674
8 – 12 April 2019, Xi'an, China
 (revision of S2-19xxxxx) 

Source:
Nokia, Nokia Shanghai Bell

Title:
Miscellaneous corrections to TS 23.288
Document for:
Approval

Agenda Item:
6.11
Work Item / Release:
eNA / Rel-16
Abstract of the contribution: Miscellaneous corrections to TS 23.288.
Discussion

Heading for 4.2 and 4.3 should not refer to reference point architecture or service based architecture as only service based architecture is specified in TS 23.288. The reference point overall architecture can instead be found in TS 23.501. 

In 5.1, sentence "5GS Network Functions and OAM decide how to use the data analytics provided by NWDAF to improve the network performance." should read "5GC Network Functions and OAM decide how to use the data analytics provided by NWDAF to improve the network performance." since RAN/AN is not supposed to access NWDAF services.

Some editorial changes are proposed:

- to align the correct name for "Analytic ID"

- In 6.6.4 some Nnwdaf service name is incorrect.

Proposal

It is proposed to update TS 23.288 as follows.

FIRST CHANGE
4
Reference Architecture for Data Analytics
4.1
General

The NWDAF is part of the architecture specified in TS 23.501 [2] and uses the mechanisms and interfaces specified for 5GC and OAM.
The NWDAF interacts with different entities for different purposes:

-
Data collection based on event subscription, provided by AMF, SMF, PCF, UDM, AF (directly or via NEF), and OAM;
-
Retrieval of information from data repositories (e.g. UDR via UDM for subscriber-related information);

-
Retrieval of information about NFs (e.g. NRF for NF-related information, and NSSF for slice-related information);
-
On demand provision of analytics to consumers, as indicated in clause 6. 
A single instance or multiple instances of NWDAF may be deployed in a PLMN. In case multiple NWDAF instances are deployed, the architecture supports deploying the NWDAF as a central NF, as a collection of distributed NFs, or as a combination of both.

NOTE 1:  When multiple NWDAFs exist, not all of them need to be able to provide the same type of analytic results, i.e., some of them can be specialized in providing certain types of analytics. An Analytic ID information element is used to identify the type of supported analytics that NWDAF can generate.

NOTE 2:  NWDAF instance(s) can be collocated with a 5GS NF.
4.2
Non-roaming architecture
As depicted in Figure 4.2-1, the 5G System architecture allows NWDAF to collect data from any NF. The NWDAF belongs to the same PLMN where the network function that notifies the data is located.
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Figure 4.2-1: Data Collection architecture from any NF
The Nnf interface is defined for the NWDAF to request subscription to data delivery for a particular context, to cancel subscription to data delivery and to request a specific report of data for a particular context.
The 5G System architecture allows NWDAF to retrieve the management data from OAM by invoking the existing OAM services.
As depicted in Figure 4.2-2, the 5G System architecture allows any NF to request network analytics information from NWDAF. The NWDAF belongs to the same PLMN where the network function that consumes the analytics information is located.
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Figure 4.2-2: Network Data Analytics Exposure architecture

The Nnwdaf interface is defined for the network functions, to request subscription to network analytics delivery for a particular context, to cancel subscription to network analytics delivery and to request a specific report of network analytics for a particular context.
4.3
Roaming architecture
The interactions between the NWDAF and the other NFs are only considered in the same PLMN case.

Roaming architecture does not apply in this release of the specification.
5
Network Data Analytics Functional Description

Editor's Note: In this clause the analytics functionality is described, including type of analytics provided, the sources for input data, define that models are trained based on input data from multiple sources. Description of the Analytics supported and their scope.
5.1
General

The NWDAF (Network Data Analytics Function) as defined in TS 23.501 [2] provides analytics services to 5GC NFs, AFs, and OAM.

Analytics are either statistical information in the past, or predictive information in the future.

An NWDAF may be used for analytics for one or more Network Slice.
Different NWDAF instances may be present in the 5GCN, with possible specializations per categories of analytics. The capabilities of a NWDAF instance are described in the NWDAF profile stored in the NRF.

In order to support consumers of analytics the discovery of a NWDAF instance that is able to provide some specific type of analytics, each NWDAF instance should provide the list of Analytic ID(s) that it supports when registering to the NRF, in addition to other NRF registration elements of the NF profile. Other NFs requiring discovering an NWDAF instance that provides support for some specific type of analytics may query the NRF and include the Analytic ID(s) that identifies the desired type of analytics for that purpose.
5GC Network Functions and OAM decide how to use the data analytics provided by NWDAF to improve the network performance.

NWDAF utilizes the existing service-based interfaces to communicate with other 5GC Network Functions and OAM.

NWDAF may expose the result of the data analytics to any consumer NF utilizing a service-based interface.

The interactions between NF(s) and the NWDAF take place within a PLMN.

The NWDAF has no knowledge about NF application logic. The NWDAF may use subscription data but only for statistical purpose.
NEXT CHANGE
6.3.3
Analytic exposure

The NWDAF services as defined in the clause 7.2 and clause 7.3 are used to expose load level analytics from the NWDAF to the consumer NF (e.g. PCF or NSSF).

Following Analytic ID is considered:
-
Load level information with following possible analytic filters:

-
Network Slice Instance.

-
Load Level Threshold value (the NWDAF report when the load level crosses the threshold provided in the analytic subscription); if no threshold is provided in the subscription, the reporting (Notify operation) is assumed to be periodic.
NEXT CHANGE
6.4.3
Output Analytics
The NWDAF services as defined in the clause 7.2 and 7.3 are used to expose the observed service experience (i.e. average observed Service MoS) from the NWDAF to the consumer NF (e.g. PCF), indicating e.g. how well the used QoS Parameters satisfy the Service MoS agreed between the MNO and the end user or between the MNO and the external ASP. A new Analytic ID named "Service Experience" is defined with one or multiple combinations of the following  analytic filters:

-
Application ID

-
Network area


-
Time window

-
Media/application bandwidth

-
S-NSSAI

-
DNN
6.4.4
Procedures
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Figure 6.4.4.1-1: Procedure to NWDAF assisted QoS profile provisioning and adjustment
For an application Id, a set of initial QoS parameter combinations per service experience window (e.g. one is for  QUOTE 90%≥h1≥85% 3<Service MOS<4 and the other is for  QUOTE 90%≥h1≥85% 4<Service MOS<5) is defined in PCF (e.g. by configuration of operator policies).

1.
Consumer NF sends an Analytics request/subscribe (Analytic ID = Service Experience, Analytic Filter information = (Application ID, time window, S-NSSAI, DNN)) to NWDAF by invoking a Nnwdaf_AnalyticsSubscription_Subscribe.
2a. NWDAF subscribes the service data from AF in the Table 6.4.2-1 by invoking Naf_EventExposure_Subscribe service (Event ID = Service Data, Event Filter information = Application ID, Target of subscription = Any UE) as defined TS 23.502 [3].
2b.
NWDAF subscribes the network data from 5GC NF(s) in the Table 6.4.2-2 by invoking Nnf_EventExposure_Subscribe service (Event ID = 5QI Statistics, Event Filter information = Application ID, Target of subscription = Any UE) as defined in TS 23.502 [3].
2c. With these data, the NWDAF offline trains a Service QoE Model for the given application, which will be used to determine/estimate the Service experience for the application later on.
NOTE 1:
The data collection call flow only shows a subscription-notification model for the simplicity instead of both request-response model and subscription-notification model.
Editor's notes:
The explicit list of input data from OAM (such as PM measurements) is not finalised and FFS.
NOTE 2:
QoE measurements from the applications are based on outcome of the ongoing SA5 Rel-16 WID  "Management of QoE measurement collection" which addresses how to collect the QoE measurements from the applications in the UE.

3.
The NWDAF provides the data analytics, i.e. the observed Service Experience (maybe a range) to the consumer NF by means of Nnwdaf_AnalyticsSubscription_Notify, indicating how well the used QoS Parameters satisfy the Service MoS agreed between the MNO and the end user or between the MNO and the external ASP:

a)
The observed Service Experience e.g. average observed Service MOS.

b)
Spatial validity condition, when the estimated Service Experience applies.

c)
Time validity condition, when the estimated Service Experience applies.

NOTE 3:
The call flow only shows a request-response model for the simplicity instead of both request-response model and subscription-notification model.

-
If the consumer NF is PCF, based on the observed Service Experience (this can be a range) provided by NWDAF, and the operator policies that takes into account the SLA (including the required Service Experience), the PCF takes into account to determine the used QoS parameters to be applied for the service if PCF determines that application SLA is not satisfied, as defined in clause 6.1.1.3 and clause 6.2.1.2, TS 23.503 [4].
NOTE 4:
The non-real time data information from AF includes the service experience data (see Table 6.4.2-1), which indicates the service quality during the service lifetime.
NEXT CHANGE
6.5.4
Procedure

The procedure depicted in Figure 6.5.4-1 allows a consumer NF to request analytics to NWDAF for NF load.
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Figure 6.5.4-1: NF load analytics provided by NWDAF
1.
The NF sends a request to the NWDAF for analytics for NF load for a specific NF, using either the Nnwdaf_AnalyticsInfo or Nnwdaf_AnalyticsSubscription service. The Analytic ID is set to NF load information, the target for analytics is set to NF id. The NF can request statistics or predictions or both and can provide a time window.
2.
If the request is authorized, and in order to provide the requested analytics, the NWDAF may need to subscribe to OAM services to retrieve the target NF load information and the target NF resource status. This step, together with steps 3, 4 and 5, may be skipped when e.g. the NWDAF already has the requested analytics.

Editor's note:
The exact SA5 service used is FFS.

3.
OAM performs the required configuration in order to provide the information requested by the NWDAF's subscription request. It is up to the OAM to identify if already deployed/configured support for data collection related to the subscription request will be reused for each request from NWDAF or if new support for data collection of information associated with the subscription needs to be deployed/configured.

4.
OAM performs the tasks, e.g. data collection, data processing, associated with the subscribed request from NWDAF.
5.
OAM services send notification(s) to NWDAF about subscribed information.

NOTE:
The call flow only shows a subscription/notification model for the simplicity, however both request-response and subscription-notification models should be supported.

6.
The NWDAF may retrieve the NF load from NRF using Nnrf_NFManagement_NFStatusSubscribe service operation.
Editor's note:
Either step 6 or step 2-5 is performed.
7.
The NWDAF derives requested analytics.
8.
The NWDAF provide requested NF load analytics to the NF, using either the Nnwdaf_AnalyticsInfo_Response or Nnwdaf_AnalyticsSubscription_Subscribe response, depending on the service used in step 1.

9-11. If at step 1 the NF has subscribed to receive continuous reporting of NF load analytics, the NWDAF may generate new analytics and provide them to the NF upon reception of new NF load information from OAM.
NEXT CHANGE
6.6
Network Performance Analytics
6.6.1
General

Network Performance Analytics provides either statistics or predictions on the load in an Area of Interest; in addition it may provide statistics or predictions on the number of UEs that are located in that Area of Interest.

The consumer of these analytics may indicate in the request:

-
Analytic ID set to "Network Performance".

-
The Area of Interest where the load at the time indicated in the Observation period is requested.

-
An Internal Group Identifier that refers to the UEs that belong to the Internal Group that are located in the Area of Interest at the time indicated in the Observation period.

-
An Observation period indicates the time when the statistics or prediction are requested.

-
In a subscription, the Notification Correlation Id and the Notification Target Address are included.

The NWDAF notifies the result of the analytics to the consumer as indicated in clause 6.6.3.

NEXT CHANGE
6.6.3
Output Analytics

The NWDAF provides Network Performance Analytics to a consumer that includes the load in the area of interest and the number of UEs located in the area of interest or both at the time requested by the consumer in the Observation Period:

-
Analytic ID set to "Network Performance".

-
Notification Target Address including the address of the consumer.

-
Notification Correlation Id, for the consumer to correlate notifications from NWDAF if subscription applies.

-
Analytic specific parameters including the load in the Area of Interest and the number of UEs in the Area of Interest, at the time indicated in the Observation period.
6.6.4
Procedures
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Figure 6.6.4-1: Procedure for subscription to network performance analytics
1.
The NF sends Nnwdaf_AnalyticsSubscription_Subscribe Request (Analytic ID="Network Performance", AnalyticsFilter="Area of interest" or "Area of interest" and "Internal Group Identifier", Observation Period(s)) to the NWDAF.
2.
The NWDAF subscribes to NF load information from NRF.

3.
The NWDAF subscribes to OAM to get the load information on the Area of Interest and OAM provides back the first report for requested information in the response.

Editor's note:
The exact SA5 service and counters that are used are FFS.
4.
The NWDAF derives the number of UEs located in the Area of Interest at the time indicated in the Observation period, input data from AMF is requested using Namf_EventExposure service including the Internal Group Identifier.

5.
The NWDAF sends Nnwdaf_AnalyticsSubscription_Subscribe Response (one or more instances of the n-tuple (Load in Area of Interest and number of UEs, timestamp) SubscriptionCorrelationId, Probability of assertion).

6.
A change of network performance information, i.e. change in the load in the area of interest at the observed period, is detected by OAM, or a change in the NF load information is reported by NRF, and is notified to NWDAF.

7.
The NWDAF derives new analytics.

8.
The NWDAF provides a notification using Nnwdaf_AnalyticsSubscription Notify (one or more instances of the n-tuple (Load in Area of Interest and number of UEs, timestamp) SubscriptionCorrelationId, Probability of assertion.

NEXT CHANGE
7
Nnwdaf Services Description

7.1
General
The following table illustrates the NWDAF Services.

Table 7.1-1: NF services provided by NWDAF

	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer(s)

	Nnwdaf_AnalyticsSubscription
	Subscribe
	Subscribe / Notify
	PCF, NSSF, AMF, SMF, NEF, AF

	
	Unsubscribe
	
	PCF, NSSF, AMF, SMF, NEF, AF

	
	Notify
	
	PCF, NSSF, AMF, SMF, NEF, AF

	Nnwdaf_AnalyticsInfo
	Request
	Request / Response
	PCF, NSSF, AMF, SMF, NEF, AF


The following table shows the analytic information provided by NWDAF service:

Table 7.1-2: Analytic information provided by NWDAF
	Analytic Information
	Request Description
	Response Description
	Operation semantics

	Slice Load level information
	Analytic ID: load level information
Analytic Filter(s): network slice instance(s).
	Requested Analytic data, including load level information of Network Slice instance(s).
	Subscribe/Notify, 

Request/Response


Editor's note:
The content of Table 7.1-2 will be filled up when the analytic information of clause 6 is stabilized. 
7.2
Nnwdaf_AnalyticsSubscription Service

7.2.1
General
Service Description: this service enables the consumer to subscribe/unsubscribe for network data analytics. Periodic notification and notification upon threshold exceeded can be subscribed.
Different Analytic IDs are involved for different type of network data analytic, the specific Analytic ID and their corresponding Analytic Filter are defined in clause 6 for each specific network data analytics.
7.2.2
Nnwdaf_AnalyticsSubscription_Subscribe service operation
Service operation name: Nnwdaf_AnalyticsSubscription_Subscribe.
Description: Subscribes to NWDAF analytic with specific parameters.

Inputs, Required: (Set of) Analytic ID(s) defined in Table 7.1-2, Notification Target Address (+ Notification Correlation ID), Analytic Reporting Information.

Inputs, Optional: Target of Analytic Reporting, Analytic Filter(s) associated with each Analytic ID, Subscription Correlation ID (in case of modification of the analytic subscription.

Outputs, Required: When the subscription is accepted: Subscription Correlation ID (required for management of this subscription).

Outputs, Optional: None.

Notification Target Address (+ Notification Correlation ID) is used to correlate Notifications sent by NWDAF with this subscription.

NEXT CHANGE
7.2.4
Nnwdaf_AnalyticsSubscription_Notify service operation
Service operation name: Nnwdaf_AnalyticsSubscription_Notify.
Description: NWDAF notifies the consumer instance of the analytic that has subscribed to the specific NWDAF service. Depending upon type of subscription this notification is either on a periodic basis or triggered whenever a threshold is crossed.

Inputs, Required: Analytic ID, Notification Target Address (+ Notification Correlation ID), Notification Correlation Information.
Inputs, Optional: Analytic specific parameter.
Outputs, Required: None.
Outputs, Optional: None.
7.3
Nnwdaf_AnalyticsInfo service

7.3.1
General
Service description: this service enables the consumer to request and get from NWDAF network data analytics.
Different Analytic IDs are involved for different type of network data analytic, the specific Analytic ID and their corresponding Analytic Filter are defined in clause 6 for each specific network data analytics.
7.3.2
Nnwdaf_AnalyticsInfo_Request service operation

Service operation name: Nnwdaf_AnalyticsInfo_Request.
Description: the consumer requests NWDAF operator specific analytics.
Inputs, Required: Analytic ID defined in clause 6, Analytic Filter(s).

Inputs, Optional: None.

Outputs, Required: Analysis with parameters.

Outputs, Optional: None.
END OF CHANGES
3GPP
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