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* * * * 1st  change * * * * 
[bookmark: _Toc4683890]6.3.1	General
The NF discovery and NF service discovery enable Core Network entities (NFs or Service Communication Proxy (SCP)) to discover a set of NF instance(s) and NF service instance(s) for a specific NF service or an NF type. NF service discovery is enabled via the NF discovery procedure, as specified in TS 23.502 [3], clauses 4.17.4, 4.17.5, 4.17.9 and 4.17.10..
Unless the expected NF and NF service information is locally configured on the requester NF, e.g. when the expected NF service or NF is in the same PLMN as the requester NF, the NF and NF service discovery is implemented via the Network Repository Function (NRF). The Network Repository Function (NRF) is the logical function that is used to support the functionality of NF and NF service discovery and status notification as specified in clause 6.2.6.
NOTE 1:	NRF can be colocated together with SCP e.g. for communication option D, depicted in Annex E.
In order for the requested NF type or NF service to be discovered via the NRF, the NF instance need to be registered in the NRF. This is done by sending a Nnrf__NFManagement__NFRegister containing the NF profile. The NF profile contains information related to the NF instance, such as NF instance ID, supported NF service instances (see clause 6.2.6 for more details regarding the NF profile). The registration may take place e.g. when the producer NF instance and its NF service instance(s) become operative for the first time. The NF service registration procedure is specified in TS 23.502 [3], clause 4.17.1.
In order for the requester NF or SCP to obtain information about the NF and/or NF service(s) registered or configured in a PLMN/slice, based on local configuration the requester NF or SCP may initiate a discovery procedure with the NRF by providing the type of the NF and optionally a list of the specific service(s) it is attempting to discover. The requester NF or SCP may also provide other service parameters e.g. slicing related information. For the detailed service parameter(s) used for specific NF and NF service discovery refer to clause 5.2.7.3.2 of TS 23.502 [3].
In the case of Indirect Communication, a NF Service Consumer employs an SCP which routes the request to the intended target of the request.
If the requester NF is configured to delegate discovery, the requester NF may omit the discovery procedure with the NRF and instead delegate the discovery to the SCP; the SCP will then act on behalf of the requester NF. In this case, the requester NF adds any necessary discovery and selection parameters to the request in order for the SCP to be able to do discovery and associated selection. The SCP may interact with the NRF to perform discovery and obtain discovery result.
Depending on the chosen message routing model, the NRF may provide the IP address or the FQDN of NF instance(s) or the Endpoint Address(es) of relevant NF services instance(s) to the requester NF or SCP. The NRF provides a list of NF instances and NF service instances relevant for the discovery criteria. Optionlly, the NRF can also provide a timer for the availability of the discovery result. The result of the NF and NF service discovery procedure is applicable to any subscriber that fulfils the same discovery criteria within the availability timer if provided. The entity (NF or SCP) that does the discovery A requester (NF or SCP) may cache the NF profile(s) received from the NF/NF service discovery procedure. The stored NF profile(s) may be used for NF selection for any subscriber matching the NF profile(s)discovery criteria within the availability timer. The discovery result shall not be used if the availability timer expires. 
In the case of Direct Communication, the requester NF uses the discovery result to select NF instance and a NF service instance that is able to provide a wanted requested NF Service (e.g., an service instance of the PCF that can provide Policy Authorization).
In the case of Indirect Communication without Delegated Discovery, the requester NF uses the discovery result to select a NF instance while the associated NF service instance selection may be done by the requester NF and/or an SCP on behalf of the requester NF.
In both the above cases, the requester NF may use the information from a previously cached discovery result for subsequent selections (i.e. the requester NF does not need to trigger a new NF discovery procedure to perform the selection).
In the case of Indirect Communication with Delegated Discovery, the SCP will discover and select a suitable NF service instance based on discovery and selection parameters provided by the requester NF and optional interaction with the NRF. The NRF to be used may be provided by the NF consumer as part of the discovery parameters, e.g. as a result of a NSSF query. The SCP may use the information from a previously cached discovery result for subsequent selections (i.e. the SCP does not need to trigger a new NF discovery procedure to perform the selection).
NOTE 2:	In a given PLMN, Direct Communication, Indirect Communication, or both may apply.
If the end point address provided by a NF service producer points to a specific target NF producer/NF service producer instance within a Set, the NF consumer or SCP may re-select another service instance of the same NF service within the same NF service Set in that same NF instance, or another NF instance in the same NF Set for subsequent transaction, and get the same results as if the original selected NF service or NF instance was used. Re-selecting may be needed if the requester NF fails to contact the original NF service instance. If the end point address provided by the NF service producer points to an NF Set or NF Service Set, the NF consumer or SCP is allowed to reselect a different NF service instance of the same NF service within that same Set for the UE and its subsequent transaction. The detailed description regarding the Set is defined in clause 5.21.3.
Editor's note:	To be updated if needed based on the outcome of the ongoing discussions regarding the SET concept.
The requester NF or SCP may subscribe to receive notifications from the NRF of a newly updated NF profile of an NF (e.g. NF service instances taken in or out of service), or newly registered de-registered NF instances. The NF/NF service status subscribe/notify procedure is defined in TS 23.502 [3], clauses 4.17.7 and 4.17.8.
For NF and NF service discovery across PLMNs, the NRF in the local PLMN interacts with the NRF in the remote PLMN to retrieve the NF profile(s) of the NF instance(s) in the remote PLMN that matches the discovery criteria. The NRF in the local PLMN reaches the NRF in the remote PLMN by forming a target PLMN specific query using the PLMN ID provided by the requester NF. The NF/NF service discovery procedure across PLMNs is specified in clause 4.17.5 of TS 23.502 [3].
NOTE:	See TS 29.510 [58] for details on using the target PLMN ID specific query to reach the NRF in the remote PLMN.
For topology hiding, see clause 6.2.17.

* * * * End of Changes * * * *

