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1 Introduction
The RACS Study work is about to complete and a few issues remain still to be resolved. This paper attempts to list some of these issues and propose a way forward.
This version removes 
1) That there is a Filter ID external to the Capabilities 
2) [bookmark: _GoBack]That the ID is assigned in RRC
2 Discussion
One topic is whether filtering is useful with RACS. It is clear that without filtering the size of the UE capabilities carried around the network over network interfaces (e.g. to non RACS supporting nodes) and also sent to the network by the UE can be quite larger than desirable. Basically, it would be out of the control of the operator. So, we propose to assume filtering of UEe capabilities is still needed.
Proposal 1: agree that UE capabilities filtering is still used in RACS context.
Another topic is whether there should be a Filter per PLMN or not when RACS is deployed in a PLMN which assigns the UE capability IDs. This is an issue to be resolved together with RAN2 but from SA2 standpoint it is obvious that the validity of a UE capability ID that is scoped by a filter that is generated locally by a single RAN node has very little use e.g. when it is sent to a AMF that may not even be connected to such RAN node after the UE powers off and moves to another place in the PLMN (or return to the PLMN after moving to another PLMN).
Also, looking at this from another perspective, one of the claimed advantages of UE manufacturer assigned IDs is that may remove the need to ever signal the capabilities in a PLMN that supports the UE manufacturer database. Hence, since a PLMN-wide filter should be designed to collect all the information RAN nodes need in the PLMN to operate in the bands and RATs that are supported, this limits the transfer of the UE capabilities to the PLMN to one per UE RADIO configuration, and then the UE capability ID is used thereafter. So, this is the closest approximation possible to the benefits of the UE manufacturer assigned UE capability ID.
One last counterargument is that some IDs may be optimised in relationship to location specific filters that just allow retrieval of a small subset of capabilities so UEs with no Id cannot cause excessive load in the PLMN local when they upload the capabilities. However, if we allow RACS supporting UEs to always store at least the IDs related to 8 most frequently used PLMNs, this problem should be greatly mitigated and really the need of other types of filter becomes not relevant.
Proposal 2: from SA2 perspective, the UE capabilities filter used in RACS context is PLMN-wide.
Also, if the filter is PLMN-wide, it can be provisioned in all system nodes and then it can be identified simply by a type/identifier in the PLMN whenever a reference to it is needed, rather than signal the filter itself. For instance, the UE may indicate the UE capability Id and the filter it relates to by indicating its version/type. If the version/type is not the current one, the AMF can immediately detect this is not a valid filter so trigger the RAN to retieve the UE capabilities with the new filter (or, pass to the RAN this value with the type/version that the RAN can detect as not current and so this triggers the RAN to retrieve the capabilities). If a UE receives a query with a filter  with a new filter type/version, then this also means that the old capability Ids the UE has for the PLMN are no longer valid and can be erased from the UE storage.
Proposal 3: from SA2 perspective, the PLMN-wide filter is associated to an identifier (like a type/version) which uniquely identifies it.

It is also not yet decided whether the allocation of the ID should be centralized or distributed. with the UE manufacturer ID, it is clear a centralized database is present that is used to resolve the IDs to the UE capabilities and to populate this information in the PLMN - either in push or pull mode. The need to resolve the ID to the capabilities is common with the PLMN assigned IDs. So, it makes sense to define a common node that can serve both type of IDs mapping distribution/resolution. The delta for the case of the PLMN assigned IDs is the assignment step itself and maybe the provisioning of the PLMN-wide filter. Both can be done by this central node. Also this central node can optimize based on operator policies the number of IDs generated and detect whether an Id has already been assigned for certain set of capabilities.
Proposal 4: a network function exists for the management of the UE capabilities IDs whether UE manufacturer or PLMN-assigned. 
There are proposals in the TR in clause 6.4 that such network function could be the NEF and the NEF reads data from the UDR. However, the UDR is often regarded as associated to the HPLMN of the UE. So, to remove the possible misunderstanding of this solution which could imply the UE capability ID may be stored in a Database of the HPLMN, we should reach an agreement that the centralised function in proposal 4 is in the serving PLMN, and not in the HPLMN of the UE. Even with Manufacturer assigned ID it is not feasible to assume that a PLMN uses the information stored in other PLMNs to operate the critical aspect of managing the UE radio capabilities information.
Proposal 5: the network function for the management of the UE capabilities IDs whether UE manufacturer or PLMN-assigned is in the Serving PLMN and uses data in the serving PLMN
On the database aspects: It is proposed in clause 6.4 that the data is stored in the UDR. While this is a possible option we need to understand whether using the UDR or the UDSF is the best option. Since the manipulation of the UE capability ID generated by a PLMN may follow PLMN-specific rule including some special information that may not be standadardised to match the storage of a capability ID (e.g. a proprietary hash of the UE radio capabilities), it is recommended that at least for the case of the PLMN-assigned ID we use the UDSF as database rather than the UDR. Or we allow to store in the UDR content that is proprietary.
Proposal 6: The Database where the UE capability ID to UE Radio Capability mapping is stored is the UDSF, in the event the storage is split from the network function managing the capabilities.
The distribution of the UE capability IDs and filters to the AMFs could be based on a SBI based approach and both a push and pull mode should be possible. 
Proposal 6: The central network function that manages the Capability IDs provides a SBI for distribution of the IDs, filters and the mapping on Id to Capabilities.
How the RAN nodes learn the filters and IDs should be a RAN 3 matter. When a UE is assigned an ID it can be sent to the RAN in the UE context and then the RAN can learn it from there. But the filter needs to be pre-provisioned in the RAN node. This could be done with non-UE-specific N2 signalling. Also, a push and pull mechanism to learn the UE capability ID to Radio capabilities mapping can also be conceived to be based on non-UE-specific N2 Signalling.
Proposal 7: liaise with RAN3 to understand how the Information for RACS is provisioned/learned in the RAN.
RACS Capability detection: We assume that the network needs to know if the UE supports RACS. The use case is when the UE has no Manufacturer assigned nor PLMN assigned ID. so it will register without sending a UE capability ID in the Registration Request. If the PLMN know that the UE supports RACS, then it may assign an ID to it, but otherwise this is not possible.
Proposal 8: the UE signals to the network its support of RACS in NAS signalling and it shall be part of the UE context in the Core network. this capability is also sent to the RAN so the RAN can operate in RACS mode for the UE.
For the proper operation of RACS it is advantageous for the UE to store the UE capability IDs it is assigned. Like for the case of configured NSSAIs, the number of PLMNs for which this is stored it is not specified. However, it is highly recommended that at least the HPLMN assigned IDs are kept in the UE, and the IDs of the other most frequently used PLMNs. So the following proposal is made:
Proposal 9: the UE shall be capable to permanently store the UE capability IDs for the HPLMN. The UE should then be able to store in non-volatile memory the IDs of the serving PLMN and of up to 7 most frequently used PLMNs in addition to the H-PLMN.
The topic of equivalent PLMNs has not been covered so far. There are two possible cases: either the equivalent PLMNs share the PLMN assigned IDs, or they can potentially independently assign them. It is proposed that if the equivalent PLMNs may use independent PLMN assigned IDs, then the UE needs to store the IDs for each of these
Proposal 10: SA2 to resolve whether there is an assumption Equivalent PLMNs use the same UE capability IDs or not. If not, we need to discuss how this is addressed in terms of network and UE requirements.
It is also necessary to support MOCN configurations, so we need the behaviour to be applicable per PLMN ID in the RAN.
Proposal 11: To support MOCN configuration, the RAN needs to support the RACS behaviour configuration and storage per PLMN ID (as each PLMN may assign its own IDs)
One last aspect is how the UE gets the mapping of its capabilities to a UE capability ID when it provides the Capabilities to the network. there are two possible options:
1) The NAS layer gets the ID via a UE configuration update
2) The AS layer gets the ID. via a RRC layer configuration message
Since the UE radio capabilities are an AS layer piece of information, the AS layer will be the one responsible for keeping the status of what the latest RAN capabilities communicated to the network are. Therefore, when the RAN receives the ID from the AMF, this information can be provided to the UE also using a RRC configuration message. Note that the step of providing the ID to the RAN is needed regardless, so it is suboptimal to send the ID to the RAN so the UE context in the RAN is populated with the ID, and also in a second N2 message carrying a NAS layer UE configuration message.  the
Proposal 12: The mapping of the Capabilities to the ID is provided to the UE by means of a RRC level configuration message. The AS layer only provides the NAS layer the ID corresponding to the current radio configuration.


Conclusion and proposal
It is proposed that the above proposals are discussed, and the necessary actions are taken where needed.
It is also proposed the interim conclusions TR 23.743 is updated as follows
FIRST CHANGE
[bookmark: _Toc332447]8	Interim Conclusions
Editor's note:	This clause will capture conclusions from the study.
Editor's note:	These are interim conclusions and will be reviewed after response from RAN WGs.
For key issue #1 (How UE radio capabilities are identified?) the following principles are agreed:
-	The UE capability ID is a short pointer (few octets, the exact size is to be determined by RAN WG2) that is used to uniquely identify a set of UE Radio Capabilities;
-	The UE capability ID is assigned either by the serving PLMN or by the UE manufacturer, as follows:
-	Manufacturer-specific: The UE Capability ID may be assigned by the UE manufacturer in which case it is accompanied with the UE manufacturer information (e.g.TAC field in the PEI). In this case, the UE Capability ID uniquely identifies a set of UE Radio Capabilities for this manufacturer, and together with this UE manufacturer information uniquely identify this set of UE Radio Capabilities in any PLMN;
-	PLMN-specific: If a manufacturer-assigned UE Capability ID is not used by the UE or the serving network, or it is not recognised by the serving network, the serving core network may allocate UE Capability IDs for the UE corresponding to different sets of UE Radio capabilities the PLMN may receive at different times from the UE. In this case, the UE Capability IDs the UE receives are applicable to the serving PLMN and uniquely identify the corresponding sets of UE Radio Capabilities in this PLMN;
-	The type of UE Capability ID (Manufacturer-specific or PLMN-specific) needs to be distinguished when a UE Capability ID is signalled;
NOTE 1:	Which one of Manufacturer-specific or PLMN-specific and associated procedures for assignment are mandatory or optional in the UE, will be decided in normative phase of the work.
-	When the UE Capability ID is allocated by the serving PLMN the same PLMN-specific UE Capability ID can be provided to multiple different UEs with the same radio capabilities or different PLMN-specific UE Capability ID can be provided to multiple different UEs with the same radio capabilities. The strategies for allocating PLMN-specific UE Capability ID are based on local policy;
NOTE 2:	When the UE Capability ID is allocated by the serving PLMN, the method that the core network detects that the same UE Radio Capabilities are signalled by mutliple different UEs or the same "model" in order to allocate the same PLMN-specific UE Capability ID from SA2 point of view is left up to implementation or can be decided by RAN.
-	The UE stores the PLMN-specific UE Capability ID in non-volatile memory when in RM-DEREGISTERED state and can use it again when it registers in the same PLMN.
NOTE 3:	The number of PLMN-specific UE Capability IDs that UE stores in non-volatile memory is left up to UE implementation. However, to minimise the number of times a UE is required to upload its capabilities when returning to a PLMN, the UE shall be capable to store at least the latest 16 UE capabilities IDs assigned by one or more PLMNs.
-	It shall be possible for a UE to change the set of UE Radio Capabilities in time and signal the associated UE capability ID, if available.
-	if a UE capability ID is assigned by a PLMN when a UE capability filter is used, then the UE capability ID is related to the Capability Filter. 
-	The network or the Manufacturer shall be able to change the UE Capability ID associated with a device, e.g., due to a SW upgrade enabling new UE Radio Capabilities on the device side (for the manufacturer assigned UE Capability ID) in the network side;
-	At any given instant the UE has only one UE capability ID that is indicated to the network.
-	Solution #9 (UE Capability ID with delta set of capabilities) is recommended for normative work, subject to feasibility being confirmed by RAN WG2.
-	The mapping between a specific capability ID and a corresponding set of capabilities does not change once set.
For key issue #2 the following principles are agreed:
-	Owing to the need to support UE Radio Access Capabilities > 65 536 bytes (i.e. > 524 288 bits), and, the need to support fast, reliable, low processing complexity mechanisms for frequently used procedures (at least Service Request, RRC Connection Resume, X2&Xn handover, secondary gNB addition), the full UE Radio Access Capabilities shall not normally be transferred as part of those procedures. This requires that the serving and target RAN stores a local copy of the mapping between the UE Capability IDs and the full UE Radio Access Capabilities for the UEs that frequently use that RAN node.
-	if a UE capability ID assigned by PLMN is the result of the UE signalling a set of capabilities related to a UE capability filter provided by the network, the UE capability ID is stored always alongside (a reference to) the filter which was used when the capabilities associated to the ID were signalled.
-	AMF that supports the RACS feature is mandated to have access to full set of UEs radio capabilities and the mapping between UE Capability ID and corresponding UE radio capabilities for at least the UEs registered in this AMF;
-	NG-RAN that supports RACS, is mandatory to be able to maintain local storage of UE radio capabilities and have access to the mapping between the UE Capability ID and the full set of UEs radio capabilities;
-	A specific NG-RAN node that does not have the mapping between a specific UE Capability ID and the corresponding UE radio capabilities, shall be able to retrieve the mapping from CN.
-	The serving AMF stores the  UE Capability ID in the UE context if received and provides the capability ID to NG-RAN via N2 message, e.g. INITIAL CONTEXT SETUP REQUEST.
-	The RACS capability can be configured and operated per PLMN ID in the RAN, to support network sharing MOCN configuration.
For key issue #3, the following principles are agreed:
-	RACS procedures will apply to 5GS. If there is interest similar procedures may apply to EPS but will be decided based on the objectives of the related work item in normative phase;
-	The UE signals it supports RACS in NAS layer.
-	The PLMN assigned UE capability ID is unique per PLMN and has PLMN-wide validity.
-	If a PLMN-wide filter is used, the UE Capabilities Management Function can be used to provision this filter in the PLMN RAN nodes via the AMF/MME: subject to RAN 3 confirmation, the PLMN-wide UE Capability filter is signalled then by the AMF/MMEs to the RAN using non-UE-specific signalling N2/S1. -
-	subject to RAN3 confirmation the AMF/MME may provide the UE capability ID and its mapping to UE radio capabilities to the RAN via N2/S1 signalling ( UE-specific signalling when an ID is assigned to a UE, Non UE-specific signalling when the capability ID to UE radio capabilities mapping is pushed to the RAN by the AMF/MME according to AMF policies, or the RAN asks the AMF to resolve a UE capability ID of which the RAN does not know the related mapped UE radio capabilities).
-	From SA WG2 point of view, for UEs that support the RACS feature, for UEs that are already assigned with an applicable UE Capability ID, it is mandatory to signal the UE Capability ID in Initial Registration. If both PLMN assigned and manufacturer assigned UE Capability IDs are available, the UE shall signal the PLMN assigned UE Capability ID;
Editor´s Note:	Whether and how for a given set of capabilities, the UE could later re-use a manufacturer-specific ID in a PLMN after being provided a PLMN-assigned ID for this set in this PLMN is FFS.
NOTE 4:	Whether UE indicates the UE capability ID via NAS or via RRC connection establishement+N2 signalling will be determined in coordination with RAN2 and SA WG3.
-	For backwards compatibility, the X2, Xn, S1 and N2 interface "Setup" signalling needs to be updated to exchange information on the support level for the RACS feature.
-	To allow for a mix of upgraded and non-upgraded RAN nodes over the X2/Xn interfaces, the UE Capability ID should be included in the Path Switch signalling between MME/AMF and RAN.
-	For backwards compatibility between nodes that support the feature and nodes that do not support the feature, if a peer node is not supporting RACS, the source node attempts to send to the peer node the UE capabilities that map to the UE capability ID. However, owing to message size limits, this may lead to an inter-CN node handover systematically failing, or, requiring the retrieval of the UE capabilities across the target RAN node's radio interface.
-	When a UE capability ID is associated to a UE capability filter, the association to this filter is conveyed over the signalling interfaces when a mapping between the UE capability ID and the UE capabilities is provided. This includes the interface between the UE and the Network.


END of  CHANGES

