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4.Y
Procedures for NEF based Non-IP Data Delivery
4.Y.1
General

Non-IP Data Delivery (NIDD) it is a means for delivering data via a PDU Sessions of type "Unstructured". The subsequent subclauses describe the procedures necessary to support NEF based NIDD.
4.Y.2
SMF-NEF Connection Establishment
When the UE performs the PDU Session establishment with PDU Session type of "Unstructured", and the subscription information corresponding to the UE requested DNN includes the "Invoke NEF Selection" indicator, then the SMF initiates a SMF-NEF Connection establishment procedure towards the NEF corresponding to the "NEF ID" for that DNN / S-NSSAI Combination.
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 Figure 4.y.2-1: SMF-NEF Connection procedure

1.
The UE performs Steps 1-10 of PDU Session Establishment Procedure (see clause 4.3.2.2.1). The SMF receives the Session Management Subscription data for the corresponding SUPI, DNN and S-NSSAI that is associated with an Invoke NIDD API indication, NEF ID and NIDD information such GPSI and AF ID.

2.
If the subscription information corresponding to DNN and S-NSSAI includes Invoke NIDD API indication, the SMF shall create a PDU session towards the NEF. The SMF invokes Nnef_SMContext_Create Request (User Identity, PDU session ID, NEF ID, NIDD information, S-NSSAI, DNN) message towards the NEF. The UE capability to support Reliable Data Service (RDS) is included in the PCO in the PDU Session Establishment Request message.

If no AF has previously performed the NIDD Configuration procedure with the NEF for the User Identity received in Step 2, then the NEF initiates the NIDD Configuration procedure (see clause 4.y.2) before Step 3.
3.
The NEF creates an NEF PDU session Context and associates it with User Identity and PDU session ID. The NEF invokes Nnef_SMContext_Create Request Response (User Identity, PDU session ID, NEF ID, S-NSSAI, DNN) towards the SMF confirming establishment of the PDU session to the NEF for the UE. If NEF supports and allows use of RDS, it indicate that to SMF and the SMF includes it in the PCO. 
Next change

4.Y.3
NIDD Configuration

Figure 4.y.3-1 illustrates the procedure for configuring necessary information for data delivery via the NIDD API.
The NIDD Configuration procedure can be NEF initiated or AF triggered: in the former case the procedure starts at Step 1, in the latter case it starts at Step 2.
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Figure 4.y.3-1: NIDD Configuration procedure
1.
[Optional] If the NEF requires a NIDD configuration with a given AF, then the NEF sends a Nnef_NIDDConfiguration_Trigger (GPSI, AF ID, NEF ID) message to the AF for asking the Nnef_NIDDConfiguration_Create Request for the UE identified by the GPSI.

2.
The AF sends a Nnef_NIDDConfiguration_Create Request message (GPSI or External Group Identifier, AF ID, NIDD Duration, T8 Destination Address, MTC Provider Information, Authorization Token) to the NEF. The Nnef_NIDDConfiguration_Create Request includes the Authorisation Token. The Authorisation Token is used for authorizing the AF by the UDM (the Authorisation Token is shared between UDM and AF during SLA).
NOTE 1:
It is up to the AF to determine whether and if NIDD Duration can be set to never expire.

NOTE 2:
The AF is expected to be configured to use the same NEF as the one selected by the SMF during the UE's establishment of the PDU Session used for NEF based NIDD.

NOTE 3:
When more than one AF is associated with a PDU Session, the parameters that are provided in Step 2 can be provisioned in the NEF based on operator policy or configuration. In which case, any parameters that are provided in Step 2 that conflict with the provisioned values are ignored.
3.
The NEF stores the received GPSI or External Group Identifier, AF ID, T8 Destination Address, and NIDD Duration. If either the AF is not authorised to perform this request (e.g. based on policies, if the SLA does not allow for it) or the Nnef_NIDDConfiguration_Create Request is malformed, the NEF performs Step 7 and provides a Cause value appropriately indicating the error. Depending on the configuration, the NEF may change the NIDD Duration.
4.
The NEF sends an Nudm_NIDDAuthorisation_Get Request (GPSI or External Group Identifier, S-NSSAI, DNN, AF ID, MTC Provider Information, Authorisation Token) message to the UDM to authorize the NIDD configuration request for the received External Group Identifier or GPSI.
NOTE 4:
The NEF uses the AF ID, External Group Identifier or GPSI that was obtained in Step 2 to determine what DNN will be used to enable transfer of unstructured data between the UE and the AF. This determination is based on local policies.

NOTE 5:
The MTC Provider Information in Step 2 is an optional parameter. The NEF should validate the provided MTC Provider Information and may override it to a NEF selected MTC Provider Information based on configuration. How the NEF determines the MTC Provider Information, if not present in Step 2, is left to implementation (e.g., based on the requesting AF).
5.
The UDM examines the Nudm_NIDDAuthorisation_Get Request message with an Authorisation Token. If an External Group Identifier was included in Step 4, the UDM maps the External Group Identifier to an IMSI-Group Identifier and a list of GPSIs and maps GPSIs to SUPIs and updates the NEF ID fields of the subscription data for the provided DNN and S-NSSAI with the requesting NEF’s ID. If this check fails, the UDM follows Step 6 and provides a result indicating the reason for the failure condition to the NEF.
NOTE 6:
How the UDM selects a GPSI when multiple GPSIs are associated with the same SUPI is left to implementation, e.g., based on the MTC Provider Information (if received) or the default GPSI (if not received).
6.
The UDM sends an Nudm_NIDDAuthorisation_Get Response (single value or list of (SUPI and GPSI), Result) message to the NEF to acknowledge acceptance of the Nudm_NIDDAuthorisation_Get Request. If the UDM determines that the list size exceeds the message capacity, the UDM shall segment the list and send it in multiple messages (for details on segmentation, see TS 29.503 [xx]). The SUPI(s) and, if available, the GPSI(s) (when Nnef_NIDDConfiguration_Create Request contains an GPSI) are returned by the UDM in this response. This allows the NEF to correlate the AF request received in Step 2 of this procedure with the SMF-NEF Connection to be established for each UE or each group member UE.
7.
The NEF sends a Nnef_NIDDConfiguration_Create Response message to the AF to acknowledge acceptance of the Nnef_NIDDConfiguration_Create Request. If the NIDD Configuration was accepted, the NEF assigns a TLTRI to the NIDD Configuration and creates an association between the TLTRI, GPSI or External Group Identifier, SUPI, and PDU session ID which is received from the SMF in Step 2 of the SMF-NEF Connection procedure in subclause 4.y.1. In the MT NIDD procedure, the NEF will use TLTRI and either GPSI or External Group Identifier to determine the SUPI(s) and PDU session ID(s) of PDU Session(s) for delivering unstructured data. In the MO NIDD procedure, the NEF will use the SUPI(s) and PDU session ID(s) to obtain the TLTRI, GPSI.
4.Y.4
NEF Anchored Mobile Originated Data Transport 
Figure 4.y.4-1 illustrates the NEF Anchored Mobile Originated Data Transport procedure.
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Figure 4.y.4-1: NEF Anchored Mobile Originated Data Transport procedure

1.
The UE sends a NAS message with unstructured data according to Steps 0-4 of the procedure for UPF anchored Mobile Originated Data Transport in CP CIoT 5GS Optimisation (see subclause 4.x.1). The Reliable Data Service header is included if the Reliable Data Service is enabled.
2.
The SMF sends the Nnef_NIDD_Delivery Request (User Identity, NEF ID, unstructured data) message to the NEF. 

3.
When the NEF receives the unstructured data and finds an NEF PDU Session context and the related T8 Destination Address, then it sends the unstructured data to the AF that is identified by the T8 Destination address in a Nnef_NIDD_Delivery Request (GPSI, unstructured data, Reliable Data Service Configuration). If no T8 Destination address is associated with the UE's PDN connection, the data is discarded, the Nnef_NIDD_Delivery Request is not sent, and the flow continues at Step 5. The Reliable Data Service Configuration is used to provide the AF with additional information such as indicate if an acknowledegement was requested and port numbers for originator application and receiver application, when the Reliable Data Service is enabled.
Editor's Note:
It is left to Stage 3 whether or not the NEF aggregates Nnef_NIDD_Delivery Request messages to the AF.

4.
The AF responds to the NEF with a Nnef_NIDD_Delivery Response (Cause).
5.
The NEF sends Nnef_NIDD_Delivery Response to the SMF. If the NEF cannot deliver the data, e.g. due to missing AF configuration, the NEF sends an appropriate error code to the SMF.
4.Y.5
NEF Anchored Mobile Terminated Data Transport
Figure 4.y.5-1 illustrates the procedure using which the AF sends unstructured data to a given user as identified via External Identifier or MSISDN.
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Figure 4.y.5-1: NEF Anchored Mobile Terminated Data Transport
1.
If AF has already activated the NIDD service for a given UE, and has downlink unstructured data to send to the UE, the AF sends a Nnef_NIDD_Delivery Request (GPSI, TLTRI, unstructured data, Reliable Data Service Configuration) message to the NEF. Reliable Data Service Configuration is an optional parameter that is used to configure the Reliable Data Service, it may be used to indicate if a Reliable Data Service acknowledgement is requested and port numbers for originator application and receiver application.
2.
The NEF determines the 5GS QoS Flow Context based on the DNN associated with the NIDD configuration and the User Identity. If an NEF 5GS QoS Flow Context corresponding to the GPSI included in Step 1 is found then the NEF checks if the AF is authorised to send data and if it does not exceed its quota or rate. If these checks fails, then Steps 3-5 are skipped and an appropriate error code is returned in Step 6. 

3.
The NEF forwards the unstructured data to the SMF using Nnef_NIDD_Delivery Request.

4.
The unstructured data is sent as per steps 2 to 9 of the procedure for UPF Anchored Mobile Terminated Data Transport in Control Plane CIoT 5G Optimisation (see subclause 4.x.2).

5.
The SMF sends a Nnef_NIDD_Delivery Response (cause) message towards the NEF acknowledging the NIDD Submit Request from NEF received in Step 3.

If the Reliable Data Service header indicates that the acknowledgement is requested, then the UE shall respond with an achnowledgement to the DL data that was received.
6.
The NEF sends a Nnef_NIDD_Delivery Response (cause) to the AF.

The Reliable Data Service Acknowledgement Indication is used to indicate if an acknowledgement was received from the UE for the MT NIDD. If the Reliable Data Service was requested in step 1, then the Nnef_NIDD_Delivery Response is sent to the AF after the acknowledgement is received from the UE or, if no acknowledgment is received, then the MT NIDD Submit Response is sent to the AF with a cause value indicating that no acknowledgement was received.
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5.2.3
UDM Services
5.2.3.1
General

The following table illustrates the UDM Services.

Table 5.2.3-1: NF services provided by UDM

	NF service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Subscriber Data
	Get
	Request/Response
	AMF, SMF, SMSF

	Management
	Subscribe
	Subscribe/Notify
	AMF, SMF, SMSF

	(SDM)
	Unsubscribe
	Subscribe/Notify
	AMF, SMF, SMSF

	
	Notification
	Subscribe/Notify
	AMF, SMF, SMSF

	
	Info
	Request/Response
	AMF

	UE Context
	Registration 
	Request/Response
	AMF, SMF, SMSF

	Management
	DeregistrationNotification
	Subscribe/Notify
	AMF

	(UECM)
	Deregistration
	Request/Response
	AMF, SMF, SMSF

	
	Get
	Request/Response
	NEF, SMSF, GMLC

	
	Update
	Request/Response
	AMF, SMF

	
	PCscfRestoration
	Subscribe/Notify
	AMF, SMF

	UE
	Get
	Request/Response
	AUSF

	Authentication
	ResultConfirmation
	Request/Response
	AUSF

	EventExposure
	Subscribe
	Subscribe/Notify
	NEF

	
	Unsubscribe
	
	NEF

	
	Notify
	
	NEF

	Parameter Provision
	Update
	Request/Response
	NEF

	NIDD Authorisation
	Get
	Request/Response
	NEF
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5.2.3.x
Nudm_NIDDAuthorisation service

5.2.3.x.1
General

See subclause 4.y.3.

5.2.3.x.2
Nudm_NIDDAuthorisation_Get service operation

Service operation name: Nudm_NIDDAuthorisation_Get

Description: the consumer requests authorisation for NIDD Configuration.

Inputs (required): GPSI or External Group Identifier, DNN, S-NSSAI, MTC Provider Information, Authorisation Token (if NIDD Configuration initiated by NEF).

Outputs (required): single value or list of (SUPI, GPSI), Result.
Next change
5.2.6
NEF Services

5.2.6.1
General

The following table shows the NEF Services and Service Operations:

Table 5.2.6.1-1: NF Services provided by the NEF

	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer(s)

	Nnef_EventExposure
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	
	AF

	
	Notify
	
	AF

	Nnef_PFDManagement
	Fetch
	Request/Response
	SMF

	
	Subscribe
	Subscribe/Notify
	SMF

	
	Notify
	
	SMF

	
	Unsubscribe
	
	SMF

	
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_ParameterProvision
	Update
	Request/Response
	AF

	Nnef_Trigger
	Delivery
	Request/Response
	AF

	
	DeliveryNotify
	Subscribe/Notify
	AF

	Nnef_BDTPNegotiation
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	Nnef_TrafficInfluence
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_ChargeableParty
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	Nnef_AFsessionWithQoS
	Create
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	Nnef_NIDDConfiguration
	Create
	Request/Response
	SMF

	
	Trigger
	Trigger
	AF

	Nnef_NIDD
	Delivery
	Request/Response
	AF, SMF

	Nnef_SMContext
	Create
	Request/Response
	SMF
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5.2.6.x
Nnef_NIDDConfiguration service
5.2.6.x.1
General

See subclause 4.y.3.

5.2.6.x.2
Nnef_NIDDConfiguration_Create service operation

Service operation name: Nnef_NIDDConfiguration_Create
Description: This service operation is used by the consumer to request NIDD Configuration between NF consumer and NEF to support NIDD via NEF.

Inputs (required): GPSI or External Group Identifier, AF ID, NIDD Duration, T8 Destination Address, MTC Provider Information, Authorisation Token (if NIDD Configuration initiated by NEF).

Outputs (required): TLTRI, Cause.
5.2.6.x.3
Nnef_NIDDConfiguration_Trigger service operation

Service operation name: Nnef_NIDDConfiguration_Trigger
Description: NEF triggers NIDD Configuration Create Rquest if there is no NIDD Configuration between NF consumer and NEF.

Inputs (required):  GPSI, AF ID, NEF ID.

Outputs (required): None.
5.2.6.y
Nnef_NIDDDelivery service
5.2.6.y.1
General

See subclauses 4.y.4 and 4.y.5.

5.2.6.y.2
Nnef_NIDDDelivery service operation

Service operation name: Nnef_ NIDDDelivery
Description: This service operation is used by the consumer to delivery the unstructured data between NF consumer and NEF to support NIDD via NEF.

Inputs (required): User Identity, NEF ID, unstructured data, TLTRI (Optional), Reliable Data Service Configuration (Optional).

Outputs (required): Cause.
5.2.6.z
Nnef_SMContext service
5.2.6.z.1
General

The service provides the capability to create, update or release the SMF-NEF Connection. See 4.y.2 for the detailed procedure.
5.2.6.z.2
Nnef_SMContext_Create service operation

Service operation name: Nnef_ SMContext_Create
Description: This service operation is used by the consumer to request connection establishment between NF consumer and NEF to support NIDD via NEF.

Inputs (required): User Identity, PDU session ID, NEF ID, NIDD information, S-NSSAI, DNN.

Outputs (required): User Identity, PDU session ID, NEF ID, S-NSSAI, DNN.
End of changes
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