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Abstract of the contribution: This paper discusses the issues for 5GLAN path management.
1	Discussion
This contribution discusses the 5GLAN path management including two issues.
Issue1: How for UPF to determine the forwarding path for unicast and multicast packet. 
The current PDR and FAR can be extended to include the forwarding path information for 5GLAN group with the following enhancement. In Rel-15, one PDU Session is only associated with one N6 interface, when the UPF receives the data from one PDU Session i.e. the “CN tunnel info” in the following PDR table and then can determine the forwarding path based on the “Destination interface” in the FAR. 
Table 5.8.2.11.3-1: Attributes within Packet Detection Rule
	Attribute
	Description
	Comment

	N4 Session ID
	Identifies the N4 session associated to this PDR
	

	Rule ID
	Unique identifier to identify this rule
	

	Precedence
	Determines the order, in which the detection information of all rules is applied
	

	[bookmark: _Hlk1482478]Packet 
	Source interface
	Contains the values "access side", "core side", "SMF", "N6-LAN"
	Combination of UE IP address (together with Network instance,

	detection
	UE IP address 
	[bookmark: OLE_LINK14][bookmark: OLE_LINK15]One IPv4 address and/or one IPv6 prefix with prefix length
	if necessary), CN tunnel info, packet filter set, application ID,

	information
	Network instance (NOTE 1)
	Identifies the Network instance associated with the incoming packet
	Ethernet PDU Session Information and QFI are used for traffic detection.

	
	CN tunnel info
	CN tunnel info on N3, N9 interfaces, i.e. F-TEID
	

	
	Packet Filter Set
	Details see clause 5.7.6, TS 23.501.
	Details like all the combination possibilities on N3, N9 interfaces

	
	Application ID
	
	are left for stage 3 decision.

	
	QoS Flow ID
	Contains the value of 5QI or non-standardized QFI
	

	
	Ethernet PDU Session Information
	Refers to all the (DL) Ethernet packets matching an Ethernet PDU session, as further described in clause 5.6.10.2 and in TS 29.244 [65].
	

	Outer header removal
	Instructs the UP function to remove one or more outer header(s) (e.g. IP+UDP+GTP, IP + possibly UDP, VLAN tag), from the incoming packet.
	Any extension header shall be stored for this packet.

	Forwarding Action Rule ID
	The Forwarding Action Rule ID identifies a forwarding action that has to be applied.
	

	List of Usage Reporting Rule ID(s)
	Every Usage Reporting Rule ID identifies a measurement action that has to be applied.
	

	List of QoS Enforcement Rule ID(s)
	Every QoS Enforcement Rule ID identifies a QoS enforcement action that has to be applied.
	

	NOTE 1:	Needed e.g. in case:
	-	UPF supports multiple DNN with overlapping IP addresses;
	-	UPF is connected to other UPF or AN node in different IP domains.



Table 5.8.2.11.6-1: Attributes within Forwarding Action Rule
	Attribute
	Description
	Comment

	N4 Session ID
	Identifies the N4 session associated to this FAR.
	

	Rule ID
	Unique identifier to identify this information.
	

	Action
	Identifies the action to apply to the packet
	Indicates whether the packet is to be forwarded, duplicated, dropped or buffered.
When action indicates forwarding or duplicating, a number of additional attributes are included in the FAR.
For buffering action, a Buffer Action Rule is also included.

	Network instance
(NOTE 2)
	Identifies the Network instance associated with the outgoing packet (NOTE 1).
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(NOTE 3)
	[bookmark: OLE_LINK27]Contains the values "access side", "core side", "SMF" or "N6-LAN"
	Identifies the interface for outgoing packets towards the access side (i.e. down-link), the core side (i.e. up-link), the SMF or, the N6-LAN (i.e. the DN or the local DN)

	Outer header creation
(NOTE 3)
	Instructs the UP function to add an outer header (e.g. IP+UDP+GTP+QFI, VLAN tag), IP + possibly UDP to the outgoing packet.
	Contains the CN tunnel info, N6 tunnel info or AN tunnel info of peer entity (e.g. NG-RAN, another UPF, SMF, DNAI).
Any extension header stored for this packet shall be added.

	Send end marker packet(s)
(NOTE 2)
	Instructs the UPF to construct end marker packet(s) and send them out as described in clause 5.8.1.
	This parameter should be sent together with the "outer header creation" parameter of the new CN tunnel info.

	Transport level marking
(NOTE 3)
	Transport level packet marking in the uplink and downlink, e.g. setting the DiffServ Code Point.
	

	Forwarding policy
(NOTE 3)
	Reference to a preconfigured traffic steering policy or http redirection (NOTE 4).
	Contains one of the following policies identified by a TSP ID:
-	an N6-LAN steering policy to steer the subscriber's traffic to the appropriate N6 service functions deployed by the operator, or
-	a local N6 steering policy to enable traffic steering in the local access to the DN according to the routing information provided by an AF as described in clause 5.6.7.
or a Redirect Destination and values for the forwarding behaviour (always, after measurement report (for termination action "redirect")).

	Request for Proxying in UPF
	Indicates that the UPF shall perform ARP proxying and / or IPv6 Neighbour Solicitation Proxying as specified in clause 5.6.10.2.
	Applies to the Ethernet PDU Session type.

	Container for header enrichment
(NOTE 2)
	Contains information to be used by the UPF for header enrichment.
	Only relevant for the uplink direction.

	Buffering Action Rule
(NOTE 5)
	Reference to a Buffering Action Rule ID defining the buffering instructions to be applied by the UPF
(NOTE 6)
	



In 5G-LAN, the PDU Session is for group specific, and the UPF can detect the group information by the CN tunnel info, but cannot detect for which target UE the data is forwarded to, and cannot detect whether the data is for unicast or multicast. One possible way is the UPF detects the destination address of the received, and based on the destination address to determine the forwarding path. In order to achieve this purpose, the SMF needs to provide the UPF the PDR and FAR configuration which includes the destination address and corresponding forwarding path information.
[bookmark: OLE_LINK40]Proposal 1: Enhance PDR to include the destination address in the packet detection information and enhance FAR to include the corresponding forwarding path for the destination address in PDR.
Issue 2: How to manage Nx interface
Nx interface connects the two different PSA UPF terminating PDU Sessions for different UEs, and the SMF is responsible to manage the Nx interface establishment/modification/release. There are two options for SMF to manage the Nx interface.
Option 1: All the Nx interfaces are established or released together with the group communication creation and release. That means all the PSA UPFs are connected with each other via Nx interfaces regardless whether there are PDU Session(s) established terminated to the PSA UPF. With this option, the Nx interface resource will be wasted.
[bookmark: OLE_LINK38][bookmark: OLE_LINK39]Option 2: Since the Nx interface is per group basis and shared by multiple Ues within the group, the SMF will manage the Nx interface based on whether there are PDU Sessions terminated to the PSA UPF. If all the PDU Sessions terminated to one PSA UPF or the related AN resource are released, the SMF release the PSA UPF and terminating Nx interfaces.
[bookmark: OLE_LINK41]Proposal 2: If all the PDU Sessions terminated to one PSA UPF or the related AN resource are released, the SMF release the PSA UPF and terminating Nx interfaces.
2	Proposal
Proposal 1: Enhance PDR to include the destination address in the packet detection information and enhance FAR to include the corresponding forwarding path for the destination address in PDR.
Proposal 2: If all the PDU Sessions terminated to one PSA UPF or the related AN resource are released, the SMF release the PSA UPF and terminating Nx interfaces.



