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Abstract of the contribution: Proposes a way forward on how a UE can be informed to revert to using a UE manufacturer-assigned ID after being given a PLMN-assigned ID.

Discussion
There exists in Section 8, Interim Conclusions, an editor’s note to be resolved on UE re-use of manufacturer-specific IDs after previously being assigned a PLMN-specific ID:
Editor´s Note:	Whether and how for a given set of capabilities, the UE could later re-use a manufacturer-specific ID in a PLMN after being provided a PLMN-assigned ID for this set in this PLMN is FFS.
We assume that in general it should be possible to change the UE Radio Capability ID that a UE uses for a set of capabilities. This applies both to a UE that has signalled to the network a manufacturer-assigned ID and to one that has signalled a PLMN-assigned ID.
One scenario is if there has been a database corruption/error and the mapping of ID to capabilities is no longer known or trusted. Alternatively, an operator might be informed of a manufacturer-assigned ID and capabilities that it hadn’t previously known about, and wants UEs to use that ID rather than a PLMN-ID assigned one. There could be other cases. 
There seems to be several solution alternatives. In each there is a general assumption that whenever a UE receives an ID from the network then it should use that ID (for the set of capabilities) instead of any previous one (but see the comments on solution 1). 
Alternative approaches for changing the ID that a UE should use:
1. When the UE next registers with the network the network sends it either a new PLMN-ID, or a manufacturer assigned ID.
· The network has to know which manufacturer assigned IDs are appropriate to which UEs. The network could store this information at the time that the UE tried to use an unknown ID. This information would need to be stored centrally (or distributed to all nodes in the network). If the UE has several manufacturer assigned IDs, for different capabilities, the network would need to store each of these.
· Rather than storing the unknown ID(s) the network, when it receives a new manufacturer assigned ID, could look for UEs are from that manufacturer and that are using capabilities that match that set, and are using a network assigned ID. But, if the new manufacturer assigned ID that the network sends doesn’t actually match the manufacturer ID that the UE has, what should the UE do? 
2. When the UE next registers with the network the network sends it either a new PLMN-ID, or a “null” network-assigned ID. The UE interprets the latter as meaning it should use its manufacturer assigned ID instead.
· If the reason the UE has the network assigned ID is because it originally used an unknown manufacturer assigned ID, then the expected behaviour is that the UE sends the manufacturer assigned ID.  If the UE doesn’t have a manufacturer assigned ID it wouldn’t have an ID to use next time it registers and would send the full capabilities instead. The network could then give it a new network assigned ID.
3. A new IE is introduced that when received by a UE tells it that it should use its manufacturer assigned ID
· This new IE would only apply in this special case whereas alternative 2 uses the same signalling as would be used to tell the UE to use a new network assigned ID.
Conclusion
Approach 1 has significant issues. Approach 3 seems to be more specialised than needed as it only applies to re-use of a manufacturer-assigned ID.
Approach 2 therefore seems preferable.
Proposal
The following changes are proposed to TR 23.743.
<<<< Start of changes >>>>
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Editor's note:	This clause will capture conclusions from the study.
Editor's note:	These are interim conclusions and will be reviewed after response from RAN WGs.
For key issue #1 (How UE radio capabilities are identified?) the following principles are agreed:
-	The UE capability ID is a short pointer (few octets, the exact size is to be determined by RAN WG2) that is used to uniquely identify a set of UE Radio Capabilities;
-	The UE capability ID is assigned either by the serving PLMN or by the UE manufacturer, as follows:
-	Manufacturer-specific: The UE Capability ID may be assigned by the UE manufacturer in which case it is accompanied with the UE manufacturer information (e.g.TAC field in the PEI). In this case, the UE Capability ID uniquely identifies a set of UE Radio Capabilities for this manufacturer, and together with this UE manufacturer information uniquely identify this set of UE Radio Capabilities in any PLMN;
-	PLMN-specific: If a manufacturer-assigned UE Capability ID is not used by the UE or the serving network, or it is not recognised by the serving network, the serving core network may allocate UE Capability IDs for the UE corresponding to different sets of UE Radio capabilities the PLMN may receive at different times from the UE. In this case, the UE Capability IDs the UE receives are applicable to the serving PLMN and uniquely identify the corresponding sets of UE Radio Capabilities in this PLMN;
-	The type of UE Capability ID (Manufacturer-specific or PLMN-specific) needs to be distinguished when a UE Capability ID is signalled;
NOTE 1:	Which one of Manufacturer-specific or PLMN-specific and associated procedures for assignment are mandatory or optional in the UE, will be decided in normative phase of the work.
-	When the UE Capability ID is allocated by the serving PLMN the same PLMN-specific UE Capability ID can be provided to multiple different UEs with the same radio capabilities or different PLMN-specific UE Capability ID can be provided to multiple different UEs with the same radio capabilities. The strategies for allocating PLMN-specific UE Capability ID are based on local policy;
NOTE 2:	When the UE Capability ID is allocated by the serving PLMN, the method that the core network detects that the same UE Radio Capabilities are signalled by mutliple different UEs or the same "model" in order to allocate the same PLMN-specific UE Capability ID from SA2 point of view is left up to implementation or can be decided by RAN.
-	The UE stores the PLMN-specific UE Capability ID in non-volatile memory when in RM-DEREGISTERED state and can use it again when it registers in the same PLMN.
NOTE 3:	The number of PLMN-specific UE Capability IDs that UE stores in non-volatile memory is left up to UE implementation.
-	It shall be possible for a UE to change the set of UE Radio Capabilities in time and signal the associated UE capability ID, if available.
-	if a UE capability ID is assigned by a PLMN when a UE capability filter is used, then the UE capability ID is related to the Capability Filter.
-	The network or the Manufacturer shall be able to change the UE Capability ID associated with a device, e.g., due to a SW upgrade enabling new UE Radio Capabilities on the device side (for the manufacturer assigned UE Capability ID) in the network side;
-	At any given instant the UE has only one UE capability ID that is indicated to the network.
-	Solution #9 (UE Capability ID with delta set of capabilities) is recommended for normative work, subject to feasibility being confirmed by RAN WG2.
-	The mapping between a specific capability ID and a corresponding set of capabilities does not change once set.
For key issue #2 the following principles are agreed:
-	Owing to the need to support UE Radio Access Capabilities > 65 536 bytes (i.e. > 524 288 bits), and, the need to support fast, reliable, low processing complexity mechanisms for frequently used procedures (at least Service Request, RRC Connection Resume, X2&Xn handover, secondary gNB addition), the full UE Radio Access Capabilities shall not normally be transferred as part of those procedures. This requires that the serving and target RAN stores a local copy of the mapping between the UE Capability IDs and the full UE Radio Access Capabilities for the UEs that frequently use that RAN node.
-	if a UE capability ID assigned by PLMN is the result of the UE signalling a set of capabilities related to a UE capability filter provided by the network, the UE capability ID is stored always alongside (a reference to) the filter which was used when the capabilities associated to the ID were signalled.
-	AMF that supports the RACS feature is mandated to have access to full set of UEs radio capabilities and the mapping between UE Capability ID and corresponding UE radio capabilities for at least the UEs registered in this AMF;
-	NG-RAN that supports RACS, is mandatory to be able to maintain local storage of UE radio capabilities and have access to the mapping between the UE Capability ID and the full set of UEs radio capabilities;
-	A specific NG-RAN node that does not have the mapping between a specific UE Capability ID and the corresponding UE radio capabilities, shall be able to retrieve the mapping from CN.
-	The serving AMF stores the  UE Capability ID in the UE context if received and provides the capability ID to NG-RAN via N2 message, e.g. INITIAL CONTEXT SETUP REQUEST.
For key issue #3, the following principles are agreed:
-	RACS procedures will apply to 5GS. If there is interest similar procedures may apply to EPS but will be decided based on the objectives of the related work item in normative phase;
-	From SA WG2 point of view, for UEs that support the RACS feature, for UEs that are already assigned with an applicable UE Capability ID, it is mandatory to signal the UE Capability ID in Initial Registration. If both PLMN assigned and manufacturer assigned UE Capability IDs are available, the UE shall signal the PLMN assigned UE Capability ID;
Editor´s Note:	Whether and how for a given set of capabilities, the UE could later re-use a manufacturer-specific ID in a PLMN after being provided a PLMN-assigned ID for this set in this PLMN is FFS.
· A network shall be able to tell the UE to use a manufacturer-assigned ID after having previously provided it a PLMN-assigned ID. This is achieved by signalling a “null” network-assigned ID, and this tells the UE to use a manufacturer-assigned ID, if it has one.
NOTE 4:	Whether UE indicates the UE capability ID via NAS or via RRC connection establishement+N2 signalling will be determined in coordination with RAN2 and SA WG3.
-	For backwards compatibility, the X2, Xn, S1 and N2 interface “Setup” signalling needs to be updated to exchange information on the support level for the RACS feature.
-	 To allow for a mix of upgraded and non-upgraded RAN nodes over the X2/Xn interfaces, the UE Capability ID should be included in the Path Switch signalling between MME/AMF and RAN.
-	For backwards compatibility between nodes that support the feature and nodes that do not support the feature, if a peer node is not supporting RACS, the source node attempts to send to the peer node the UE capabilities that map to the UE capability ID. However, owing to message size limits, this may lead to an inter-CN node handover systematically failing, or, requiring the retrieval of the UE capabilities across the target RAN node’s radio interface.
-	When a UE capability ID is associated to a UE capability filter, the association to this filter is conveyed over the signalling interfaces when a mapping between the UE capability ID and the UE capabilities is provided. This includes the interface between the UE and the Network.
<<<< End of changes >>>>
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