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Abstract of the contribution: this paper is mainly about introducing one DNN associated with multiple 5G LAN groups and some related aspects.
1. Reasons for introducing multiple LAN groups in one DNN
The main target for 5G LAN mechanism is to support the management of a group UEs by operators and OTTs. This UE management is mainly about online/offline, efficient communications within the group, and maybe shift from one 5G LAN group to another. 

In the study phase, people have not identified whether one DNN associated with multiple LAN groups should be supported or not. However there are some following reasons can be considered:
Reason 1:  
Based on some discussions with 3rd parties, one enterprise may need multiple 5G LAN groups to manage different kinds of terminals, e.g. sensors, AGV vehicles, or cameras. Different terminals have different management requirement. For example, cameras will be always online for the whole day, while the sensors in order to saving power consumption may only need to be online when the production line is running. Therefore it is benefit to allocate the terminals in different 5G LAN groups and support the flexible terminals management.
Reason 2: 
DNN is designed for data network, not for group management. And 5G LAN group may need to be created or removed on-demand, more flexible than DNN.
Reason3:
It is difficult for operators providing multiple dedicated DNNs for various 3rd parties’ 5G LAN groups. Because DNNs resource is scarce and DNN configuration and management are complicated. When a new DNN is introduced in network, all of UE, DNS, 5GC need to be updated.
Reason 4: 

Using S-NSSAIs to identify specific 5G LAN group is not suitable, because network slicing is designed for 3rd parties and has a large concept than 5G LAN.

Proposal 1: the 5G LAN mechanism should support one DNN associated with multiple 5G LAN groups to enable the flexible 5G LAN group management.
Proposal 2: DNN and S-NSSAI is not sufficient to identify a 5G LAN group, and a new identifier need to be defined i.e. 5G LAN group ID.

2. SMF selection for one 5G LAN group

AF could modify the UE’s subscription data through NEF, in order to add UEs to specific 5G LAN group. The request from AF may include UE GPSI, external group ID. And NEF can translate the external group ID to 5G LAN group ID. 
UE’s subscription data in UDR/UDM can be modified by NEF through adding associated 5G LAN group ID.
SMF supporting 5G LAN mechanism needs to register itself in NRF with NF profile: NF ID, S-NSSAIs, DNNs and 5G LAN group IDs. And 5G LAN group IDs in SMF can be provided by NEF or by operator configurations.
When UE request PDU session establishment, the selected AMF can retrieve UE’s subscription data from UDM and then select a SMF based on a S-NSSAI, a DNN and a 5G LAN group ID.
Proposal 3: 5G LAN group ID is configured in UE’s subscription data with no impact on UE.

Proposal 4: SMF supporting specific 5G LAN group should be selected based on S-NSSAI, DNN and 5G LAN group ID by AMF

3. How the UE IP address is allocated when the UEs belong to different 5G LAN groups
There is an agreement in R16 that UEs belong to different 5G LAN groups cannot communicate directly through local switch or Nx.

The UE IP address can be allocated based on AF’s requirement. And UEs belong to different 5G LAN groups can be allocated with the same UE IP address based on the above agreement.
How to achieve it?

The suggested solution is that: the AF can provide a UE GPSI list, a IPv4/IPv6 address list, together with one 5G LAN group ID to NEF. NEF could update the UE’s subscription data through adding one 5G LAN group ID based on UE GPSI. NEF could configure the SMF with the IPv4/IPv6 address list provided by AF.
When the UE request PDU session establishment, AMF can select specific SMF by S-NSSAI, DNN and 5G LAN group ID based on UE’s subscription data. When the SMF allocates IP address for the UE, SMF will firstly check the UE’s subscription data and identify the 5G LAN group ID and the corresponding IPv4/IPv6 address list. SMF can select a IPv4/IPv6 address from the IPv4/IPv6 address list for the UE.
UEs in one 5G LAN group shall be allocated for different IP addresses (the capability which has been supported by SMF now). And UEs in different 5G LAN groups can be allocated for different or same IP addresses, based on AF’s requirement.
The UL/DL data can be transferred correctly between UPF and AS based on N6 tunnels, e.g. VxLAN

Proposal 5: The UE IP address can be allocated based on AF’s requirement.
Proposal 6: UEs in one 5G LAN group shall be allocated for different IP addresses. And UEs in different 5G LAN groups can be allocated for different or same IP addresses, based on AF’s requirement.
4. Proposal:
The CR for 5G LAN should be updated based on following observations.
Proposal 1: the 5G LAN mechanism should support one DNN associated with multiple 5G LAN groups to enable the flexible 5G LAN group management.

Proposal 2: DNN and S-NSSAI is not sufficient to identify a 5G LAN group, and a new identifier need to be defined i.e. 5G LAN group ID.

Proposal 3: 5G LAN group ID is configured in UE’s subscription data with no impact on UE.

Proposal 4: SMF supporting specific 5G LAN group should be selected based on S-NSSAI, DNN and 5G LAN group ID by AMF

Proposal 5: The UE IP address can be allocated based on AF’s requirement.

Proposal 6: UEs in one 5G LAN group shall be allocated for different IP addresses. And UEs in different 5G LAN groups can be allocated for different or same IP addresses, based on AF’s requirement.
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