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Abstract of the contribution: This paper discusses the usefulness of standardizing the report of access unavailability or availability from the UE to the UPF in order for the UPF to switch DL traffic in a timely manner when the network has not detected the access failure sufficiently early.
Discussion
In the conclusions of TR 23.793, it is stated "It shall be possible for the network to determine when an access becomes available or unavailable in a timely manner, for e.g. active/standby steering mode. As how this is determined by the network or whether the UE needs to send some indication that an access has failed/recovered will be considered in the normative phase."
It is indeed expected that when an access becomes unavailable (or available), the network can always be aware of it after a certain delay. If the network is able to detect the unavailability of an access quickly, this can be trigger for switching the traffic to the other access in a timely manner. But if the network detects an unavailability only after e.g. a few tens of seconds, it would result in the UPF sending DL packets to an unavailable access – although the other access is available – for too long from a user experience perspective. So, it is important for the UPF to be aware of the unavailability of an access as soon as possible, in order to switch the data flow towards the other access sooner. 
The detection of the unavailability of an access is performed as follows:
· In NR, Radio Link Failure is detectable by the UE, as specified in TS 38.331 clauses 5.3.10.3 and 7.1.1, at the expiry of T310, started upon detecting physical layer problems for the SpCell i.e. upon receiving N310 consecutive out-of-sync indications from lower layers. But it is implementation dependent how radio link failure is detected by the network side: there is only a cause value specified in TS 38.413 "Radio connection with UE lost". 
· In Untrusted WLAN, the way to detect a link failure is typically based on the inactivity of an IPsec child association (Dead Peer Detection) which is of the order of a few tens of seconds. 
It would then be beneficial that, in certain cases, the UE would indicate a sustainable loss of radio before the network would detect it. The UE has the means to detect radio loss very early because it monitors the radio path on the fly (e.g. RSRP, RSRQ, WLAN RSSI, etc). Such radio loss indication could be provided to the UPF via the user plane of the best link (the N3GPP access for a loss of radio over 3GPP access and the 3GPP access for a loss of radio/link over N3GPP (WLAN or fixed access)).
It was commented that the mechanism should not drain the UE's battery. To solve this issue, it is proposed that: 
· The UE only provides the indication of sustainable radio loss if the UE is in CM-CONNECTED mode and if there is downlink traffic exchanged between the UE and the network: there is indeed no need to send the information to the network if there is no downlink traffic. 
· The detection by the UE and the reporting criteria are implementation specific: only the structure of the measurement report needs to be standardized. 
Proposal
[bookmark: _GoBack]It is proposed to specify that the detection of the unavailability and of the availability of an access can be performed by the network or the UE, based on implementation, and that the UE may report an unavailability and an availability of a specific access to the UPF via the user plane of any available access. This is documented in companion CR S2-1901538.
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