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1. Discussion
Fig. 1-1 illustrates some steps associated with a PDU Session establishment over untrusted non-3GPP access, as currently specified in TS 23.502. It particularly shows that when an IPsec child SA is established between the UE and N3IWF to carry one or more QoS flows of the PDU Session, a DSCP value may be assigned to this child SA. This DSCP value essentially defines the type of QoS that can be applied to the traffic of the child SA: 
-
Between the untrusted non-3GPP access network and the N3IWF, the IP packets of the child SA are marked with the DSCP value and they are subject to a forwarding behaviour depending on this DSCP value.

-
Between the UE and the Access Point (AP) in the untrusted non-3GPP access network, the DSCP value can be mapped to a QoS level supported by the underlying non-3GPP access technology. In the typical case of an untrusted WLAN access network, the DSCP value is usually mapped to an EDCA Access Class (see IEEE 802.11), which utilizes the WLAN radio resources with a certain priority level.
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Fig. 1-1
The above model can provide QoS support for non-GBR flows over an untrusted non-3GPP access network. However, a trusted non-3GPP access network is expected to support also GBR flows and delay-critical GBR flows (as in 3GPP access), and the above model that relies on a DSCP value is not enough. For example, by providing only a DSCP value, the UE cannot know if it needs to reserve resources to guarantee a certain bit rate in the UL and/or in the DL direction, or does not know if the UL/DL traffic over the non-3GPP access interface should be transferred with certain delay bounds.
To overcome the above issue, it is proposed that when an IPsec child SA is requested by the TNGF, the IKEv2 Create Child SA Request should carry, not only a DSCP value, but also the QoS parameters associated with the QoS flow(s) that will be transferred over the child SA. The QoS parameters of each QoS flow include all existing parameters sent by the SMF to TNGF, including the 5QI, ARP, MFBR, GFBR, etc. (see TS 23.501, clause 5.7.1.2). This is schematically illustrated in Fig. 1-2, step 0.

Based on the received QoS parameters, the UE can determine what QoS resources should be reserved over the non-3GPP access interface. In the case of a trusted WLAN access network, the UE may decide e.g. to use controlled-access over WLAN air interface for the child SA traffic and may use the appropriate signalling to establish a Traffic Stream with the TNAP (e.g. send an ADDTS message; see IEEE 802.11) and specify the QoS requirements of this traffic stream, including bit rates and delay bounds.
Note that in a WLAN access network only the UE can trigger the reservation of QoS resources over the air, as defined in IEEE 802.11, clause 10.4.1: "It is always the responsibility of the non-AP STA to initiate the creation of a TS regardless of its direction." 
Note also that the UE may need to send an ADDTS message, not only when reserving guaranteed bit-rate resources, but also when requesting access with a certain priority level (some Access Classes using high priority need authorization from TNAP before they can be used). 
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Fig. 1-2

2. Proposal

Based on the above discussion it is proposed that, in a trusted non-3GPP access network, a PDU Session is established by following the same principles as the establishment over untrusted non-3GPP access, except that:

-
The IKEv2 Create Child SA Request message that is sent by the TNGF to UE in order to establish a child SA for one or more QoS flows shall also include the QoS profile of each QFI. The QoS profile of each QFI is sent by the SMF to TNGF (via the AMF) and contains the QoS parameters defined in TS 23.501 [2], clause 5.7.1.2 (e.g. 5QI, ARP, GFBR, MFBR, etc.). 

-
After receiving an IKEv2 Create Child SA Request message, the UE shall use the QoS parameters contained in this message to determine what QoS resources to reserve over the non-3GPP access (including e.g. guaranteed bit rates and delay bounds for UL/DL communication). How the UE determines what QoS resources to reserve over the non-3GPP access and how these QoS resources are reserved, is outside the scope of 3GPP specifications.
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