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Abstract of the contribution: This paper proposes to describe the feature of the NWDAF employed in order to collect network data (Data Collection) from NFs and AFs
1. Discussion
As discussed in TR 23.791, regarding how to collect data from 5GC NFs/AFs to NWDAF, solution #14 (Event Exposure)  is selected for the normative phase and solution #26 (NRF services) is selected as complementary solution. 
This PCR proposes to add the new feature about Data Collection into TS 23.288 as an implemention.
We choose to define only general principles for this data collection:
- Principle 1: Event Exposure, OAM and NRF
- Principe 2 : minimize signalling

The possible improvements of Event Exposure for Data Collection (as exposed in TR 23.791 e.g. new parameters, new events, upload  of metrics (called CDI) with optional aggregation) shall be addressed as a whole, beyond this TS, if required during use cases analyses.
2. Proposal
The following changes are proposed in TS 23.288.
[bookmark: _Toc517082226]* * * First change * * * *
[bookmark: _Toc534280592][bookmark: _Toc532571723]6.21	Procedures for Data Collection for Analytics Generation
Editor’s note: This clause describes requirements, procedures, service description and related network functions in 5GS to enable the data collection from NFs/AFs/OAM for generation of analytics by NWDAF.
[bookmark: _Toc534714436]6.12.1	General
 requirement Description
The Data Collection feature permits NWDAF to retrieve data from various sources (e.g. NF such as AMF, SMF, PCF), as a basis of the computation of network analytics.
All available data encompass:
· OAM global NF data,
· behaviour data related to individual UEs or UE groups (e.g. UE reachability), and pre-computed metrics covering UE populations (e.g. number of UEs present in a geographical area), per spatial and temporal dimensions (e.g. per region for a period of time),
· other NF data available in the 5GCN (e.g. NRF)
The NWDAF shall use :
· the Generic management services  [TS 28.532] offered by NFs in order to collect OAM global NF data. 
· the CP Exposure services offered by NFs/AFs in order to retrieve behaviour data and other non-OAM pre-computed metrics.
· Other existing NFCP services in order to collect NF data (e.g. NRF)
The NWDAF shall be able to discover the metrics supported by a NF/AF.
Data collection procedures enables the NWDAF to efficiently obtain the appropriate data with the appropriate granularity 
The NWDAF should optimize the usage of Data Collection, in order to minimize signalling load on provider NFs:
-	avoiding requesting the same data when it is common to different use cases
-	avoid requesting data types which are not mandatory for the resquested analytics
-	avoid requesting data at an unnecessary fine grain (space, time) or quality.
-	prefer to request global information (e.g. number of UEs present in a geographical area) is it permits to minimize  per UE event subscription.
[bookmark: _Toc534714437]6.21.2	Data Collection from NFs/AFs
6.2.2.1	General
The Data Collection feature from NFs/AFs  is used by NWDAF to subscribe/unsubscribe at any NFs/ or AFs to be notified for data collection on a set of events.
The Data Collection from NFs/AFs is based on the existing services of  AMF, SMF, UDM, PCF, NRF and AF via NEF.: 
· The Data Collection is based on exposures services (Event Exposure Service) offered by each NF or AF as defined per TS 23.502 [yy] clause 4.15 and clause 5.2. 
· other NF services (e.g. NFDiscovery and NFManagement  in NRF as defined in TS 23.502 [yy] clause 4.15)
This service is used directly in order to retrieve behaviour data individual UE or UE groups (e.g. UE rechability), and also to retrieve global UE information (e.g. Number of UEs present in a geographical area).
Editor’s note: the Exposition Framework is likely to be extended depending on the analysis of use cases, with either: 
- new event-IDs in order to retrieve metrics  covering UE populations, not covered by OAM services, as described in TR 23.791 (e.g. metrics per area on CM/RM states)
- extensions of existing event-IDs and associated reports (e.g. for AMF  the “Number of UEs present in a geographical area” in order to obtain finer grain information (cells) than TA)
Table 6.12.2.1-1: NF Services consumed by NWDAF for data collection
	NF
	Service
	Reference in TS 23.502 [yy]

	AMF
	Namf_EventExposure
	5.2.2.3

	SMF
	Nsmf_EventExposure
	5.2.8.3

	PCF
	Npcf_EventExposure
	5.2.5.7

	UDM
	Nudm_EventExposure
	5.2.3.5

	NEF
	Nnef_EventExposure
	5.2.6.2

	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	
	Nnrf_NFManagement
	5.2.7.2



[bookmark: _Toc534714439]6.1.2.1	Network Function Services Related to the Data Collection from NFs/AFs
Editor’s note: Describes network function services related to the Data Collection from NFs/AFs, referring to TS 23.502 clause 5.2.2.3 Namf_EventExposure service.

	
	
	

	
	
	

	
	
	



[bookmark: _Toc534714438]6.21.2.2	Procedure for Data Collection from NFs/AFs by Event Exposure
The procedure in Figure 6.21.2.2-1 is used by NWDAF to subscribe/unsubscribe at NFs/AF in order to be notified for data collection on a related event (s), using existing Event Exposure Services as in (Table 6.2.2.1-1noted as Nnf exposure service).

[bookmark: _MON_1595423103] 
Figure 6.21.2.2-1: Event Exposure Subscribe/unsubscribe for NFs/Operators AFs
1.	The NWDAF subscribes to or cancels subscription for a (set of) Event ID(s) by invoking the Nnf_EventExposure_Subscribe/ Nnf_ EventExposure _Unsubscribe service operation.
NOTE 1:	The Event ID (s) defined in TS 23.502 [yy] could be used or new Event ID(s) could be needed which depends on the use cases.
2.	If NWDAF subscribes to a (set of) Event ID(s), the NFs notifies the NWDAF (e.g. with the event report) by invoking Nnf_EventsExposure_Notify service operation.
NOTE 2:	The NWDAF could can use the reporting flag as defined in Table 4.15.1-1 of TS 23.502 [yy] to meet the request-response model for data collection from NFs.
6.2.2.3	Procedure for Data Collection from AF via NEF
The procedure in Figure 6.21.2.23-12 is used by NWDAF to collect information from 3rd Party AFs and the interaction is done via the NEF.


Figure 6.21.2.32-12: Data Collection from AF via NEFEvent Exposure Subscribe/unsubscribe for 3rd party AFs
0.	In order for AF to provide data to NWDAF, a registration of the available data at AF shall be performed.
	NOTE 3:	The registration process is for NWDAF to discover the address of AFs and the data they can provide to NWDAF. 
	Editor’s note: The specifics of the registration is FFS
1.	The NWDAF subscribes to or cancels subscription to data in AF via NEF by invoking the Nnef_EventExposure_Subscribe/ or Nnef_EventExposure_Unsubscribe service operation. If the analytic information event subscription is authorized by the NEF, the NEF records the association of the event trigger and the requester identity, taking into account user consent.
2.	Based on the request from the NWDAF, the NEF subscribes to or cancels subscription to data in AF by invoking the Naf_EventExposure_Subscribe/ Naf_EventExposure_Unsubscribe service operation.
3.	If the NEF subscribes to data in AF, the AF notifies the NEF with the data by invoking Naf_EventExposure_Notify service operation.
4.	If the NEF receives the notification from the AF, the NEF notifies the NWDAF with the data by invoking Nnef_EventExposure_Notify service operation.
6.2.2.4	Procedure for Data Collection from NRF
The NWDAF mayshall use some NRF services as defined in TS 23.502 [yy] and Network Functional service framework procedures as defined in TS 23.502 [yy] clause 5.2.7 and clause 4.17:
-	NF/NF service discovery procedures (in TS 23.502 [yy] clause 4.17.4) and The Nnrf_NFDiscovery service of the NRF in order to discover NF instances and services.
The Nnrf_NFManagement service of the NRF, as a complement to Generic management services services, in order to retrieve global NF status.

The NWDAF shall use the NRF discovery services (Nnrf_NFDiscovery  in TS 23.502 [yy] clause 5.2.7.3) in order to dynamically discover the NF instances and services of the 5GCN. Such discovery may be performed on a periodical basis, or under specific circumstancescirconstances (e.g. NF deregistration). 
-	NF/NF service status subcribe/notify procedures (in TS 23.502 [yy] clause 4.17.7) and The NWDAF shall use the NRF management service (Nnrf_NFManagement in TS 23.502 [yy] clause 5.2.7.2) in order to be notified about the change of status of an NF. The service operation for NF discovery is Request from the Nnrf_NFDiscovery service. The service operations for obtaining status information are NFStatusSubscribe and NFStatusNotify, from the Nnrf_NFManagement service.
The information provided by the NRF to the NWDAF with the Nnrf_NFDiscovery_Request and the Nnrf_NFManagement_NFStatusNotify operations are the NFProfile and the NFService. 
Such information can be used for all purposes in order to set-up and maintain a consistent network map for data collection and also, depending on use cases, in order to perform estimations:
-	NF profile: NF capacity, NF load information, NF status, NF recovery time, NF locality;
-	NF service: service capacity, service load information, service status, service recovery time.

6.2.2.56.1.2.3	Usage of Exposure framework by the NWDAF for Data Collection
The NWDAF shall subscribe (and unsubscribe) to the Event exposure service from NF(s) reusing the framework already defined in TS 23.502 [yy] subclause 4.15. This framework supports the possibility for the NWDAF to indicate / request:
-	Events-ID: one or multiple Event ID(s) defined in TS 23.502 [yy] clause 4.15.1
-	Target ID: The tTarget of Eevent Rreporting defined in TS 23.502 [yy] clause 4.15.1: the objects targeted by the Events. Within a subscription, all Event ID (s) are associated with the same target of event reporting. In the case of NWDAF, the objects can be UE(s), UE group(s), any UE.
-	Event Filter Information defined in TS 23.502 [yy] subclause 4.15.1. It This provides Event Parameter Types and Event Parameter Value(s) to be matched against.
-	A Notification Target Address (+and a Notification Correlation ID) as defined in TS 23.502 [yy] clause 4.15.1, allowing the NWDAF to correlate notifications received from the NF with this subscription.
-	Event Reporting Information described in TS 23.502 [yy] Table 4.15.1-1.
-	Expiry time as defined in TS 23.502 [yy] clause 4.15.1.
The notifications from NFs/AFs contain on top of the Event being reported (and of dedicated information being reported for this event):
-	Tthe Notification Correlation Information provided by the NWDAF in its request,
-	(when it appliesapplicable to the event) the tTarget Id e.g. UE ID (SUPI and if available GPSI), and
-	Aa time stamp.
Editor’s note: further definition development of this TS may propose new parameters for the Exposure framework: 
- optional aggregation mode, as defined in TR 23.791
- periodicity of reports, for  events which concern populations of UE (e.g. Number of UEs present in a geographical area). FFS.

* * * Second change * * * *

* * * End of changes * * * *
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