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2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 41.101: "Technical Specifications and Technical Reports for a GERAN-based 3GPP system".

[2]
Void.

[3]
3GPP TS 32.240: "Telecommunication management; Charging management; Charging architecture and principles".

[4]
IETF RFC 4006: "Diameter Credit-Control Application".

[5]
3GPP TS 23.207: "End-to-end Quality of Service (QoS) concept and architecture".

[6]
3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description".

[7]
3GPP TS 23.125: "Overall high level functionality and architecture impacts of flow based charging; Stage 2".

[8]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[9]
3GPP TS 32.251: "Telecommunication management; Charging management; Packet Switched (PS) domain charging".

[10]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".

[11]
3GPP TR 33.919: "3G Security; Generic Authentication Architecture (GAA); System description".

[12]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

[13]
Void.

[14]
3GPP TS 23.107: "Quality of Service (QoS) concept and architecture".

[15]
"WiMAX End-to-End Network Systems Architecture" (http://www.wimaxforum.org/technology/documents).

[16]
3GPP TS 23.003: "Numbering, addressing and identification".

[17]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".

[18]
3GPP TS 23.402: "Architecture Enhancements for non-3GPP accesses".

[19]
3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Overall description; Stage 2".

[20]
3GPP2 X.S0057-B v2.0: "E UTRAN - HRPD Connectivity and Interworking: Core Network Aspects", July 2014.

[21]
3GPP TS 23.167: "IP Multimedia Subsystem (IMS) emergency sessions".

[22]
3GPP TS 29.213: "Policy and Charging Control signalling flows and QoS parameter mapping".

[23]
3GPP TS 23.261: "IP Flow Mobility and seamless WLAN offload; Stage 2".

[24]
3GPP TS 23.198: "Open Service Access (OSA); Stage 2".

[25]
3GPP TS 23.335: "User Data Convergence (UDC); Technical realization and information flows; Stage 2".

[26]
3GPP TS 29.335: "User Data Convergence (UDC); User Data Repository Access Protocol over the Ud interface; Stage 3".

[27]
3GPP TS 22.115: "Service aspects; Charging and billing".

[28]
3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC); Stage 2".

[29]
3GPP TS 23.139:"3GPP-Fixed Broadband Access Interworking".

[30]
Broadband Forum TR-203: "Interworking between Next Generation Fixed and 3GPP Wireless Access" (work in progress).

[31]
Broadband Forum TR-134: "Policy Control Framework " (work in progress).

[32]
3GPP TS 25.467: "UTRAN architecture for 3G Home Node B (HNB); Stage 2".

[33]
Broadband Forum TR-291: "Nodal Requirements for Interworking between Next Generation Fixed and 3GPP Wireless Access" (work in progress).

[34a]
Broadband Forum TR-124 issue 2: "Functional Requirements for Broadband Residential Gateway Devices".

[34b]
Broadband Forum TR-124 issue 3: "Functional Requirements for Broadband Residential Gateway Devices".

[35]
Broadband Forum TR-101: "Migration to Ethernet-Based Broadband Aggregation".

[36]
Broadband Forum TR-146: "Internet Protocol (IP) Sessions".

[37]
Broadband Forum TR-300: "Nodal Requirements for Converged Policy Management".

[38]
3GPP TS 22.278: "Service requirements for the Evolved Packet System (EPS)".

[39]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[40]
Broadband Forum TR-092: "Broadband Remote Access Server (BRAS) Requirements Document".

[41]
Broadband Forum TR-134: "Broadband Policy Control Framework (BPCF)".

[42]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".

[43]
3GPP TS 23.161: "Network-based IP flow mobility and Wireless Local Area Network (WLAN) offload; Stage 2".

[44]
3GPP TS 23.303: "Proximity-based services (ProSe); Stage 2".

[45]
3GPP TS 26.114: "Multimedia telephony over IP Multimedia Subsystem (IMS); Multimedia telephony; media handling and interaction".

[46]
3GPP TS 23.179: "Functional architecture and information flows to support mission-critical communication service; Stage 2".

[47]
IETF RFC 6066: "Transport Layer Security (TLS) Extensions: Extension Definitions".

[48]
3GPP TS 23.285: "Architecture enhancements for V2X services".

[49]
3GPP TS 22.011: "Service accessibility".

[50]
3GPP TS 24.008: "Mobile radio interface Layer 3 specification; Core network protocols; Stage 3".

[51]
3GPP TS 22.261: "Service requirements for the 5G system; Stage1".

[52]
3GPP TS 23.272: "Circuit Switched (CS) fallback in Evolved Packet System (EPS); Stage 2".
[XX]
3GPP TS 23.221: "3rd Generation Partnership Project; Technical Specification Group Services and Systems Aspects; Architectural Requirements".
* * * Next Change * * *
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [8] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [8].

ADC
Application Detection and Control

AF
Application Function

AMBR
Aggregated Maximum Bitrate

ARP
Allocation and Retention Priority

ASP
Application Service Provider

BBERF
Bearer Binding and Event Reporting Function

BBF
Bearer Binding Function

BBF AAA
Broadband Forum AAA

BNG
Broadband Network Gateway

BPCF
Broadband Policy Control Function

BRAS
Broadband Remote Access Server

CSG
Closed Subscriber Group

CSG ID
Closed Subscriber Group Identity

DRA
Diameter Routing Agent

E-UTRAN
Evolved Universal Terrestrial Radio Access Network

H-PCEF
A PCEF in the HPLMN

H-PCRF
A PCRF in the HPLMN

HRPD
High Rate Packet Data

HSGW
HRPD Serving Gateway

IP‑CAN
IP Connectivity Access Network

MPS
Multimedia Priority Service

NB-IoT
Narrowband IoT

NBIFOM
Network-based IP flow mobility

NSWO
Non-Seamless WLAN Offload

OAM
Operation Administration and Maintenance

OFCS
Offline Charging System

OCS
Online Charging System

PCC
Policy and Charging Control

PCEF
Policy and Charging Enforcement Function

PCRF
Policy and Charging Rules Function

PFDF
Packet Flow Description Function

PRA
Presence Reporting Area

QCI
QoS Class Identifier

RAN
Radio Access Network

RCAF
RAN Congestion Awareness Function
RLOS
Restricted Local Operator Services
RUCI
RAN User Plane Congestion Information

RG
Residential Gateway

SCEF
Service Capability Exposure Function

vSRVCC
video Single Radio Voice Call Continuity

SPR
Subscription Profile Repository

TDF
Traffic Detection Function

TSSF
Traffic Steering Support Function

UDC
User Data Convergence

UDR
User Data Repository

V-PCEF
A PCEF in the VPLMN

V-PCRF
A PCRF in the VPLMN

WB-E-UTRAN
Wide Band E-UTRAN

* * * Next Change * * *
4.1
General requirements

It shall be possible for the PCC architecture to base decisions upon subscription information.

It shall be possible to apply policy and charging control to any kind of 3GPP IP‑CAN and any non-3GPP accesses connected via EPC complying with TS 23.402 [18]. Applicability of PCC to other IP‑CANs is not restricted. However, it shall be possible for the PCC architecture to base decisions upon the type of IP‑CAN used (e.g. GPRS, etc.).

The policy and charging control shall be possible in the roaming and local breakout scenarios defined in TS 23.401 [17] and TS 23.402 [18].

The PCC architecture shall discard packets that don't match any service data flow of the active PCC rules. It shall also be possible for the operator to define PCC rules, with wild-carded service data flow filters, to allow for the passage and charging for packets that do not match any service data flow template of any other active PCC rules.

The PCC architecture shall allow the charging control to be applied on a per service data flow and on a per application basis, independent of the policy control.

The PCC architecture shall have a binding method that allows the unique association between service data flows and their IP‑CAN bearer.

A single service data flow detection shall suffice for the purpose of both policy control and flow based charging.

A PCC rule may be predefined or dynamically provisioned at establishment and during the lifetime of an IP‑CAN session. The latter is referred to as a dynamic PCC rule.

The number of real-time PCC interactions shall be minimized although not significantly increasing the overall system reaction time. This requires optimized interfaces between the PCC nodes.

It shall be possible to take a PCC rule into service, and out of service, at a specific time of day, without any PCC interaction at that point in time.

It shall be possible to take APN-related policy information into service, and out of service, once validity conditions specified as part of the APN-related policy information are fulfilled or not fulfilled anymore, respectively, without any PCC interaction at that point in time.

PCC shall be enabled on a per PDN basis (represented by an access point and the configured range of IP addresses) at the PCEF. It shall be possible for the operator to configure the PCC architecture to perform charging control, policy control or both for a PDN access.

PCC shall support roaming users.

The PCC architecture shall allow the resolution of conflicts which would otherwise cause a subscriber's Subscribed Guaranteed Bandwidth QoS to be exceeded.

The PCC architecture shall support topology hiding.

It should be possible to use PCC architecture for handling IMS-based emergency service and Restricted Local Operator Services.

It shall be possible with the PCC architecture, in real-time, to monitor the overall amount of resources that are consumed by a user and to control usage independently from charging mechanisms, the so-called usage monitoring control.

It shall be possible for the PCC architecture to provide application awareness even when there is no explicit service level signalling.

The PCC architecture shall support making policy decisions based on subscriber spending limits.

The PCC architecture shall support making policy decisions based on RAN user plane congestion status.

The PCC architecture shall support making policy decisions for multi-access IP flow mobility solution described in TS 23.161 [43].

The PCC architecture shall support making policy decisions for (S)Gi-LAN traffic steering.

* * * * Next Changes * * *
6.1.1.3
PCC rule authorization and QoS rule generation

PCC Rule authorization is the selection of the QoS parameters (QCI, ARP, GBR, MBR, etc.) for the PCC rules.

The PCRF shall perform the PCC rule authorization for complete dynamic PCC rules belonging to AF sessions that have been selected in step 1, as described in clause 6.1.1.2, as well as for PCC rules without corresponding AF sessions. Based on AF instructions (as described in clause 6.1.5) dynamic PCC rules can be authorized even if they are not complete (e.g. due to missing service information regarding QoS or traffic filter parameters).

The PCC rule authorization depends on the IP‑CAN bearer establishment mode of the IP‑CAN session and the mode (UE or NW) of the PCC rule:

-
In UE/NW bearer establishment mode, the PCRF shall perform the authorization for all PCC rules that are to be handled in NW mode.

-
In UE/NW bearer establishment mode, for PCC rules that are to be handled in UE mode or when in UE-only bearer establishment mode, the PCRF shall first identify the PCC rules that correspond to a UE resource request and authorize only these.


The PCRF shall compare the traffic mapping information of the UE resource request with the service data flow filter information of the services that are allowed for the user. Each part of the traffic mapping information shall be evaluated separately in the order of their related precedence. Any matching service data flow filter leads to an authorization of the corresponding PCC rule for the UE resource request unless the PCC rule is already authorized for a more specific traffic mapping information or the PCC rule cannot be authorized for the QCI that is related to the UE resource request (the details are described in the next paragraph). Since a PCC rule can contain multiple service data flow filters it shall be ensured by the PCRF that a service data flow is only authorized for a single UE resource request.

NOTE 1:
For example, a PCC rule containing multiple service data flow filters that match traffic mapping information of different UE resource requests could be segmented by the PCRF according to the different matching traffic mapping information. Afterwards, the PCRF can authorize the different PCC rules individually.


The PCRF knows whether a PCC rule can be authorized for a single QCI only or a set of QCIs (based on SPR information or local configuration). If the processing of the traffic mapping information would lead to an authorization of a PCC rule, the PCRF shall also check whether the PCC rule can be authorized for the QCI that is related to the UE resource request containing the traffic mapping information. If the PCC rule cannot be authorized for this QCI, the PCRF shall reject the traffic mapping information unless otherwise stated in an access-specific Annex.


If there is any traffic mapping information not matching to any service data flow filter known to the PCRF and the UE is allowed to request for enhanced QoS for traffic not belonging to operator-controlled services, the PCRF shall authorize this traffic mapping information by adding the respective service data flow filter to a new or existing PCC. If the PCRF received an SDF filter identifier together with this traffic mapping information, the PCRF shall modify the existing PCC rule if the PCC rule is authorized for a GBR QCI.

NOTE 2:
If the PCC rule is authorized for a non-GBR QCI, the PCRF may either create a new PCC rule or modify the existing PCC rule.


The PCC rule that needs to be modified can be identified by the service data flow filter the SDF filter identifier refers to. The requested QoS shall be checked against the subscription limitations for traffic not belonging to operator-controlled services.


If the PCRF needs to perform the authorization based on incomplete service information and thus cannot associate a PCC rule with a single IP‑CAN bearer, then the PCRF shall generate for the affected service data flow an individual PCC rule per IP‑CAN bearer that could carry that service data flow. Once the PCRF receives the complete service information, the PCC rule on the IP‑CAN bearer with the matching traffic mapping information shall be updated according to the service information. Any other PCC rule(s) previously generated for the same service data flow shall be removed by the PCRF.

NOTE 3:
This is required to enable the successful activation or modification of IP‑CAN bearers before knowing the intended use of the IP‑CAN bearers to carry the service data flow(s).


For an IP‑CAN, where the PCRF gains no information about the uplink IP flows (i.e. the UE provided traffic mapping information contains no information about the uplink IP flows), the binding mechanism shall assume that, for bi-directional service data flows, both downlink and uplink packets travel on the same IP‑CAN bearer.


Whenever the service data flow template or the UE provided traffic mapping information change, the existing authorizations shall be re-evaluated, i.e. the authorization procedure specified in this clause, is performed. The re-evaluation may, for a service data flow, require a new authorization for a different UE provided mapping information.


Based on PCRF configuration or AF instructions (as described in clause 6.1.5) dynamic PCC rules may have to be first authorized for the default QCI/default bearer (i.e. bearer without UE provided traffic mapping information) until a corresponding UE resource request occurs.

NOTE 4:
This is required to enable services that start before dedicated resources are allocated.

A PCC rule for a service data flow that is a candidate for vSRVCC according to TS 23.216 [28] shall have the PS to CS session continuity indicator set.

For the authorization of a PCC rule the PCRF shall take into account the IP‑CAN specific restrictions and other information available to the PCRF. Each PCC rule receives a set of QoS parameters that can be supported by the IP‑CAN. The authorization of a PCC rule associated with an emergency service and Restricted Local Operator Services shall be supported without subscription information (e.g. information stored in the SPR). The PCRF shall apply policies configured for the emergency service and Restricted Local Operator Services.

When both a Gx and associated Gxx interface(s) exist for an IP‑CAN session, the PCRF shall generate QoS rules for all the authorized PCC rules in this step. The PCRF shall ensure consistency between the QoS rules and PCC rules authorized for the same service data flow when QoS rules are derived from corresponding PCC rules.

When flow mobility applies for the IP-CAN Session, one IP‑CAN session may be associated to multiple Gateway Control Sessions with separate BBRFs. In this case, the PCRF shall provision QoS rules only to the appropriate BBERF based on IP flow mobility routing rules received from the PCEF.

* * * * Next Changes * * *
6.2.1.1
Input for PCC decisions

The PCRF shall accept input for PCC decision-making from the PCEF, the BBERF if present, the TDF if present, the SPR and if the AF is involved, from the AF, as well as the PCRF may use its own predefined information. These different nodes should provide as much information as possible to the PCRF. At the same time, the information below describes examples of the information provided. Depending on the particular scenario all the information may not be available or is already provided to the PCRF.

The PCEF and/or BBERF may provide the following information:

-
Subscriber Identifier;

-
The IMEI(SV) of the UE;

-
IPv4 address of the UE;

-
IPv6 network prefix assigned to the UE;

-
NBIFOM Routing Rules (when NBIFOM as specified in TS 23.161 [43] applies);

-
IP flow routing information (when IP flow mobility as specified in TS 23.261 [23] applies);

NOTE 1:
IP flow routing information and NBIFOM Routing Rules are provided only by the PCEF.

-
Change of usability of an Access (when NBIFOM as specified in TS 23.161 [43] applies);

-
IP‑CAN bearer attributes;

NOTE 2:
If IP flow mobility as specified in TS 23.161 [43] or in TS 23.261 [23] applies, an IP-CAN session may be active over multiple accesses and thus some IP‑CAN bearer attributes may have a different value depending on the access type;

-
Request type (initial, modification, etc.);

-
Type of IP‑CAN (e.g. GPRS, etc.);

NOTE 3:
The Type of IP‑CAN parameter should allow extension to include new types of accesses.

-
Location of the subscriber;

NOTE 4:
See clause 6.1.4 for the description of this location information.

NOTE 5:
Depending on the type of IP‑CAN, the limited update rate for the location information at the PCEF may lead to a UE moving outside the area indicated in the detailed location information without notifying the PCEF.

-
A PDN ID;

-
A PLMN identifier;

-
IP‑CAN bearer establishment mode;

-
3GPP PS Data Off status.

The PCEF enhanced with ADC or the TDF may provide the following information:

-
Detected application identifier;

-
Allocated application instance identifier;

-
Detected service data flow descriptions.

The SPR may provide the following information for a subscriber, connecting to a specific PDN:

-
Subscriber's allowed services, i.e. list of Service IDs;

-
For each allowed service, a pre-emption priority;

-
Information on subscriber's allowed QoS, including:

-
the Subscribed Guaranteed Bandwidth QoS;

-
a list of QoS class identifiers together with the MBR limit and, for real-time QoS class identifiers, GBR limit.

-
Subscriber's charging related information;

-
Spending limits profile containing an indication that policy decisions depend on policy counters available at the OCS that has a spending limit associated with it and optionally the list of relevant policy counters.

-
Subscriber category;

-
Subscriber's usage monitoring related information;

-
Subscriber's profile configuration;

-
Sponsored data connectivity profiles;

-
MPS EPS Priority, MPS Priority Level (See TS 23.401 [17] for more detail on MPS Subscription);

-
IMS Signalling Priority.

NOTE 6:
The MPS Priority Level represents user priority.

NOTE 7:
The MPS Priority Level is one among other input data such as operator policy for the PCRF to set the ARP value. The MPS EPS Priority, and MPS Priority Level are consistent with the corresponding parameters defined in the HSS.

The SPR may provide the following policy information related to an ASP (see clause 6.1.16):

-
The ASP identifier;

-
A transfer policy together with a reference ID, the volume of data to be transferred per UE, the expected amount of UEs and the network area information.

The AF, if involved, may provide the following application session related information, e.g. based on SIP and SDP:

-
Subscriber Identifier;

-
IP address of the UE;

-
Media Type;

-
Media Format, e.g. media format sub-field of the media announcement and all other parameter information (a= lines) associated with the media format;

-
Bandwidth;

-
Sponsored data connectivity information (see clause 5.2.1);

-
Flow description, e.g. source and destination IP address and port numbers and the protocol;

-
AF application identifier;

-
AF Communication Service Identifier (e.g. IMS Communication Service Identifier), UE provided via AF;

-
AF Application Event Identifier;

-
AF Record Information;

-
Flow status (for gating decision);

-
Priority indicator, which may be used by the PCRF to guarantee service for an application session of a higher relative priority;

NOTE 8:
The AF Priority information represents session/application priority and is separate from the MPS EPS Priority indicator.

-
Emergency indicator;
-
Indicator for Restricted Local Operator Services;
-
Application service provider.

NOTE 9:
The application service provider may be identified in numerous forms e.g. the AF application identifier or the host realm at Diameter level.

The OCS, if involved, may provide the following information for a subscriber:

-
Policy counter status for each relevant policy counter.

The RCAF, if involved, may provide the following information for a subscriber:

-
Subscriber Identifier.

-
Identifier of the eNB, E-UTRAN cell or Service Area serving the subscriber.

NOTE 10:
Whether in case of E-UTRAN the eNB identifier or the ECGI are included in the RUCI is up to operator configuration in the RCAF.

NOTE 11:
Depending on the RUCI reporting interval configured in the RCAF, a UE may move outside the area indicated without the RCAF immediately notifying the PCRF. The PCRF can avoid receiving information about the cell currently serving a UE from multiple sources (i.e. via the Np and the Gx interface) by deactivating reporting of the congested cell's identifier over Np. In case PCRF receives information about the cell currently serving a UE via Np and Gx, then the information received via Gx is expected to take precedence.

-
APNs.

-
Congestion level or an indication of the "no congestion" state.

In addition, the predefined information in the PCRF may contain additional rules based on charging policies in the network, whether the subscriber is in its home network or roaming, depending on the IP‑CAN bearer attributes.

The QoS Class Identifier (see clause 6.3.1) in the PCC rule is derived by the PCRF from AF or SPR interaction if available. The input can be SDP information or other available application information, in line with operator policy.

The Allocation/Retention Priority in the PCC Rule is derived by the PCRF from AF or SPR interaction if available, in line with operator policy.

* * * * Next Changes * * *
6.1.10
IMS Emergency Session Support

No change to this clause
6.1.X
Restricted Local Operator Services Support
Restricted Local Operator Services (i.e. IP-CAN session for the Restricted Local Operator Services) (as specified in TS 23.221[XX]) are provided by the serving network when the network is configured to support Restricted Local Operator Services. 
The PCC handling of Restricted Local Operator Services is very similar to that of emergency service as specified in clause 6.1.10 with the following differences:
· RLOS APN and IMS RLOS session are used for Restricted Local Operator Services;
· Architecture model and Reference points (clause 6.1.10.1)
Restricted Local Operator Services does not require a subscription. 
· PCC Rule Authorization and QoS rule generation (clause 6.1.10.2)

The Restricted Local Operator Services is not a prioritized services, and the ARP can be determined based on operator policy.
-
Functional Entity: PCRF (clause 6.1.10.3.1)

The PCRF shall determine based on the RLOS APN if an IP-CAN Session relates to an IMS RLOS session.
-
Functional Entity: PCEF (clause 6.1.10.3.2)

Duration of PDN connection for RLOS is controlled through local policies in PCEF. Handling of inactivity timer for the emergency PDN connection is not applicable for RLOS.
· Functional Entity: P-CSCF (clause 6.1.10.3.3)

Indication of IMS RLOS session is used.
· PCC Procedures and Flows (clause 6.1.10.4)

The PDN-id identifies an RLOS APN.
* * * * End of Changes * * *
