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***** Start of Changes *****
[bookmark: _Toc532891821]5.17	Interworking and Migration
[bookmark: _Toc532891822]5.17.1	Support for Migration from EPC to 5GC
[bookmark: _Toc532891823]5.17.1.1	General
Clause 5.17.1 describes the UE and network behaviour for the migration from EPC to 5GC.
Deployments based on different 3GPP architecture options (i.e. EPC based or 5GC based) and UEs with different capabilities (EPC NAS and 5GC NAS) may coexist at the same time within one PLMN.
It is assumed that a UE that is capable of supporting 5GC NAS procedures may also be capable of supporting EPC NAS (i.e. the NAS procedures defined in TS 24.301 [13]) to operate in legacy networks e.g. in the case of roaming.
The UE will use EPC NAS or 5GC NAS procedures depending on the core network by which it is served.
In order to support smooth migration, it is assumed that the EPC and the 5GC have access to a common subscriber database, that is HSS in the case of EPC and the UDM in the case of 5GC, acting as the master data base for a given user as defined in TS 23.002 [21]. The PCF has access to the UDR that acts as a common subscriber database for a given user identified by a SUPI using the Nudr services defined in TS 23.502 [3].


Figure 5.17.1.1-1: Architecture for migration scenario for EPC and 5G CN
A UE that supports only EPC based Dual Connectivity with secondary RAT NR:
-	always performs initial access through E-UTRA (LTE-Uu) but never through NR;
-	performs EPC NAS procedures over E-UTRA (i.e. Mobility Management, Session Management etc) as defined in TS 24.301 [13].
A UE that supports camping on 5G Systems with 5GC NAS:
-	performs initial access either through E-UTRAN that connects to 5GC or NR towards 5GC;
-	performs initial access through E-UTRAN towards EPC, if supported and needed;
-	performs EPC NAS or 5GC NAS procedures over E-UTRAN or NR respectively (i.e. Mobility Management, Session Management etc) depending on whether the UE requests 5GC access or EPC access, if the UE also supports EPC NAS.
When camping on an E-UTRA cell connected to both EPC and 5GC, a UE supporting EPC NAS and 5GC NAS shall select a core network type (EPC or 5GC) and initiate the corresponding NAS procedure as specified in TS 23.122 [17].
In order to support different UEs with different capabilities in the same network, i.e. both UEs that are capable of only EPC NAS (possibly including EPC based Dual Connectivity with secondary NR) and UEs that support 5GC NAS procedures in the same network:
-	eNB that supports access to 5GC shall broadcast that it can connect to 5GC and the supported 5GC CIoT 5GS Optimisations. Based on that, the UE AS layer indicates "E-UTRA connected to 5GC" capability to the UE NAS layer.
-	It is also expected that the UE AS layer is made aware by the UE NAS layer whether a NAS signalling connection is to be initiated to the 5GC. Based on that, UE AS layer indicates to the RAN whether it is requesting 5GC access (i.e. "5GC requested" indication). The RAN uses this indication to determine whether a UE is requesting 5GC access or an EPC access. RAN routes NAS signalling to the applicable AMF or MME accordingly.
NOTE:	The UE that supports EPC based Dual Connectivity with secondary RAT only does not provide this "5GC requested" indication at Access Stratum when it performs initial access and therefore eNB uses the "default" CN selection mechanism to direct this UE to an MME
Based on the Core Network type restriction (e.g. due to lack of roaming agreements) described in clause 5.3.4.1.1 (i.e. based on Registration Reject) the 5GC network may steer the UE towards EPC.
The 5GC network may steer the UE towards EPC based on:
-	Core Network type restriction (e.g. due to lack of roaming agreements) described in clause 5.3.4.1.1, 
-	Availability of EPC connectivity,
-	UE indication of Preferred Network Behaviour, and 
-	Supported Network Behaviour.
In this Release of the specification there is no support in 5G System for some functionalities supported in EPS such as ProSe, MBMS, CIOT optimisations, V2X etc. The UE that wants to use one or more of these functionalities not supported by 5G System, when in CM-IDLE may disable all the related radio capabilities that allow the UE to access 5G System. The triggers to disable and re-enable the 5GS capabilities to access 5G System in this case are left up to UE implementation.

***** Next Change *****

5.x Cellular IoT system enablers
5.x.y Preferred and Supported Network Behaviour
At registration, a UE includes its 5G Preferred Network Behaviour indication the network behaviour the UE can support and what it would prefer to use.
NOTE: If the UE supports S1-mode then the UE will indicate the supported EPS Network Behaviour Information in the S1 UE network capability IE.
The 5G Preferred Network Behaviour includes this information:
-	Whether Control Plane CIoT 5GS Optimisation is supported.
-	Whether N3 data transfer is supported.
-	Whether header compression for Control Plane CIoT 5GS Optimisation is supported.
If N3 data transfer is supported is indicated by the UE, the UE supports data transfer that is not subject to CIoT 5GS Optimisations. 
The AMF indicates the network behaviour the network accepts in the 5G Supported Network Behaviour information. This indication is per Registered Area. The AMF may indicate one or more of the following:
-	Whether Control Plane CIoT 5GS Optimisation is supported.
-	Whether N3 data transfer is supported.
-	Whether header compression for Control Plane CIoT 5GS Optimisation is supported.
For NB-IoT UEs that only support Control Plane CIoT 5GS Optimisation, the AMF shall include support for Control Plane CIoT 5GS Optimisation in the Registration Accept message.
A UE that supports the NB-IoT shall always indicate support for Control Plane CIoT 5GS Optimisation.
The 5G Preferred Network Behaviour indication from the UE may be used to influence policy decisions that can cause rerouting of the Registration Request from an AMF to another AMF.
5.x.z Selection, steering and redirection between EPS and 5GS
The UE selects the core network type (EPC or 5GC) based on the broadcast indications for both EPC and 5GC, and the UE's (5G) Preferred Network Behaviour. When the UE performs the registration procedure it includes its Preferred Network Behaviour (for 5G and EPC) in the Registration Request message and the AMF replies with the 5G Supported Network Behaviour in the Registration Accept message.
In the networks that support CIoT features in both EPC and 5GC, the operator may steer the UEs to a specific CN type due to operator policy, e.g., due to roaming agreements, Preferred and Supported Network Behaviour, load redistribution, etc. Operator policies in EPC and 5GC are assumed to avoid steering UEs back and forth between EPC and 5GC.
To redirect a UE from 5GC to EPC, when the UE requests Registration, the AMF sends a Registration Reject with an EMM cause value indicating the UE should use EPC. The UE disables N1 mode and re-enables S1 mode, if it was disabled. The UE then performs either an Attach or TAU with EPC as described in clause 5.17.2.
To redirect a UE from EPC to 5GC, when the UE requests an Attach or TAU procedure, the MME sends a reject message with an EMM cause indicating the UE should use 5GC. The UE disables S1 mode and re-enables N1 mode, if it was disabled. The UE then performs a Registration with 5GC as described in clause 5.17.2.
When determining whether to redirect the UE the AMF/MME takes into account the UE support of S1/N1 mode (respectively) and the UEs (5G) Preferred Network Behaviour and the (5G) Supported Network Behaviour of the network the UE is being redirected towards.
If the UE is redirected then Steering of Roaming is not used.	Comment by Hietalahti, Hannu (Nokia - FI/Oulu): What does this mean? Which entity’s responsibility is it to implement this requirement, and how? 
If after redirection the UE cannot find a cell supporting connectivity to the redirected to network type, the UE may re-enable the disabled N1/S1 mode and then perform Registration, Attach or TAU.
NOTE: Even without explicit CN type steering, a UE can based on implementation disable either S1-mode or N1-mode to reduce CN type changes during cell (re)selection.

***** Next Change *****

[bookmark: _Toc532891918]6.3.5	AMF discovery and selection
The AMF selection functionality is applicable to both 3GPP access and non-3GPP access. The AMF selection functionality can be supported by the 5G-AN (e.g. RAN, N3IWF) and is used to select an AMF for a given UE. An AMF supports the AMF selection functionality to select an AMF for relocation or because the initially selected AMF was not an appropriate AMF to serve the UE (e.g. due to change of Allowed NSSAI). Other CP NF(s), e.g. SMF, supports the AMF selection functionality to select an AMF from the AMF set when the original AMF serving a UE is unavailable.
5G-AN selects an AMF Set and an AMF from the AMF Set under the following circumstances:
1)	When the UE provides no 5G-S-TMSI nor the GUAMI to the 5G-AN.
2)	When the UE provides 5G-S-TMSI or GUAMI but the routing information (i.e. AMF identified based on AMF Set ID, AMF pointer) present in the 5G-S-TMSI or GUAMI is not sufficient and/or not usable (e.g. UE provides GUAMI with an AMF region ID from a different region).
3)	AMF has instructed AN that the AMF (identified by GUAMI(s)) is unavailable and no target AMF is identified and/or AN has detected that the AMF has failed.
Other CP NFs selects an AMF from the AMF Set under the following circumstances:
4)	When the AMF has instructed CP NF that a certain AMF identified by GUAMI(s) is unavailable and the CP NF was not notified of target AMF, and/or CP NF has detected that the AMF has failed.
5)	When the selected AMF does not support the UE’s Preferred Network Behaviour.
The AMF selection functionality in the 5G-AN may consider the following factors for selecting the AMF Set:
-	AMF Region ID and AMF Set ID derived from GUAMI.
-	Requested NSSAI.
-	Local operator policies.
-	5G CIoT features indicated in RRC signalling by the UE.
AMF selection functionality in the 5G-AN or CP NFs considers the following factors for selecting an AMF from AMF Set:
-	Availability of candidate AMFs.
-	Load balancing across candidate AMFs (e.g. considering weight factors of candidate AMFs in the AMF Set).
-	In CP NFs, the UE’s 5G Preferred Network Behaviour and the networks 5G Supported Network Behaviour.
-	In 5G-AN, 5G CIoT features indicated in RRC signalling by the UE.
When the UE accesses the 5G-AN with a 5G-S-TMSI or GUAMI that identifies more than one AMF (as configured during N2 setup procedure), the 5G-AN selects the AMF considering the weight factors.
When 5G-S-TMSI or GUAMI provided by the UE to the 5G-AN contains an AMF Set ID that is usable, and the AMF identified by AMF pointer that is not usable (e.g. AN detects that the AMF has failed) or the corresponding AMF indicates it is unavailable (e.g. out of operation) then the 5G-AN uses the AMF Set ID for selecting another AMF from the AMF set considering the factors above.
The AMF or other CP NFs shall utilize the NRF to discover the AMF instance(s) unless AMF information is available by other means, e.g. locally configured on AMF or other CP NFs. The NRF provides the IP address or the FQDN of AMF instance(s) or the Endpoint Address(es) of AMF service instance(s) to the AMF or other CP NFs. The AMF selection function in the AMF or other CP NFs selects an AMF instance based on the available AMF instances (obtained from the NRF or locally configured in the AMF or other CP NFs).
In the context of Network Slicing, the AMF selection is described in clause 5.15.5.2.1.
-	AMF selection functionality in AMF or other CP NFs use GUAMI, TAI to discover the AMF instance(s), the NRF provides the IP address, or the FQDN of the associated AMF instance(s) or the Endpoint Address(es) of the associated AMF service instance(s) if it is available. If the associated AMF is unavailable due to AMF planned removal, the backup AMF used for planned removal is provided by the NRF. If the associated AMF is unavailable due to AMF failure, the backup AMF used for failure is provided by the NRF. If no AMF instances related to the indicated GUAMI can be found or AMF Pointer value used by more than one AMF is found, a list of candidate AMF instances in the same AMF Set together with additional information (e.g. priority) is provided by the NRF. In addition, NRF may provide the TAI(s), if available. In this case, other CP NF can select any AMF instance from the list of candidate AMF instances.
-	AMF selection functionality in AMF use AMF Set ID to discover the AMF instance(s), the NRF provides a list of AMF/AMF service instances in the same AMF Set together with additional information (e.g. priority).
-	At intra-PLMN mobility, the AMF selection functionality in source AMF use source AMF Set ID, source AMF Region ID, and the target location information, S-NSSAI(s) of Allowed NSSAI to discover target AMF instance(s). The NRF provides the target AMF instance belonged to the target AMF set in target AMF Region which can be the mapping of the source AMF set in source AMF region.
-	At inter PLMN mobility, the source AMF selects an AMF in the target PLMN via the PLMN level NRF. After the Handover procedure the AMF may select a different AMF as specified in clause 4.2.2.2.3 in TS 23.502 [3].

***** End Of Changes *****
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