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Abstract of the contribution: This contribution discusses the issues on 5G system enhancement for the management of TSN logical bridge which is acted by 5GS.
1. Introduction

According to the CP based solution of solution #18 in 23.734, the 5GS system appears as a TSN bridge to external network and its control plane function is AF. In order to follow the TSN standard, the AF should get the bridge ID, port IDs, bridge capabilities and topology information of the 5GS logical bridge and communicates with TSN network.
2. Discussion
2.1 5GS logical TSN bridge management

Information for 5GS logical bridge generation should be created and reported to AF by 5GS control plane, like the 5GS logical bridge ID, port IDs and 5GS logical bridge internal information like bridge delay. Single port related information like propagation delay could be generated by UE and UPF and be reported to AF via SMF.
The 5GS logical bridge user plane is composed by the UPF ports in the same DN of the same UPF and the UE ports whose corresponding services are transmitted over those UPF ports. Identities of the logical bridge and related UPF ports could be preconfigured on UPF and would be reported to AF through SMF when establishes PDU sessions. The UE port identity should be unique in a 5GS logical bridge and it can be allocated by UPF. The UPF port and UE port related information are reported to AF through SMF directly or via NEF. Wherein the UPF port related information could be reported to the SMF using the node level signaling or UPF port related UE PDU session N4 interface. The UE port related information are reported to the SMF over NAS or over UPF using its corresponding PDU session N4 interface. 

In order to simplify the 3GPP standard work, UE could serialize port related information in SNMP format as 802.1QCC and 802.1AB API defined. Then the serialized information could be encapsulated in a NAS container and sent to SMF. OR UE sends SNMP over Ethernet (Ethernet type of SNMP is 0x814C) over PDU session, and the UPF could distinguish the packets according to Ethernet type and UE MAC address and send them to SMF. 
For 5GS logical bridge topology discovery, The UPF and UE would report topology information to SMF as 802.1 AB defined with 5GS logical bridge ID and port ID. For propagation delay and port capabilities as 802.1Qcc defined, the UPF and UE could report them to SMF similar as topology information reporting. Considering the 5GS could supply maximum latency transmission, the SMF could report the PDB as the bridge delay of the UE port corresponding port pair.
The AF gathers and maintains 5GS logical bridge related information, it acts as the control plane of the 5GS logical bridge, and registers or updates those information to CNC as 802.1Qcc and 802.1AB defined.

Figure 2-1 illustrated the procedure of TSN capabilities reporting for 5GS logical bridge.
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Figure 2-1 TSN capabilities reporting for 5GS Logical Bridge
Identities of 5GS logical bridge and UPF ports are pre-configured on UPF based on deployment.

1. The UE sends PDU Session Establishment Request to AMF. 

2. Procedures of 23.502 Figure 4.3.2.2.1-1 step 2-7b are processed and selects the SMF for this PDU Session. SMF gets the UE subscribed traffic class and optionally subscribed VLANs from UDM, and gets the PDU session related 5QIs and corresponding traffic class and PDB from PCF.

3. The SMF selects a UPF in the requested DN and subscribed traffic class and optionally subscribed VLANs.

4. The SMF sends N4 Session Establishment Request to UPF with DNN, traffic class IDs and VLAN values to request for allocating UE port ID and determining serving UPF ports.

5. The UPF determines the 5GS logical bridge for this PDU session, and allocates identity for UE port. According to traffic classes and optionally VLANs that UPF port supports in the DN, the UPF determines the UPF ports to serve the PDU session. Then the UPF sends the allocated UE port identity with corresponding 5GS logical bridge identity and serving UPF port IDs with corresponding traffic class IDs to the SMF.
6. The SMF sends the PDU session related 5GS logical bridge ID and allocated UE port ID to UE. The information is used for UE to perform topology discovery and information reporting.
7. Procedures of 23.502 Figure 4.3.2.2.1-1 step 14-20 are processed to establish the PDU session.
8. The SMF takes the PDB between the UPF and the UE of the 5QI as the corresponding traffic class bridge delay of port pair, and sends the bridge delay (with UPF port ID and UE port ID pair and 5GS logical bridge ID) with UE ID to AF directly or via NEF to add the UE port and update the bridge properties. The SMF could notify NEF or AF this information by invoking Nsmf_EventExposure_Notify service late notification operation.
9. After the PDU session established, The UE could report its port capabilities and propagation delay as 802.1Qcc defined and report the topology information as 802.1AB defined to SMF over NAS or user plane.

10. The UPF reports its N6 corresponding topology and port capabilities to SMF by N4 PDU session modification operation or node level signal message. And SMF will notify NEF or AF this information by invoking a PDU session related Nsmf_EventExposure_Notify service late notification operation. 
11. The AF gathers and maintains the 5GS logical bridge properties including bridge ID, port IDs of UPF ports and UE ports, port related capabilities and bridge delay of port pairs. And the AF will send the 5GS logical bridge properties to CNC to create a TSN bridge or update the bridge when the bridge properties is changed. 

Proposal 1.1: Propose to apply the 5GS logical TSN bridge management mechanisms including identities management, capabilities management and topology discovery. 

Proposal 1.2: Propose to exposure the 5GS logical TSN bridge user plane information to TSN CP over AF.
2.2 TSN-aware QoS profile generation

For QoS profile generation, the AF maintains the relationship between UE ID, 5GS logical bridge ID and UE port ID. It’s for AF to find the corresponding UE ID when receiving TSN stream rule from CNC. Because there is no information in TSN stream rule that sent from CNC to indicate the PDU session. The destination MAC address of a TSN stream is maintained by end stations or allocated by CNC, so it could not identify the UE and PDU session. On the other hand, TSN network identifies scheduling rules with traffic classes, in order to supply different QoS in 5GS logical bridge for traffic classes in TSN, the AF could map 5QI to traffic class. Then the AF could determine the 5QI according to traffic class of a TSN stream.

After the 5GS logical bridge set up and discovered topology, the TSN network control plane puts the 5GS logical bridge into the network topology and maintains the 5GS logical bridge information like bridge delay of port pairs. When end stations in the TSN network requires to establish a TSN stream, the TSN network control plane would calculate the forwarding rule on the 5GS logical bridge if which is selected to transport the TSN stream. And the calculated forwarding rule then is set to the 5GS logical bridge control plane which is the AF. Figure 2-2 illustrated the QoS profile generation procedure when AF receives TNS stream forwarding rule from TSN network control plane CNC.

[image: image2.emf]CNC TSN AF PCF

1. TS stream characteristics, 

TSN QoS requirements

2. Generate and provide TSN QoS 

Profile 

4. Accept TSN QoS Profile

5. Generate and provide 

(guaranteed) TSN QoS 

configuration

NEF

3. Feasibility 

check


Figure 2-2 TSN-aware QoS profile generation

1. TSN AF is responsible for the conversion between TSN stream characteristics/TSN QoS requirements and TSN QoS Profile. The TSN QoS profile contains the 5GS logical bridge ID, ingress and egress port IDs, the stream description like destination MAC address of the stream and stream ID.
2. TSN AF finds the UE ID according to the 5GS bridge ID and UE port ID, and determines the 5QI according to traffic class which could be directly or indirectly got from TSN QoS requirement/TSN QoS requirements. Then the AF provides TSN QoS Profile (DNN, 5QI, packet filter with ingress and egress port IDs and stream description) to the PCF (directly or via NEF).

3. The PCF performs a QoS profile generation or updating procedure.

4. The PCF indicate to TSN AF on the acceptance of the requested TSN QoS requirements and triggers the SMF to set the QoS profile to user plane devices. If the 5GS is unable to fulfil the QoS profile requirements, it sends a reject message to the TSN AF that may be relayed to the CNC.

Based on the agreed QoS profile between TSN and 5G network, PCF decides on the related QoS policies and rules and provide that to the SMF and UE according to the procedure specified in TS23.502 and TS23.503.
Proposal 2.1: Propose to schedule the QoS according to TSN stream characteristics / TSN QoS requirements.
2.3 Impacts on NFs and interfaces:

SMF: 

· Selects UPF according to DNN, traffic class and optionally VLANs.

· Notify AF about UE and UPF port capabilities, topology information and bridge delay.

UDM:

· Take the traffic class and optionally corresponding VLANs as user subscription data.

PCF:

· Decide the 5QI that correspond to a traffic class for UE.
AF:

· Gather and maintain the 5GS logical bridge properties and report to TSN CP.
· Maintain the mapping ship between UE ID, 5GS logical bridge ID and UE port ID. Receive TSN stream characteristics/TSN QoS requirements and translate TSN stream characteristics/TSN QoS requirements to 5GS QoS profile.

UPF:

· Pre-configure the 5GS logical bridge ID and port IDs.

· Allocate UE port ID that unique in 5GS logical bridge for UE.

· Supporting 802.1AB for topology discovery.

· Supporting 802.1QCC for port capabilities reporting.

· Optionally detect 802.1AB and 802.1QCC message sending from UE.

UE:

· Supporting 802.1AB for topology discovery.

· Supporting 802.1QCC for port capabilities reporting.

3. Proposals
It is proposed that SA2 discussed above issue and made a decision. Based on the decision the related conclusion can be moved to the companied CRs (S2-S2-1900591, S2-1900592). 
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