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***** 1st Change *****
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

5GC
5G Core Network

5GS
5G System
5G-AN
5G Access Network

5G-EIR
5G-Equipment Identity Register

5G-GUTI
5G Globally Unique Temporary Identifier

5G-S-TMSI
5G S-Temporary Mobile Subscription Identifier
5QI
5G QoS Identifier

AF
Application Function

AMF
Access and Mobility Management Function

AS
Access Stratum

AUSF
Authentication Server Function

BSF
Binding Support Function

CAPIF
Common API Framework for 3GPP northbound APIs

CP
Control Plane

DL
Downlink

DN
Data Network

DNAI
DN Access Identifier
DNN
Data Network Name

DRX
Discontinuous Reception

ePDG
evolved Packet Data Gateway

EBI
EPS Bearer Identity

FAR
Forwarding Action Rule

FQDN
Fully Qualified Domain Name

GFBR
Guaranteed Flow Bit Rate

GMLC
Gateway Mobile Location Centre
GPSI
Generic Public Subscription Identifier

GUAMI
Globally Unique AMF Identifier

HR
Home Routed (roaming)

LADN
Local Area Data Network

LBO
Local Break Out (roaming)

LMF
Location Management Function

LRF
Location Retrieval Function

MCX
Mission Critical Service

MDBV
Maximum Data Burst Volume

MFBR
Maximum Flow Bit Rate

MICO
Mobile Initiated Connection Only

MPS
Multimedia Priority Service

N3IWF
Non-3GPP InterWorking Function

NAI
Network Access Identifier

NEF
Network Exposure Function

NF
Network Function

NGAP
Next Generation Application Protocol

NR
New Radio

NRF
Network Repository Function

NSI ID
Network Slice Instance Identifier

NSSAI
Network Slice Selection Assistance Information

NSSF
Network Slice Selection Function

NSSP
Network Slice Selection Policy
NWDAF
Network Data Analytics Function

PCF
Policy Control Function

PDR
Packet Detection Rule

PEI
Permanent Equipment Identifier

PER
Packet Error Rate

PFD
Packet Flow Description
PPD
Paging Policy Differentiation

PPF
Paging Proceed Flag

PPI
Paging Policy Indicator

PSA
PDU Session Anchor
QFI
QoS Flow Identifier
QoE
Quality of Experience

(R)AN
(Radio) Access Network

RQA
Reflective QoS Attribute

RQI
Reflective QoS Indication
SA NR
Standalone New Radio

SBA
Service Based Architecture

SBI
Service Based Interface

SD
Slice Differentiator
SEAF
Security Anchor Functionality

SEPP
Security Edge Protection Proxy
SFSF
Service Framework Support Function
SMF
Session Management Function

SMSF
Short Message Service Function

SN
Sequence Number

S-NSSAI
Single Network Slice Selection Assistance Information

SSC
Session and Service Continuity

SSCMSP
Session and Service Continuity Mode Selection Policy

SST
Slice/Service Type

SUCI
Subscription Concealed Identifier
SUPI
Subscription Permanent Identifier

TNL
Transport Network Layer

TNLA
Transport Network Layer Association

TSP
Traffic Steering Policy

UDM
Unified Data Management

UDR
Unified Data Repository

UDSF
Unstructured Data Storage Function

UL
Uplink

UL CL
Uplink Classifier

UPF
User Plane Function

URRP-AMF
UE Reachability Request Parameter for AMF

URSP
UE Route Selection Policy
VID
VLAN Identifier

VLAN
Virtual Local Area Network

***** Next Change *****
4.2.1
General

This specification describes the architecture for the 5G System. The 5G architecture is defined as service-based and the interaction between network functions is represented in two ways.
-
A service-based representation, where network functions (e.g. AMF) within the Control Plane enables other authorized network functions to access their services. This representation also includes point-to-point reference points where necessary.

-
A reference point representation, shows the interaction exist between the NF services in the network functions described by point-to-point reference point (e.g. N11) between any two network functions (e.g. AMF and SMF).

Service-based interfaces are listed in clause 4.2.6. Reference points are listed in clause 4.2.7.

Network functions within the 5GC Control Plane shall only use service-based interfaces for their interactions.

NOTE 1:
The interactions between NF services within one NF are not specified in this Release of the specification.

NOTE 2:
UPF does not provide any services in this Release of the specification, but can consume services provided by 5GC Control Plane NFs.

NOTE x:
The SFSF is used for indirect communication between NF/NF service instances. For simipicty the SFSF is not shown in the architecture.
***** Next Change *****
4.2.2
Network Functions and entities

The 5G System architecture consists of the following network functions (NF). The functional description of these network functions is specified in clause 6.

-
Authentication Server Function (AUSF)

-
Access and Mobility Management Function (AMF)

-
Data Network (DN), e.g. operator services, Internet access or 3rd party services

-
Unstructured Data Storage Function (UDSF)

-
Network Exposure Function (NEF)

-
Network Repository Function (NRF)

-
Network Slice Selection Function (NSSF)

-
Policy Control Function (PCF)

-
Session Management Function (SMF)

-
Unified Data Management (UDM)

-
Unified Data Repository (UDR)

-
User Plane Function (UPF)

-
Application Function (AF)

-
User Equipment (UE)

-
(Radio) Access Network ((R)AN)

-
5G-Equipment Identity Register (5G-EIR)

-
Security Edge Protection Proxy (SEPP)

-
Network Data Analytics Function (NWDAF)
-
Service Framework Support Function(SFSF)
***** Next Change *****
4.2.7
Reference points

The 5G System Architecture contains the following reference points:

N1:
Reference point between the UE and the AMF.

N2:
Reference point between the (R)AN and the AMF.

N3:
Reference point between the (R)AN and the UPF.

N4:
Reference point between the SMF and the UPF.

N6:
Reference point between the UPF and a Data Network.

NOTE 1:
The traffic forwarding details of N6 between a UPF acting as an uplink classifier and a local data network are not specified in this Release of the specification.

N9:
Reference point between two UPFs.

The following reference points show the interactions that exist between the NF services in the NFs. These reference points are realized by corresponding NF service-based interfaces and by specifying the identified consumer and producer NF service as well as their interaction in order to realize a particular system procedure.

N5:
Reference point between the PCF and an AF.

N7:
Reference point between the SMF and the PCF.

N8:
Reference point between the UDM and the AMF.
N10:
Reference point between the UDM and the SMF.

N11:
Reference point between the AMF and the SMF.

N12:
Reference point between AMF and AUSF.

N13:
Reference point between the UDM and Authentication Server function the AUSF.

N14:
Reference point between two AMFs.

N15:
Reference point between the PCF and the AMF in the case of non-roaming scenario, PCF in the visited network and AMF in the case of roaming scenario.

N16:
Reference point between two SMFs, (in roaming case between SMF in the visited network and the SMF in the home network).

N17:
Reference point between AMF and 5G-EIR.

N18:
Reference point between any NF and UDSF.

N22:
Reference point between AMF and NSSF.

N23:
Reference point between PCF and NWDAF.

N24:
Reference point between the PCF in the visited network and the PCF in the home network.

N27:
Reference point between NRF in the visited network and the NRF in the home network.

N31:
Reference point between the NSSF in the visited network and the NSSF in the home network.

NOTE 2: in some cases, a couple of NFs may need to be associated with each other to serve a UE.

In addition to the reference points above, there are interfaces/reference point(s) between SMF and the CHF. The reference point(s) are not depicted in the architecture illustrations in this specification.

NOTE 3:
The functionality of these interface/reference points are defined in TS 32.240 [41].

N32:
Reference point between SEPP in the visited network and the SEPP in the home network.

NOTE 4:
The functionality of N32 reference point is defined in TS 33.501 [29].
N33:
Reference point between NEF and AF.

N34:
Reference point between NSSF and NWDAF.

N35:
Reference point between UDM and UDR

N36:
Reference point between PCF and UDR.

N37:
Reference point between NEF and UDR

N40:
Reference point between SMF and the CHF.

NOTE 5:
The reference points from N40 up to and including N49 are reserved for allocation and definition in TS 23.503 [45].

N50:
Reference point between AMF and the CBCF.
Nxx:
Reference point between SFSFs
NOTE 6:
The Public Warning System functionality of N50 reference point is defined in TS 23.041 [46].
NOTE x:
In indirect communication the reference point between the Network Functions is reused for reference point between the Network Function and the SFSF.
The reference points to support SMS over NAS are listed in clause 4.4.2.2.

The reference points to support Location Services are listed in clause 4.4.4.2.

***** Next Change *****
5.21.0
General

5GC supports different deployment scenarios, including but not limited to the options below:

-
A Network Function instance can be deployed as fully distributed, fully redundant, stateless, and fully scalable NF instance that provides the services from several locations and several execution instances in each location.

-
This type of deployments would typically not require support for addition or removal of NF instances for redundancy and scalability. In the case of an AMF this deployment option may use enablers like, addition of TNLA, removal of TNLA, TNLA release and rebinding of NGAP UE association to a new TNLA to the same AMF.

-
A Network Function instance can also be deployed such that several network function instances are present within a NF set provide fully distributed, fully redundant, stateless and scalability together as a set of NF instances.

-
This type of deployments may support for addition or removal of NF instances for redundancy and scalability. In the case of an AMF this deployment option may use enablers like, addition of AMFs and TNLAs, removal of AMFs and TNLAs, TNLA release and rebinding of NGAP UE associations to a new TNLA to different AMFs in the same AMF set.

-
The SEPP, although not a Network Function instance, can also be deployed fully distributed, fully redundant, stateless, and fully scalable.
-
The SFSF instance is used for indirect communication between NF/NF service instance and can also be deployed fully distributed, fully redundant, stateless and fully scalable.
Also, deployments taking advantage of only some or any combination of concepts from each of the above options is possible.

***** Next Change *****
6.2.x
SFSF
The Service Framework Support Function(SFSF) supports the following functionality:

-
Indirect communication between NF/NF service instances

-
Communication between SFSFs.
-
Registration in NRF on behalf of the NF/NF service instance

NOTE x:
The NRF can be deployed within the SFSF, or can be deployed outside of the SFSF.

-
Implicit discovery of the target NF/NF service instance or a set of target NF/NF service instance.

-
Selection of the target NF service instance within the set of NF/NF service instance.
***** End of Changes *****
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