Page 1



3GPP TSG-SA WG2 Meeting #130 
S2-1900576
Jan. 21 – 25, 2019, Kochi, India 





  
	CR-Form-v11.2

	CHANGE REQUEST

	

	
	23.501
	CR
	0878
	rev
	-
	Current version:
	15.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	NEF service for service specific parameter provisioning

	
	

	Source to WG:
	Samsung

	Source to TSG:
	SA2

	
	

	Work item code:
	eV2XARC
	
	Date:
	2019-01-21

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	In the conclusion of TR 23.786, it says:
For Key Issue #5 (Service Authorization and Provisioning to UE for eV2X communications over PC5 reference point) and Key Issue #11 (Service Authorization and Provisioning to UE over NG-Uu reference point), it is concluded that Solution #3 in clause 6.3, Solution #20 in clause 6.20 and Solution #24 in clause 6.24 are selected for normative work.

Solution #24 in clause 6.24 of TR 23.786 introduces a new NEF service for enabling AF to provide service specific parameters to 5G system. 


	
	

	Summary of change:
	Propose to introduce a new NEF service for enabling AF to provide service specific parameters to 5G system. 

	
	

	Consequences if not approved:
	No standardised means of service specific parameter provisioning by AF

	
	

	Clauses affected:
	5.20, 6.2.5, 7.2.8

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ...

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	Related CR is submitted to TS 23.502 (CR0962)


*** Start of the changes ***
5.20
External Exposure of Network Capability

The Network Exposure Function (NEF) supports external exposure of capabilities of network functions. External exposure can be categorized as Monitoring capability, Provisioning capability, and Policy/Charging capability. The Monitoring capability is for monitoring of specific event for UE in 5G System and making such monitoring events information available for external exposure via the NEF. The Provisioning capability is for allowing external party to provision of information which can be used for the UE in 5G System. The Policy/Charging capability is for handling QoS and charging policy for the UE based on the request from external party.

Monitoring capability is comprised of means that allow the identification of the 5G network function suitable for configuring the specific monitoring events, detect the monitoring event, and report the monitoring event to the authorised external party. Monitoring capability can be used for exposing UE's mobility management context such as UE location, reachability, roaming status, and loss of connectivity. AMF stores URRP-AMF information in the MM context to determine the NFs that are authorised to receive direct notifications from the AMF. UDM stores URRP-AMF information locally to determine authorised monitoring requests when forwarding indirect notifications.
Provisioning capability allows an external party to provision the foreseen UE behavioural information or service specific information to 5G NF via the NEF. The provisioning comprises of the authorisation of the provisioning external third party, receiving the provisioned external information via the NEF, storing the information, and distributing that information among those NFs that use it. The externally provisioned data can be consumed by different NFs, depending on the data. The externally provisioned information which is defined as the Expected UE Behaviour parameters in TS 23.502 [3] clause 4.15.6.3 consists of information on expected UE movement. The provisioned Expected UE Behaviour parameters may be used for the setting of mobility management or session management parameters of the UE. The affected NFs are informed of the subscriber data update. The externally provisioned information which is defined as the Service Parameters in TS 23.502 [3] clause 4.15.6.X consists of service specific information used for supporting the specific service in 5G system. The provisioned Service Parameters may be delived to the UEs. The affected NFs are informed of the data update. 
Policy/Charging capability is comprised of means that allow the request for session and charging policy, enforce QoS policy, and apply accounting functionality. It can be used for specific QoS/priority handling for the session of the UE, and for setting applicable charging party or charging rate.
An NEF may support CAPIF functions for external exposure as specified in clause 6.2.5.1.
*** Next changes ***

6.2.5
NEF

The Network Exposure Function (NEF) supports the following independent functionality:

-
Exposure of capabilities and events:

NF capabilities and events may be securely exposed by NEF for e.g. 3rd party, Application Functions, Edge Computing as described in clause 5.13.

NEF stores/retrieves information as structured data using a standardized interface (Nudr) to the Unified Data Repository (UDR).

-
Secure provision of information from external application to 3GPP network:

It provides a means for the Application Functions to securely provide information to 3GPP network, e.g. Expected UE Behaviour and service specific information. In that case the NEF may authenticate and authorize and assist in throttling the Application Functions.

-
Translation of internal-external information:

It translates between information exchanged with the AF and information exchanged with the internal network function. For example, it translates between an AF-Service-Identifier and internal 5G Core information such as DNN, S-NSSAI, as described in clause 5.6.7.

In particular, NEF handles masking of network and user sensitive information to external AF's according to the network policy.

-
The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions). NEF stores the received information as structured data using a standardized interface to a Unified Data Repository (UDR). The stored information can be accessed and "re-exposed" by the NEF to other network functions and Application Functions, and used for other purposes such as analytics.

-
A NEF may also support a PFD Function: The PFD Function in the NEF may store and retrieve PFD(s) in the UDR and shall provide PFD(s) to the SMF on the request of SMF (pull mode) or on the request of PFD management from NEF (push mode), as described in TS 23.503 [45].

A specific NEF instance may support one or more of the functionalities described above and consequently an individual NEF may support a subset of the APIs specified for capability exposure.

NOTE:
The NEF can access the UDR located in the same PLMN as the NEF.

The services provided by the NEF are specified in clause 7.2.8.

For external exposure of services related to specific UE(s), the NEF resides in the HPLMN. Depending on operator agreements, the NEF in the HPLMN may have interface(s) with NF(s) in the VPLMN.

*** Next changes ***

7.2.8
NEF Services

The following NF services are specified for NEF:

Table 7.2.8-1: NF Services provided by NEF

	Service Name
	Description
	Reference in TS 23.502 [3]

	Nnef_EventExposure
	Provides support for event exposure
	5.2.6.2

	Nnef_PFDManagement
	Provides support for PFDs management
	5.2.6.3

	Nnef_ParameterProvision
	Provides support to provision information which can be used for the UE in 5GS
	5.2.6.4

	Nnef_Trigger
	Provides support for device triggering
	5.2.6.5

	Nnef_BDTPNegotiation
	Provides support for negotiation about the transfer policies for the future background data transfer
	5.2.6.6

	Nnef_TrafficInfluence
	Provide the ability to influence traffic routing.
	5.2.6.7

	Nnef_ChargeableParty
	Requests to become the chargeable party for a data session for a UE.
	5.2.6.8

	Nnef_AFsessionWithQoS
	Requests the network to provide a specific QoS for an AS session.
	5.2.6.9

	Nnef_ServiceParameter
	Provides support to provision service specific information
	5.2.6.X


*** End of the changes ***
