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Abstract of the contribution: This contribution discusses 1) issues with current specifications and 2) way forward on Emergency Call in Roaming Scenarios
1. [bookmark: _Toc470196731]Background
VoLTE PLMNs (with GERAN and/or UTRAN) today generally support both PS and CS emergency calls, to support emergency calls for VoLTE users and legacy CS domain users respectively.
As more PLMNs support VoLTE, VoLTE Roaming deployment is also advancing across the globe. The GSMA LS (in S2-19yyyy) illustrates that operators (acting as VPLMN) require to select appropriate domain (PS or CS) depending on agreement with the HPLMN. The following is an example use case of such requirement, from a viewpoint of PLMN which supports both CS and PS Emergency Call:
Table 1: Emergency Call Domains in Roaming Scenarios
	
	Scenario
	User (UE) Type
	Expected Domain 

	1
	Non-roaming
	VoLTE
	PS

	2
	
	CSFB
	CS

	3
	Inbound Roaming with HPLMN 1 with VoLTE Roaming agreement
	VoLTE 
	PS

	4
	
	CSFB
	CS

	5
	Inbound Roaming with HPLMN 2 with VoLTE Roaming agreement
	VoLTE
	CS

	6
	
	CSFB
	CS



The last two cases suggest that the VPLMN would need to force roaming UEs from a specific HPLMN to use CS Emergency call for reasons such as device conformance, business priorities and so on. 
The attachment PPT in the GSMA LS illustrates various ways that have been observed today to achieve these results, based on the domain selection rules and mechanism specified in TS23.167 Annex H. What have been observed in the live networks today (not exhaustive) can be mainly categorised as follows:
Category 1: Indicate EMCBS=0 selectively to specific (group of) UE, so that the UE always selects CS domain.
Category 2: Indicate EMCBS=1 to all UE, then let network (EPC layer or IMS layer) force UE to fail PS emergency such that UE eventually selects CS domain.

(where EMCBS = “EMC BS: emergency bearer services in S1 mode” indicator as defined in TS24.301)

These categories are not standardised (thus proprietary) solutions as follows:
- TS 23.401 does not specify MME can change the value of EMCBS depending on the Roaming agreement 
- TS 23.167 Annex H specifies that, UE selects another domain if UE considers first attempt as failure. This can eventually lead UE to select the expected domain, but 1) how exactly the VPLMN can force the UE’s first attempt as failure and 2) how exactly UE determines if the attempt is failure are NOT specified in 3GPP and are effectively implementation specific.
- TS24.229 CR#6097 (Rel-14) has clarified emergency registration timer and conditions; this CR partially solves the problem but this CR alone is not holistic enough to cover the above scenarios and use cases.
The GSMA suggests that there are many different mechanisms (of Category 2), and the list is not exhaustive, i.e. new proprietary solutions may be invented any time.
The release of this discussion paper is tentatively classified as Release 9, as the problem is coming from original emergency call specifications in Rel-9.
2. Discussion
The author(s) of this paper believes that situation demands standardisation (i.e. unified solution), for the following reasons:
- (from UE vendors point of view) a unified solution can reduce the amount of conformance testing, leading to cost (and time-to-market) reduction and shorter time-to-market
- (from Network vendors point of view) without a unified solution, the vendors may end up implementing many different solutions depending on country / mobile operator requirements and regulations; testing efforts and costs can be massive
- (from Operator point of view) a unified solution can help speed up roaming testing process; and if such solution is verified and standardised by 3GPP, solving technical issues between operators becomes much easier.

Moreover, according to the GSMA LS, operator testing resulted in conclusion that Solution Category 2 does not work universally. This means non-standardised solution can lead to situation where emergency calls cannot be provided, because regulations (or quality demanded by regulations) cannot be met.
Discussion: it is proposed to agree that 3GPP looks into the situation and standardise a solution

3. Solutions
As per discussion above, there are three potential solutions to be considered.
Solution 1: MME (EMCBS) based solution
[image: ]

Solution 2: SIP Reject based solution
[image: ]


Solution 3: Timeout-based solution
[image: ]

Comparison:
	
	Works with many different implementation of IMS stacks?
	Backward compatibility ensured

	Solution 1
	Yes: NAS function is irrelevant of IMS stack
	Yes

	Solution 2
	No
	No

	Solution 3
	No
	No



4. Way Forward
As per the discussion above, the author(s) of this paper proposes the unified solutions should be Category 1 (=Solution 1) that is based on EMCBS, because:
- the solution needs to cover many different implementations of IMS stacks
- the solution needs to cover commercially available devices that cannot be fixed (i.e. backward compatibility)

Discussion: it is proposed to go with EMC BS based solution
Discussion: at this point, it is open whether additional UE-based solution would be needed, and impact on 5GS; those can be discussed separately in the future meeting(s). 

1. Next Meeting
If 3GPP can agree on basic principles as proposed in this document, the authors will prepare Reply LS and CR(s) that can potentially look like the following: 
*** TS23.401 (Rel-9) / Start of Changes ***
[bookmark: _Toc405564176]4.3.12	IMS Emergency Session Support
[bookmark: _Toc405564177]4.3.12.1	Introduction
[Omitted] 
UEs that camp normally on a cell, i.e. without any conditions that result in limited service state, initiate the normal initial attach procedure if not already attached. Normal attached UEs initiate the UE Requested PDN Connectivity procedure to receive emergency bearer services. The UEs that camp normally on a cell are informed that the PLMN supports emergency services over E-UTRAN from the Emergency Service Support indicator in the Attach and TAU procedures. The serving PLMN shall indicate to the UE that the PLMN supports emergency services over E-UTRAN only if the MME is configured to know that the serving PLMN has a roaming agreement for Emergency Service with the HPLMN of the UE.
[Omitted]
*** End of Changes ***
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