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Abstract of the contribution: This paper proposes to add a new key issue 
Discussion

No trusted model exists for 5G operating over non 3GPP links.  Satellite links tend to use waveforms and protocols optimised for links where AWGN dominates, interference tends to be low and there is significant latency compared with terrestrial networks.  Modern satellite links can provide sophisticated security mechanisms; they implement Class of Service (CoS) and Performance Enhancement Proxies to maximise the end user Quality of Experience.
The use of non 3GPP links in the satellite backhaul can require the use of an N3IWF that applies encrypted tunnels from this through the satellite link to UE.  This means that satellite backhaul can’t apply Class of Service (CoS) and Performance Enhancement Proxies (PEP) to the detriment of the end user quality of experience.  In addition edge caching cannot be implemented.  Implementing traffic steering (BTSSS) for hybrid backhauls would be compromised if all the data was carried in encrypted tunnels.
Proposal
**** Start of Changes ****
5
Key Issues
Editor's note:
This clause will describe the key issues or impact areas when considering the integration of satellite access in 5GS.

5.X
Key Issue #X: Impact of secure non 3GPP satellite backhaul links 
5.X.1
General description
In cases where RAN nodes are connected to the core via non 3GPP satellite links the current requirement is for an N3IWF to be implemented between the core and the non 3GPP satellite links.  This function implements encrypted tunnels to the UE.  
The following points are expected to be studied for this key issue:
· Whether a trust model can be defined between MNO and satellite network operator (SNO) that allows the removal of the encrypted tunnels to the UE across the satellite backhaul link;
· Whether a trust model can be defined between MNO and SNO that allows the automatic sharing of the encryption keys to the satellite backhaul link equipment;

· Can other means be defined that allow the satellite link to implement class of service management;
· If no means of avoiding N3IWF can be identified what are the implications for;
· End user quality of experience;
· Ability to implement BTSSS over heterogeneous backhaul links;
· Ability to implement satellite populated edge caches at the RAN node end of the satellite link.
**** End of Changes ****
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