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*** BEGIN CHANGES ***
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

5GC
5G Core Network

5GS
5G System
5G-AN
5G Access Network

5G-EIR
5G-Equipment Identity Register

5G-GUTI
5G Globally Unique Temporary Identifier

5G-S-TMSI
5G S-Temporary Mobile Subscription Identifier
5QI
5G QoS Identifier

AF
Application Function

AMF
Access and Mobility Management Function

AS
Access Stratum

AUSF
Authentication Server Function

BSF
Binding Support Function

CAPIF
Common API Framework for 3GPP northbound APIs
CFSF
Common Framework Support Function
CP
Control Plane

DL
Downlink

DN
Data Network

DNAI
DN Access Identifier
DNN
Data Network Name

DRX
Discontinuous Reception

ePDG
evolved Packet Data Gateway

EBI
EPS Bearer Identity

FAR
Forwarding Action Rule

FQDN
Fully Qualified Domain Name

GFBR
Guaranteed Flow Bit Rate

GMLC
Gateway Mobile Location Centre
GPSI
Generic Public Subscription Identifier

GUAMI
Globally Unique AMF Identifier

HR
Home Routed (roaming)

LADN
Local Area Data Network

LBO
Local Break Out (roaming)

LMF
Location Management Function

LRF
Location Retrieval Function
MCX
Mission Critical Service

MDBV
Maximum Data Burst Volume

MFBR
Maximum Flow Bit Rate

MICO
Mobile Initiated Connection Only

MPS
Multimedia Priority Service

N3IWF
Non-3GPP InterWorking Function

NAI
Network Access Identifier

NEF
Network Exposure Function

NF
Network Function

NGAP
Next Generation Application Protocol

NR
New Radio

NRF
Network Repository Function

NSI ID
Network Slice Instance Identifier

NSSAI
Network Slice Selection Assistance Information

NSSF
Network Slice Selection Function

NSSP
Network Slice Selection Policy
NWDAF
Network Data Analytics Function

PCF
Policy Control Function

PDR
Packet Detection Rule

PEI
Permanent Equipment Identifier

PER
Packet Error Rate

PFD
Packet Flow Description
PPD
Paging Policy Differentiation

PPF
Paging Proceed Flag

PPI
Paging Policy Indicator

PSA
PDU Session Anchor
QFI
QoS Flow Identifier
QoE
Quality of Experience

(R)AN
(Radio) Access Network

RQA
Reflective QoS Attribute

RQI
Reflective QoS Indication
SA NR
Standalone New Radio

SBA
Service Based Architecture

SBI
Service Based Interface

SD
Slice Differentiator
SEAF
Security Anchor Functionality

SEPP
Security Edge Protection Proxy

SMF
Session Management Function

SMSF
Short Message Service Function

SN
Sequence Number

S-NSSAI
Single Network Slice Selection Assistance Information

SSC
Session and Service Continuity

SSCMSP
Session and Service Continuity Mode Selection Policy

SST
Slice/Service Type

SUCI
Subscription Concealed Identifier
SUPI
Subscription Permanent Identifier

TNL
Transport Network Layer

TNLA
Transport Network Layer Association

TSP
Traffic Steering Policy

UDM
Unified Data Management

UDR
Unified Data Repository

UDSF
Unstructured Data Storage Function

UL
Uplink

UL CL
Uplink Classifier

UPF
User Plane Function

URRP-AMF
UE Reachability Request Parameter for AMF

URSP
UE Route Selection Policy
VID
VLAN Identifier

VLAN
Virtual Local Area Network

*** END CHANGES ***
*** BEGIN CHANGES ***
6.3.1
General

The NF discovery and NF service discovery enables Core Network entities (NFs or Common Framework Support Function (CFSF)) to discover a set of NF instance(s) and NF service instance(s)for a specific NF service or a target NF type. NF service discovery is enabled via the NF discovery procedure, as specified in TS 23.502 [3], clause 4.17.4,4.17.5, 4.17.x and 4.17.y.

Unless the expected NF and NF service information is locally configured on the requester NF, e.g. when the expected NF service or NF is in the same PLMN as the requester NF, the NF and NF service discovery is implemented via the NRF. The Network Repository Function (NRF) is the logical function that is used to support the functionality of NF and NF service discovery as specified in clause 6.2.6.
NOTE 1:
NRF can be implemented together with CFSF e.g. for model D depicted in Annex x.
In order for the requested NF type or NF service to be discovered via the NRF, the NF instance with its NF service instance(s) need to be registered in the NRF (e.g. when the producer NF instance and its NF service instance(s) become operative for the first time) as specified in TS 23.502 [3], clause 4.17.1, or implicitly as a deployment option.
In order for the requester NF or CFSF to obtain information about the NF and/or NF service(s) registered or configured in a PLMN/slice, the requester NF or CFSF may initiate a discovery procedure with the NRF by providing the type of the NF and optionally a list of the specific service(s) it is attempting to discover. The requester NF or CFSF may also provide other service parameters e.g. slicing related information. For the detailed service parameter(s) used for specific NF discovery refer to TS 23.502 [3], clause 5.2.7.3.2.

A requester NF may choose to omit the discovery procedure with the NRF and instead delegate the discovery to CFSF, which will act on behalf of the requester NF. In this case the requester NF adds any necessary parameters in order for the CFSF to do discovery and later on selection. The parameters shall be easy to parse by the CFSF. 
NOTE 2:
The details of the protocol extensions required to enhance the SBI are left for stage 3 to design
Depending on the chosen message routing model, the NRF may provide the IP address or the FQDN of NF instance(s) or the Endpoint Address (es) of relevant NF services instance(s) to the requester NF for target NF instance selection. The NRF provides a list of NF instances and NF service instances relevant for the discovery criteria. The result of the NF discovery procedure is applicable to any subscriber that fulfils the same discovery criteria. The entity that does the discovery (NF or CFSF) may cache the result of the NRF discovery procedure received from the NRF.

In case of discovery made by the requester NF, the requester NF uses the discovery result to select NF instance and a NF service instance that is able to provide a wanted NF Service (e.g., an instance of the PCF that can provide Policy Authorization). In case of indirect communication, the CSFS may do the NF service instance selection on behalf of the requester NF. The requester NF may use the information from a previously stored discovery result for subsequent selections (i.e. the requester NF does not need to trigger a new NF discovery procedure to perform the selection).
In case of delegated discovery, the CFSF will select a suitable NF service instance based on parameters provided by the requester NF and interaction with the NRF.
A requester NF or CFSF having selected an NF service instance within a NF instance may re-select another service instance of the same NF service within that same NF instance and get the same results as if the original selected NF service instance was used. Re-selecting may be needed if the requester NF or CFSF fails to contact the original NF service instance.
The requester NF or CFSF may subscribe in the NRF to receive notifications of newly registered/updated/de-registered NF/NF service instances of target NF/NF services using Nnrf_NFManagement_NFStatusSubscribe/Notify service operations as defined in TS 23.502 [3].
NOTE 3 :
CFSF can have other means to get information about the status of NF instances and NF service instances than using the Nnrf_NFManagement_NFStatusSubscribe/Notify service operations
For NF discovery across PLMNs, the requester NF or CFSF provides the NRF the PLMN ID of the target NF. The NRF in the local PLMN reaches the NRF in the target PLMN by forming a target PLMN specific query using the PLMN ID provided by the requester NF or CFSF.

NOTE:
See TS 29.510 [58] for details on using the target PLMN ID specific query to reach the NRF in the target PLMN.

For NF discovery across PLMNs in the context of Network Slicing, the NRF in the serving PLMN interacts with the NRF in the home PLMN identified as specified in clause 4.17.5 of TS 23.502 [3] and, for SMF in clause 4.3.2.2.3.3 of TS 23.502 [3].

The NRF in the local PLMN interacts with the NRF in the target PLMN to retrieve the FQDN or the identifier of relevant services of the target NF instance (s). For topology hiding, see clause 6.2.17.

*** END CHANGES ***
*** BEGIN CHANGES ***
7.1
Network Function Service Framework

7.1.1
General

An NF service is one type of capability exposed by an NF (NF Service Producer) to other authorized NF (NF Service Consumer) through a service-based interface. A Network Function may expose one or more NF services. Following are criteria for specifying NF services:

-
NF services are derived from the system procedures that describe end-to-end functionality, where applicable (see 3GPP TS 23.502 [3], Annex B drafting rules). Services may also be defined based on information flows from other 3GPP specifications.
-
System procedures can be described by a sequence of NF service invocations.

7.1.2
NF Service Consumer - NF Service Producer interactions
The interaction between two Network Functions (Consumer and Producer) within this NF service framework may either be direct or indirect (see annex x). In case of indirect communication, a Common Framework Support Functions (CFSF) is located between the NF service consumer and NF service producer. The interaction follows two mechanisms:
-
"Request-response": A Control Plane NF_B (NF Service Producer) is requested by another Control Plane NF_A (NF Service Consumer) to provide a certain NF service, which either performs an action or provides information or both. NF_B provides an NF service based on the request by NF_A. In order to fulfil the request, NF_B may in turn consume NF services from other NFs. In Request-response mechanism, communication is one to one between two NFs (consumer and producer) and a one-time response from the producer to a request from the consumer is expected within a certain timeframe.
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Figure 7.1.2-1: "Request-response" NF Service illustration

-
"Subscribe-Notify": A Control Plane NF_A (NF Service Consumer) subscribes to NF Service offered by another Control Plane NF_B (NF Service Producer). Multiple Control Plane NFs may subscribe to the same Control Plane NF Service. NF_B notifies the results of this NF service to the interested NF(s) that subscribed to this NF service. The subscription request shall include the notification endpoint (e.g. the notification URL) of the NF Service Consumer to which the event notification from the NF Service Producer should be sent to. In addition, the subscription request may include notification request for periodic updates or notification triggered through certain events (e.g., the information requested gets changed, reaches certain threshold etc.). The subscription for notification can be done through one of the following ways:

-
A separate request/response exchange between the NF Service Consumer and the NF Service Producer; or

-
The subscription for notification is included as part of another NF service operation of the same NF Service; or

-
Registration of a notification endpoint for each type of notification the NF consumer is interested to receive, as a NF service parameter with the NRF during the NF and NF service Registration procedure as specified in TS 23.502 [3] clause 4.17.1.
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Figure 7.1.2-2: "Subscribe-Notify" NF Service illustration 1


A Control Plane NF_A may also subscribe to NF Service offered by Control Plane NF_B on behalf of Control Plane NF_C, i.e. it requests the NF Service Producer to send the event notification to another consumer(s). In this case, NF_A includes the notification endpoint of the NF_C in the subscription request. NF_A may also additionally include the notification endpoint of NF A associated with subscription change related Event ID(s), e.g. Subscription Correlation ID Change, in the subscription request, so that NF_A can receive the notification of the subscription change related event.
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Figure 7.1.2-3: "Subscribe-Notify" NF Service illustration 2
Routing of the message for the NF interaction mechanisms above may be direct, as shown in the figures 7.1.2-1 to 7.1.2-3, or indirect. In case of indirect communication, a Common Framework Support Functions (CFSF) is located between the NF service consumer and NF service producer. The CFSF routes messages between NF service consumers and NF service producers and may do discovery and/or selection on behalf of a NF service consumer. Figure 7.1.2-x shows the principle for a request-response interaction.
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Figure 7.1.2-x: Request response using indirect communication
7.1.3
Network Function Service discovery

A Control Plane Network function (NF) within the 5G Core network may expose its capabilities as services via its service based interface, which can be re-used by Control Plane CN NFs.
The NF service discovery enables a CN NF or CFSF to discover NF instance(s) that provide the expected NF service(s)..

For more detail NF discovery refer to clause 6.3.1.
*** END CHANGES ***
*** BEGIN CHANGES ***
Annex x (informative):
Communication options for consumer-producer communication

x.1
General

This annex lists the SBA NF service consumer to NF service producer communication options for this release. The different communication options are described on high level. Options A and B represent direct communication and options C and D represent indirect communication patterns.
The Common Framework Support Function (CFSF) may do discovery and selection on behalf of the NF service consumer, and routes messages to a selected NF service producer. The CFSF may as well do overload control, authorization etc.
x.2
Communication to resources created via SBI

There are four inter NF service communication cases that are supported in this release when NF service consumers request resources to be created in a NF service producer and when the NF service consumer, after resources are created, have subsequent signalling towards the created resource in the NF service producer, see figure x.2-1.

NOTE:
Protocol details in the following Figures and text are included for illustrative purposes only.
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Figure x.2-1: Communication options when API resources are created
The CFSF in option C1 and D1 can consume NRF SBI's, but also other implementation specific interactions may occur.
Option A1: This case is when neither NRF nor CFSF is used. NF service consumers are configured with NF service producers' "NF profiles".
Option B1: This is how inter-service communication works in Rel-15. A NF service consumer does discovery by querying NRF. Based on the query result, NF service consumer does selection. NF service consumer sends request to selected NF service producer. NF service producer responds with a resource URI identifying created resource. NF service consumer uses received URI for subsequent requests regarding concerned resource.
NF service consumers may cache the query result from NRF, thus NF service consumers do not have to contact NRF for every new request creating a resource.

Option C1: NF service consumer does discovery by querying NRF. Based on the query result, NF service consumer does selection. NF service consumer sends the request to the CFSF (NF service consumer may route messages to the CFSF e.g. by configuring the CFSF as an HTTP proxy) containing a URI representing the resource that the NF service consumer selected (e.g. an NF instance or set of instances). The CFSF will use the received URI to select a NF service producer instance that may serve the request and routes the message to the selected NF service producer instance. The NF service producer instance responds with a URI representing the created resource. NF service consumer uses received URI for subsequent requests regarding concerned resource.
NF service consumers may cache the query result from NRF, thus NF service consumer does not have to contact NRF for every new request creating a resource.

Option D1: NF service consumer does not do any discovery or selection. The discovery and selection is delegated to the CFSF. The NF service sends a request, and the URI of concerned resource may be enough for the CFSF to do discovery and selection, but the NF consumer may also need to add discovery and selection information in the request HTTP message header if the resource URI does not contain enough information for discovery and selection. The CFSF uses URI and if present, the received discovery and selection parameters received in the HTTP header to route the request to a selected NF service producer instance. NF service producer responds with a resource URI identifying created resource. NF service consumer uses received URI for subsequent requests regarding concerned resource. 
x.3
Communication to resource not created via SBI

There are four inter NF service communication cases that are supported in this release when NF service consumers requested resources are not to be created in a NF service producer, see figure x.3-1.
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Figure x.3-1: Communication options when API resources are not created
The CFSF in option C2 and D2 can consume NRF SBI's, but also other implementation specific interactions may occur.
Option A2: This case is when no NRF or CFSF is used. NF service consumers are configured with NF service producers’ "NF profiles".

Option B2: This is how inter-service communication works in Rel-15. NF service consumer does discovery by querying NRF. Based on the query result, NF service consumer does selection. NF service consumer sends request to selected NF service producer.
NF service consumers may cache the query result from NRF, thus NF service consumer does not have to contact NRF for every new request.

Option C2: NF service consumer does discovery by querying NRF. Based on the query result, NF service consumer does selection. NF service consumer sends the request to the CFSF (NF service consumer may routes messages to the CFSF e.g. by a configuring the CFSF as an HTTP proxy) containing a URI representing the resource that the NF service consumer selected (e.g. an NF instance or set of instances), The CFSF will use the received URI to select a NF service producer instance that may serve the request and routes the message to the selected NF service producer instance.
NF service consumers may cache the query result from NRF, thus NF service consumer does not have to contact NRF for every new request creating a resource.
Option D2: NF service consumer does not do any discovery or selection. The discovery and selection is delegated to the CFSF. The NF service sends a request, and the URI of concerned resource may be enough for the CFSF to do discovery and selection, but the NF consumer may also need to add discovery and selection information in the request HTTP message header if the resource URI does not contain enough information for discovery and selection. The CFSF uses URI and the potentially present the HTTP header information to do discovery and selection. CFSF routes the request to a selected NF service producer instance

x.4
Roaming considerations

The D1 and D2 options require the CFSF to interact with the local PLMN NRF so that a discovery request can be sent to the remote PLMN NRF.
*** END CHANGES ***
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